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DEPARTMENT VISION

Producing Highly Competent, Innovative and Ethical Computer Science and Engineering Professionals to

facilitate continuous technological advancement.

DEPARTMENT MISSION
. To Impart Quality Education by creative Teaching Learning Process
. To Promote cutting-edge Research and Development Process to solve real world problems with
emerging technologies.

To Inculcate Entrepreneurship Skills among Students.

. To cultivate Moral and Ethical Values in their Profession.
PROGRAMME EDUCATIONAL OBJECTIVES

PEOL: Graduates will be able to Work and Contribute in the domains of Computer Science and
Engineering through lifelong learning.

PEO2: Graduates will be able to Analyse, design and development of novel Software
Packages, Web Services, System Tools and Components as per needs and
specifications.

PEO3: Graduates will be able to demonstrate their ability to adapt to a rapidly changing
environment by learning and applying new technologies.

PEO4: Graduates will be able to adopt ethical attitudes, exhibit effective communication skills,

Teamwork and leadership qualities.
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PROGRAM OUTCOMES (POS)
Engineering Graduates will be able to:

1. Engineering knowledge: Apply the knowledge of mathematics, science, engineering
fundamentals, and an engineering specialization to the solution of complex engineering
problems.

Problem analysis: Identify, formulate, review research literature, and analyze complex
engineering problems reaching substantiated conclusions using first principles of mathematics,
natural sciences, and engineering sciences.

Design/development of solutions: Design solutions for complex engineering problems and
design system components or processes that meet the specified needs with appropriate
consideration for the public health and safety, and the cultural, societal, and environmental
considerations.

Conduct investigations of complex problems: Use research-based knowledge and research
methods including design of experiments, analysis and interpretation of data, and synthesis of
the information to provide valid conclusions.

Modern tool usage: Create, select, and apply appropriate techniques, resources, and modern
engineering and IT tools including prediction and modeling to complex engineering activities
with an understanding of the limitations.

. The engineer and society: Apply reasoning informed by the contextual knowledge to assess
societal, health, safety, legal and cultural issues and the consequent responsibilities relevant to
the professional engineering practice.

Environment and sustainability: Understand the impact of the professional engineering
solutions in societal and environmental contexts, and demonstrate the knowledge of, and need
for sustainable development.

Ethics: Apply ethical principles and commit to professional ethics and responsibilities and
norms of the engineering practice.

Individual and team work: Function effectively as an individual, and as a member or leader
in diverse teams, and in multidisciplinary settings.

. Communication: Communicate effectively on complex engineering activities with the
engineering community and with society at large, such as, being able to comprehend and write
effective reports and design documentation, make effective presentations, and give and receive
clear instructions.

.Project management and finance: Demonstrate knowledge and understanding of the
engineering and management principles and apply these to one’s own work, as a member and
leader in a team, to manage projects and in multidisciplinary environments.

. Life-long learning: Recognize the need for, and have the preparation and ability to engage in
independent and life-long learning in the broadest context of technological change.

PROGRAM SPECIFIC OUTCOMES (PSO)

PSOL1: Ability to Formulate and Simulate Innovative Ideas to provide software solutions for Real-
time Problems and to investigate for its future scope.

PSO2: Ability to learn and apply various methodologies for facilitating development of high quality
System Software Tools and Efficient Web Design Models with a focus on performance
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optimization.

PSO3: Ability to inculcate the Knowledge for developing Codes and integrating hardware/software
products in the domains of Big Data Analytics, Web Applications and Mobile Apps to create
innovative career path and for the socially relevant issues.

CST303 : Computer Networks

Outcome Knowledge
Level

To explain the features of computer networks, protocols, and network K3

design models and to describe the fundamental characteristics of the
physical layer and identify the usage in network communication

To explain the design issues of data link layer, link layer protocols,
bridges & switches and to Illustrate wired and wireless LAN protocols
To select appropriate routing algorithms, congestion control techniques,
and Quality of Service requirements for a network

To Understand the importance of network layer in internet and various
network layer protocols

To Illustrate the functions and protocols of transport layer and
application layer in inter-networking
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COMPUTER SCIENCE AND ENGINEERING

. Year of
CST COMPUTER Category L | T |P | Credi Introduction
303 NETWORKS

Preamble: Study of this course provides the learners a clear understanding of how computer
networks from local area networks to the massive and global Internet are built, how they allow
computers to share information and communicate with one another. This course covers the
physical aspects of computer networks, layers of OSI Reference model, and inter-networking.
The course helps the learners to compare and analyze the existing network technologies and
choose a suitable network design for a given system.

Prerequisite: Nil

Assessment Pattern

, Test 1 (Marksin | Test 2 (Marks ¥ S_eme;:ter .
Bloom’s Category . Examination (Marksin
per centage) in percentage)
per centage)
Remember 40 30 30
Understand 50 50 50
Apply 10 20 20
Analyze
Evaluate
Create
Mark Distribution
Total Marks CIE Marks ESE Marks =8 .
Duration
150 50 100 3

Continuous I nternal Evaluation Pattern:
Attendance : 10 marks

Continuous Assessment Test : 25 marks
Continuous Assessment Assignment : 15 marks

1




COMPUTER SCIENCE AND ENGINEERING
Internal Examination Pattern:

Each of the two internal examinations has to be conducted out of 50 marks. The first series test
shall be preferably conducted after completing the first half of the syllabus. The second series
test shall be preferably conducted after completing the remaining part of the syllabus. There
will be two parts: Part A and Part B. Part A contains 5 questions (preferably, 2 questions each
from the completed modules and 1 question from the partly completed module), having 3
marks for each question adding up to 15 marks for part A. Students should answer al questions
from Part A. Part B contains 7 questions (preferably, 3 questions each from the completed
modules and 1 question from the partly completed module), each with 7 marks. Out of the 7
guestions, a student should answer any 5.

End Semester Examination Pattern:

There will be two parts; Part A and Part B. Part A contains 10 questions with 2 questions from
each module, having 3 marks for each question. Students should answer all questions. Part B
contains 2 questions from each module of which a student should answer anyone. Eachquestion
can have maximum 2 sub-divisions and carries 14 marks.

Syllabus

Module- 1 (Introduction and Physical Layer)

Introduction — Uses of computer networks, Network hardware, Network software. Reference
models— The OSI reference model, The TCP/IP reference model, Comparison of OSI and TCP/IP
reference models.

Physical Layer — Modes of communication, Physical topologies, Signa encoding, Repeaters and
hub, Transmission media overview. Performance indicators — Bandwidth, Throughput, Latency,
Queuing time, Bandwidth-Delay product.

Module- 2 (Data Link Layer)

Data link layer - Data link layer design issues, Error detection and correction, Sliding window
protocols, High-Level Data Link Control(HDLC)protocol. Medium Access Control (MAC)
sublayer —Channel alocation problem, Multiple access protocols, Ethernet, Wireless LANS -
802.11, Bridges & switches - Bridges from 802.x to 802.y, Repeaters, Hubs, Bridges, Switches,
Routers and Gateways.

Module - 3 (Network L ayer)

Network layer design issues. Routing agorithms - The Optimality Principle, Shortest path
routing, Flooding, Distance Vector Routing, Link State Routing, Multicast routing, Routing for
mobile hosts. Congestion control algorithms. Quality of Service (QoS) - requirements,
Techniques for achieving good QoS.
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Module- 4 (Network Layer in theInternet)

IP protocol, IP addresses, Internet Control Message Protocol (ICMP), Address Resolution
Protocol (ARP), Reverse Address Resolution Protocol (RARP), Bootstrap Protocol (BOOTP),
Dynamic Host Configuration Protocol (DHCP). Open Shortest Path First(OSPF) Protocol, Border
Gateway Protocol (BGP), Internet multicasting, 1Pv6, ICMPV6.

Module-5 (Transport Layer and Application Layer)

Transport service — Services provided to the upper layers, Transport service primitives. User
Datagram Protocol (UDP). Transmission Control Protocol (TCP) — Overview of TCP, TCP
segment header, Connection establishment &release, Connection management modeling, TCP
retransmission policy, TCP congestion control.

Application Layer —File Transfer Protocol (FTP), Domain Name System (DNS), Electronic mail,
Multipurpose Internet Mail Extension (MIME), Simple Network Management Protocol

(SNMP), World Wide Web(WWW) — Architectural overview.

Text Books

1. Andrew S. Tanenbaum, Computer Networks, 4/e, PHI (Prentice Hall India).
2. Behrouz A Forouzan, Data Communication and Networking, 4/e, TataMcGraw Hill

Reference Books
1.Larry L Peterson and Bruce S Dave, Computer Networks — A Systems Approach, 5/e,
Morgan Kaufmann.

2.Fred Halsall, Computer Networking and the Internet, 5/e.

3.James F. Kurose, Keith W. Ross, Computer Networking: A Top-Down Approach, 6/e.
4.Keshav, An Engineering Approach to Computer Networks, Addison Wesley, 1998.
5.W. Richard Stevens. TCP/IP Illustrated Volume 1, Addison-Wesley, 2005.

6. William Stallings, Computer Networking with Internet Protocols, Prentice-Hall, 2004.
7. Request for Comments (RFC) Pages - IETF -https://www.ietf.org/rfc.html
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Course Level Assessment Questions

Course Outcomel (CO1)

1. Compare TCP/IP and OSI reference model.

2. The purpose of physical layer isto transport araw bit stream from one machine to
another. Justify.

Course Outcome2 (CO2)

1. Write the physical and transmission characteristics of Optical Fibre Cable guided

transmission media.

2. The distance between the sender and receiver systems is about 200 KM. The speed of

transmission is 2GB/s. Find out the propagation time?
Course Outcome3 (CO3)
1. Ethernet frames must be at least 64 bytes long to ensure that the transmitter is still going
in the event of acollision at the far end of the cable. Fast Ethernet has the same 64-byte
minimum frame size but can get the bits out ten times faster. How is it possible to
maintain the same minimum frame size?
2. What do you mean by bit stuffing?
Course Outcome4 (CO4)

1. Draw and explain the frame format for Ethernet.

2. Givethe differences between CSMA/CD and CSMA/CA protocol.
Course Outcome5 (CO5)

1. Consider the given subnet in which distance vector routing is used, and the vectors just
comein to router C asfollows: from B: (5, 0, 8, 12, 6, 2); from D: (16, 12, 6, O, 9, 10);

and from E: (7, 6, 3, 9, 0, 4). The measured delays from C to B, D, and E, are 6, 3, and
5, respectively. What is C’s new routing table? Give both the outgoing line to use and
the expected delay.

2. lllustrate the leaky bucket congestion control technique.
Course Outcome 6 (CO6)

1. How do you subnet the Class C IP Address 206.16.2.0 so as to have 30 subnets. What is
the subnet mask for the maximum number of hosts? How many hosts can each subnet
have?

2. Givethe architecture of World Wide Web.
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Model Question Paper
QP CODE: PAGES:

Reg No:

Name:

APJ ABDUL KALAM TECHNOLOGICAL UNIVERSITY
FIFTH SEMESTER B.TECH DEGREE EXAMINATION, MONTH & YEAR
Course Code: CST 303
CourseName: Computer Networks
Max Marks: 100 Duration: 3Hours
PART-A

(Answer All Questions. Each question carries 3 marks)

1. What does “negotiation” mean when discussing network protocols in a
layered architecture? Give an example

2. Define simplex, half-duplex, and full-duplex transmission modes. Give oneexample for each.
3. Datalink protocols almost aways put the CRC in atrailer rather than in a header.Why?

4. An 8-bit byte with binary value 10101111 is to be encoded using an even-parityHamming
code. What is the binary value after encoding?

5. Illustrate the Count to Infinity problem in routing.

6. Describe two major differences between the warning bit method and theRandom
Early Detection (RED) method.

7. The Protocol field used in the IPv4 header is not present in the fixed IPv6 header.Why?

8. How many octets does the smallest possible IPv6 (IP version 6) datagram contain?

9. Can Transmission Control Protocol (TCP) be used directly over anetwork(e. g. an
Ethernet) without using IP? Justify your answer.

10. When Web pages are sent out, they are prefixed by MIME headers. Why?



11.

12.

13.

16.
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Part B

(Answer any one question from each module. Each question carries 4
M arks)

(a) With aneat diagram, explain Open Systems Interconnection (OSI) Reference
Model
(b) Compare Twisted Pair, Coaxia Cable and Optical Fibre guided transmission

media
OR

(a) Consider two networks providing reliable connection-oriented service. Oneof

them offers a reliable byte stream and the other offers a reliable message stream.

Arethey identical ? Justify your answer.

(c) Sketch the waveform in Manchester and Differential Manchester Encoding
for the bitstream 11000110010.

(& A bit stream 10011101 is transmitted using the standard CRC method. The
generator polynomia is 173 + 1. Show the actua bit string transmitted.
Suppose the third bit from the l€eft is inverted during transmission. Show that this
error is detected at the receiver's end.

(d) Explainthe working of High-Level Data Link Control (HDLC) protocol.

OR

14. (@) Explain the working of IEEE 802.11 MAC sublayer.

(e) Distinguish between Bridges and Switches.

15. (@) [llustrate Distance Vector Routing algorithm with an example.

(f) Explain the characteristics of Routing Information Protocol (RIP).
OR

(& A computer on a 6-Mbps network is regulated by a token bucket. The token
bucket is filled at a rate of 1 Mbps. It is initially filled to capacity with 8
megabits. How long can the computer transmit at the full 6 Mbps?

(10)

(4)
(8)
(6)

(8)



17.

18.

19.

20.
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(g) Explain how routing is performed for mobile hosts. (6)

() Explain the address resolution problem using Address Resolution Protocol (10)
(ARP) and Reverse Address Resolution Protocol (RARP)with an example network.

(h) A network on the Internet has a subnet mask of 255.255.240.0. What is the

maximum number of hosts it can handle? (4
OR
(a) How do you subnet the Class C IP address 195.1.1.0 so as to have 10 subnets
with amaximum of 12 hosts in each subnet. (6)
(i) Draw IPv6 Datagram format and explain its features. 8
(a) Distinguish the header formats of Transmission Control protocol (TCP) and (8)

User Datagram Protocol (UDP).

(1) Explainthe principa Domain Name System (DNS) resource record types for IPv4
(& What istherole of Simple Mail Transfer Protocol (SMTP) in E- mail? (6)

(k) With the help of a basic model, explain the working of World Wide Web(WWW).



COMPUTER SCIENCE AND ENGINEERING

Teaching Plan

No Contents No of
Lecture
Hrs

Module- 1 (Introduction and Physical Layer) (10 hrs)

1.1 Introduction, Uses of computer networks. 1 hour

12 Network Hardware, Local Area Networks (LAN), Metropolitan Area 1 hour
Networks (MAN), Wide Area Networks (WAN), Wireless networks, Home
networks, Internetworks.

1.3 Network Software, Protocol hierarchies, Design issues for the layers. 1 hour

1.4 Connection-oriented and Connectionless services, Service primitives, 1 hour
Relationship of servicesto protocols.

15 Reference models, The OSI reference model. 1 hour
1.6 The TCP/IP reference model, Comparisonof OSI and TCP/IP reference 1 hour
models.
1.7 Physical layer, Modes of communication, Simplex, Half-duplex, and Full- 1 hour
duplex, Physical topologies, Mesh, Star, Bus, Ring, Hybrid.
1.8 | Signa encoding, Manchester, Differential Manchester. 1 hour
1.9 | Transmission mediaoverview, Guided media (twisted pair, coaxia and 1 hour
fiber optic media), Unguided/wireless media (radio, microwave, and
infrared).
1.10 | Performance indicators, Bandwidth (in Hertz and in Bits per Seconds), 1 hour

Throughput, Latency (Delay), Queuing time, Bandwidth-Delay product.

Module2 - (Data Link Layer) (10 hrs)

21 Datalink layer design issues. 1 hour

2.2 Error detection and correction, Error correcting codes 1 hour
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23 Error detecting codes. 1 hour
24 Sliding window protocols. 1 hour
25 High-Level Data Link Control(HDLC) protocol. 1 hour
2.6 Medium Access Control (MAC) sublayer, Channel allocation problem, 1 hour

Multiple access protocols.

2.7 Ethernet, Ethernet cabling, Manchester encoding, Ethernet MAC sublayer 1 hour
protocol, Binary Exponential Backoff algorithm.

2.8 Ethernet performance, Switched Ethernet, Fast Ethernet, Gigabit Ethernet, 1 hour
IEEE 802.2: Logical Link Control.

2.9 Wireless LANSs, 802.11 protocol stack, Physical layer, MAC Sublayer 1 hour
protocol, Frame structure.

2.10 Bridges & switches, Bridges from 802.x to 802.y, Repeaters, Hubs, 1 hour
Bridges, Switches, Routers, and Gateways.

Module 3 - (Network Layer) (8 hrs)

31 Network layer design issues. 1 hour

3.2 Routing algorithms, The Optimality Principle, Shortest path routing, 1 hour
Flooding.

3.3 Distance Vector Routing. 1 hour

34 Link State Routing. 1 hour

35 Multicast routing, Routing for mobile hosts. 1 hour

3.6 | Generd principles of congestion control, Congestion prevention policies, 1 hour

Congestion control in virtual circuit subnets.

37 Congestion control agorithms, Congestion control in Datagram subnets, 1 hour
Load shedding, Jitter control.

3.8 Quality of Service, Requirements, Techniques for achieving good Quality 1 hour
of Service.

Module 4 — (Network Layer in thelnternet) (9 hrs)

4.1 Network layer in the Internet, Internet Protocol (1P). 1 hour

9
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4.2 IP Addresses, Subnets, Classless Inter-Domain Routing (CIDR). 1 hour
4.3 IP Addresses, Network Address Trandation (NAT). 1 hour
4.4 Internet Control Message Protocol (ICMP), Address Resolution Protocol 1 hour
(ARP), Reverse Address Resolution Protocol (RARP).
4.5 Bootstrap Protocol (BOOTP), Dynamic Host Configuration Protocol 1 hour
(DHCP).
4.6 | Open Shortest Path First (OSPF) protocol. 1 hour
4.7 | Border Gateway Protocol (BGP). 1 hour
4.8 | Internet multicasting. 1 hour
4.9 | IPv6, Header format, Extension headers, Internet Control Message Protocol 1 hour
version 6 (ICMPv6).
Module5- ( Transport Layer and Application Layer) (8 hrs)
51 Transport Service, Services provided to the upper layers, Transport service 1 hour
primitives. User Datagram Protocol (UDP).
52 Transmission Control Protocol (TCP), TCP segment header, Connection 1 hour
establishment & release, Connection management modeling.
5.3 TCP retransmission policy, TCP congestion control. 1 hour
54 | Application layer, File Transfer Protocol (FTP). 1 hour
5.5 | Domain Name System (DNS). 1 hour
5.6 | Electronic Mail, Multipurpose Internet Mail Extension (MIME). 1 hour
5.7 | Simple Network Management Protocol (SNMP). 1 hour
5.8 | World Wide Web, Architectural overview. 1 hour
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Question Bank

SI.No Questions KL | COL
Modulel
1. | Describe the uses of Computer Networks K2 | co1
2 | Explain the modes of communication with example K2 | co1l
3. | Compare and Contrast the OSI and TCP reference models K4 | col
4. | Explain about the network hardware and network software K2 | Cco1
5, | lllustrate the TCP/IP reference model K2 | CcOo1
6. | Describethe functions of Network Hardware K2 | Cco1
7 | Draw and implement the various network topologies K2 | co1l
g, | Explainin detail about OSI reference model K2 | Cco1
9. | With example explain the performance indicators and queuing time K3 | CO1
Modulell
10. | List the design issue considerations of datalink layer K3 | CO2
11. | lllustrate the advantages of sliding window protocol K4 | CO2
12. | Discussin detail about the design issues for datalink layer K2 | CO2
13. | What are all the issuesin Channel allocation problem? K2 | CO2
14, \;Yglmgnwﬁgrgxl Sr%(:(r)r;%?;strate any two mechanisms used to control errorsin K3 | co2
15. | Draw the schematic diagram of HDLC & explain in brief K2 | CO2
16. | Write a short note on Medium access control K2 | CO2
17. | Write the overview of Transmission media K2 | CO2
18. | Explain in detail about HDLC K2 | CO2
19. | Explain with example about the Error detection and error correction codes K3 | CO2
20. | Draw and Implement the Sliding window protocol & MAC sub layer K4 | CO2
Modulelll
21. | Appraise the parameters for QoS. K5 | CO3
o0 %?th?ﬁgr:r;tgee)\:\é?;krll nv?/i?rrml 3% eloerr(::‘alt_mk state routing with Distance vector Ka | co3
23. | Explain the Network Layer design Issues and the optimality principle K2 | COs3
24. | Summerize Multicasting routing. K2 | CO3




Sl.No Questions KL | COL
25. | Categorize the techniques for achieving the good Quality of Services K4 | CO3
26. | Compare and contrast for Leaky bucket and Token Bucket K4 | CO3

ModulelV
27. | Differentiate BOOTP and DHCP. K4 CO4
28. | Analyzethe format of IP V6. K4 | CO4
29. | Draw BGP Format and Explain K2 | CO4
30. | Differentiate ARP & BOOTP K4 CO4
31. | lllustrate the various messages of BGP protocol K4 | CO4
32. | Defend the Steps involved in DHCP with the Message format K5 | CO4
33. | Evaluate and explain the OSPF algorithm and Format. K5 | CO4
34. | Support the Steps involved in BGP with the Message format K5 | CO4
ModuleV
| e e Comerion sy e o 3 | cos
36. | Explain about TCP retransmission Policy. K2 | CO5
37. | Explain any two application layer protocols K2 | CO5
38. | Classify the Transport Services primitives to the upper layers K4 | CO5
39. | Elaborate the stepsinvolved in TCP. K5 | CO5
40. | With aneat diagram, explain the Simple network management protocol. K2 | CO5
APPENDIX 1
CONTENT BEYOND THE SYLLABUS
S.No | Topic Page No
1] Optical Fibers: fiber, materials, photonic crystal, fiber optic cables specialty fibers. 148
2] Wifi & WiMax 151
3] IPX, Internetwork Packet Exchange, LLARP, Low Latency Anonymous Routing Protocol, | 154
PIM, Protocol Independent Multicast, RIP, Routing Information Protocol
4, UDP-Lite, uTP, Micro Transport Protocol 161




UNIT-I
Overview of theInternet, Physical Layer and Data Link Layer

A network is the interconnection of a set of devices capable of communication. In this definition,
a device can be a host (or an end system as it is sometimes called) such as a large computer,
desktop, laptop, workstation, cellular phone, or security system. A device in this definition can
also be a connecting device such as a router, which connects the network to other networks, a
switch, which connects devices together, a modem (modulator-demodulator), which changes the
form of data, and so on. These devices in a network are connected using wired or wireless
transmission media such as cable or air. When we connect two computers at home using a plug-
and-play router, we have created a network, although very small.

Network Criteria
A network must be able to meet a certain number of criteria. The most important of these are
performance, reliability, and security.

Performance

Performance can be measured in many ways, including transit time and response time. Transit
time is the amount of time required for a message to travel from one device to another. Response
time is the elapsed time between an inquiry and a response. The performance of a network
depends on a number of factors, including the number of users, the type of transmission medium,
the capabilities of the connected hardware, and the efficiency of the software. Performance is
often evaluated by two networking metrics. throughput and delay. We often need more
throughputs and less delay. However, these two criteria are often contradictory. If we try to send
more data to the network, we may increase throughput but we increase the delay because of
traffic congestion in the network.

Reliability
In addition to accuracy of delivery, network reliability is measured by the frequency of failure,
thetimeit takes alink to recover from afailure, and the network's robustness in a catastrophe.

Security

Network security issues include protecting data from unauthorized access, protecting data from
damage and development, and implementing policies and procedures for recovery from breaches
and data | osses.

Physical Structures
Before discussing networks, we need to define some network attributes.

Type of Connection

A network istwo or more devices connected through links. A link is a communications pathway
that transfers data from one device to another. For visualization purposes, it is ssimplest to
imagine any link as a line drawn between two points. For communication to occur, two devices
must be connected in some way to the same link at the same time. There are two possible types
of connections: point-to-point and multipoint.



Point-to-Point

A point-to-point connection provides a dedicated link between two devices. The entire capacity
of the link is reserved for transmission between those two devices. Most point-to-point
connections use an actual length of wire or cable to connect the two ends, but other options, such
as microwave or satellite links, are also possible. When we change televison channels by
infrared remote control, we are establishing a point-to-point connection between the remote
control and the television's control system.

Multipoint
A multipoint (also called multidrop) connection is one in which more than two specific devices
shareasinglelink.

'Vpes of connections; point-to-peint and multipoint

¢ % _ Link —3

a. Point-to-point

@ L7
s Link |
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b. Multipoint L

In a multipoint environment, the capacity of the channel is shared, either spatially or temporally.

If several devices can use the link simultaneousdly, it is a spatially shared connection. If users
must take turns, it is a timeshared connection.

PROTOCOL LAYERING

We defined the term protocol in Chapter 1. In data communication and networking, a protocol
defines the rules that both the sender and receiver and all intermediate devices need to follow to
be able to communicate effectively. When communication is simple, we may need only one
simple protocol; when the communication is complex, we may need to divide the task between
different layers, in which case we need a protocol at each layer, or protocol layering.

Scenarios
Let us develop two simple scenarios to better understand the need for protocol layering.

First Scenario

In the first scenario, communication is so simple that it can occur in only one layer. Assume
Maria and Ann are neighbors with a lot of common ideas. Communication between Maria and
Ann takes place in one layer, face to face, in the same language, as shown in Figure.
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Even in this smple scenario, we can see that a set of rules needs to be followed. First, Maria and
Ann know that they should greet each other when they meet. Second, they know that they should
confine their vocabulary to the level of their friendship. Third, each party knows that she should
refrain from speaking when the other party is speaking. Fourth, each party knows that the
conversation should be a dialog, not a monolog: both should have the opportunity to talk about
the issue. Fifth, they should exchange some nice words when they leave. We can see that the
protocol used by Maria and Ann is different from the communication between a professor and
the students in a lecture hall. The communication in the second case is mostly monolog; the
professor talks most of the time unless a student has a question, a situation in which the protocol
dictates that she should raise her hand and wait for permission to speak. In this case, the
communication is normally very formal and limited to the subject being taught.

Second Scenario

In the second scenario, we assume that Ann is offered a higher-level position in her company, but
needs to move to another branch located in a city very far from Maria. The two friends still want
to continue their communication and exchange ideas because they have come up with an
innovative project to start a new business when they both retire. They decide to continue their
conversation using regular mail through the post office. However, they do not want their ideas to
be revealed by other people if the letters are intercepted. They agree on an encryption/decryption
technique. The sender of the letter encrypts it to make it unreadable by an intruder; the receiver
of the letter decryptsit to get the origina letter. We discuss the encryption/decryption methods in
Chapter 31, but for the moment we assume that Maria and Ann use one technique that makes it
hard to decrypt the letter if one does not have the key for doing so. Now we can say that the
communication between Maria and Ann takes place in three layers, as shown in Figure. We
assume that Ann and Maria each have three machines (or robots) that can perform the task at
each layer.
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Principles of Protocol Layering
Let us discuss two principles of protocol layering.

First Principle

The first principle dictates that if we want bidirectional communication, we need to make each
layer so that it isable to perform two opposite tasks, one in each direction. For example, the third
layer task is to listen (in one direction) and talk (in the other direction). The second layer needs
to be able to encrypt and decrypt. The first layer needs to send and receive mall.

Second Principle

The second principle that we need to follow in protocol layering is that the two objects under
each layer at both sites should be identical. For example, the object under layer 3 at both sites
should be a plaintext letter. both sites should be a cipher text letter. The object under layer 1 at
both sites should be a piece of mail.

L ogical Connections

After following the above two principles, we can think about logical connection between each
layer as shown in below figure. This means that we have layer-to-layer communication. Maria
and Ann can think that there isalogical (imaginary) connection at each layer through which they
can send the object created from that layer. We will see that the concept of logical connection
will help us better understand the task of layering. We encounter in data communication and
networking.



Logical connection between peer layers
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TCP/IPPROTOCOL SUITE

Now that we know about the concept of protocol layering and the logical communication
between layers in our second scenario, we can introduce the TCP/IP (Transmission Control
Protocol/Internet Protocol). TCP/IP is aprotocol suite (a set of protocols organized in different
layers) used in the Internet today. It is a hierarchical protocol made up of interactive modules,
each of which provides a specific functionality. The term hierarchical means that each upper
level protocol is supported by the services provided by one or more lower level protocols. The
original TCP/IP protocoal suite was defined as four software layers built upon the hardware.
Today, however, TCP/IP is thought of as a five-layer model. Following figure shows both
configurations.

Layered Architecture

To show how the layers in the TCP/IP protocol suite are involved in communication between
two hosts, we assume that we want to use the suite in a small internet made up of three LANs
(links), each with a link-layer switch. We aso assume that the links are connected by one router,
as shown in below Figure.
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Layersin the TCP/IP Protocol Suite

After the above introduction, we briefly discuss the functions and duties of layers in the TCP/IP
protocol suite. Each layer is discussed in detail in the next five parts of the book. To better
understand the duties of each layer, we need to think about the logical connections between
layers. Below figure shows logical connections in our simple internet.

Logical connections berweern lavers of the TCP/AP protocol swite
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Using logical connections makes it easier for us to think about the duty of each layer. As the
figure shows, the duty of the application, transport, and network layers is end-to-end. However,
the duty of the data-link and physical layersis hop-to-hop, in which ahop isahost or router. In



other words, the domain of duty of the top three layers is the internet, and the domain of duty of
the two lower layers is the link. Another way of thinking of the logical connections is to think
about the data unit created from each layer. In the top three layers, the data unit (packets) should
not be changed by any router or link-layer switch. In the bottom two layers, the packet created by
the host is changed only by the routers, not by the link-layer switches. Below figure shows the
second principle discussed previously for protocol layering. We show the identical objects below
each layer related to each device.
Identical objects in the TOPAP protocol suite
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Note that, although the logical connection at the network layer is between the two hosts, we can
only say that identical objects exist between two hops in this case because arouter may fragment
the packet at the network layer and send more packets than received (see fragmentation in
Chapter 19). Note that the link between two hops does not change the object.

Description of Each Layer
After understanding the concept of logical communication, we are ready to briefly discuss
the duty of each layer.

Physical Layer

We can say that the physical layer isresponsible for carrying individua bits in aframe across the
link. Although the physical layer is the lowest level in the TCPIIP protocol suite, the
communication between two devices at the physical layer is still a logical communication
because there is another, hidden layer, the transmission media, under the physical layer. Two
devices are connected by a transmission medium (cable or air). We need to know that the
transmission medium does not carry bits; it carries electrical or optical signals. So the bits
received in a frame from the data-link layer are transformed and sent through the transmission
media, but we can think that the logical unit between two physical layers in two devices is a hit.
There are several protocols that transform abit to a signal.

Data-link Layer
We have seen that an internet is made up of several links (LANs and WANS) connected by
routers. There may be several overlapping sets of links that a datagram can travel from the host



to the destination. The routers are responsible for choosing the best links. However, when the
next link to travel is determined by the router, the data-link layer is responsible for taking the
datagram and moving it across the link. The link can be awired LAN with a link-layer switch, a
wireless LAN, a wired WAN, or a wireless WAN. We can aso have different protocols used
with any link type. In each case, the data-link layer is responsible for moving the packet through
the link. TCP/IP does not define any specific protocol for the data-link layer. It supports all

the standard and proprietary protocols. Any protocol that can take the datagram and carry it
through the link suffices for the network layer. The data-link layer takes a datagram and
encapsulates it in a packet called «frame. Each link-layer protocol may provide a different
service. Some link-layer protocols provide complete error detection and correction, some provide
only error correction.

Network Layer

The network layer is responsible for creating a connection between the source computer and the
destination computer. The communication at the network layer is host-to-host. However, since
there can be severa routers from the source to the destination, the routers in the path are
responsible for choosing the best route for each packet. We can say that the network layer is
responsible for host-to-host communication and routing the packet through possible routes.
Again, we may ask ourselves why we need the network layer. We could have added the routing
duty to the transport layer and dropped this |ayer. One reason, as we said before, is the separation
of different tasks between different layers. The second reason is that the routers do not need the
application and transport layers.

Transport Layer

The logica connection at the transport layer is also end-to-end. The transport layer at the source
host gets the message from the application layer, encapsulates it in a transport layer packet
(called a segment or a user datagram in different protocols) and sends it, through the logical
(imaginary) connection, to the transport layer at the destination host. In other words, the transport
layer is responsible for giving services to the application layer: to get a message from an
application program running on the source host and deliver it to the corresponding application
program on the destination host. We may ask why we need an end-to-end transport layer when
we already have an end-to-end application layer. The reason is the separation of tasks and duties,
which we discussed earlier. The transport layer should be independent of the application layer. In
addition, we will see that we have more than one protocol in the transport layer, which means
that each application program can use the protocol that best matches its requirement.

Application Layer

The logical connection between the two application layers is end to-end. The two application
layers exchange messages between each other as though there were a bridge between the two
layers. However, we should know that the communication is done through all the layers.
Communication at the application layer is between two processes (two programs running at this
layer). To communicate, a process sends a request to the other process and receives a response.
Process-to-process communication is the duty of the application layer. The application layer in
the Internet includes many predefined protocols, but a user can also create a pair of processes to
be run at the two hosts.



THE OSI MODEL

Although, when speaking of the Internet, everyone talks about the TCP/IP protocol suite, this
suite is not the only suite of protocols defined. Established in 1947, the International
Organization for Standardization (1SO) is a multinational body dedicated to worldwide
agreement on international standards. Almost three-fourths of the countries in the world are
represented in the 1ISO. An 1SO standard that covers all aspects of network communications isthe
Open Systems Interconnection (OSI) modd. It was first introduced in the late 1970s.

| SO isthe organization; OSI isthe model

The OSI model is a layered framework for the design of network systems that allows
communication between all types of computer systems. It consists of seven separate but related
layers, each of which defines a part of the process of moving information across a network

The O51 mode!
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INTERNET HISTORY

Now that we have given an overview of the Internet, let us give a brief history of the internet.
This brief history makes it clear how the Internet has evolved from a private network to a
global onein lessthan 40 years.

Early History

There were some communication networks, such as telegraph and telephone networks, before
1960. These networks were suitable for constant-rate communication at that time, which means
that after a connection was made between two users, the encoded message (telegraphy) or voice
(telephony) could be exchanged.

ARPANET

In the mid-1960s, mainframe computers in research organizations were stand-alone devices.
Computers from different manufacturers were unable to communicate with one another. The
Advanced Research Projects Agency (ARPA) in the Department of Defense (DOD) was
interested in finding a way to connect computers so that the researchers they funded could share
their findings, thereby reducing costs and eliminating duplication of effort. In 1967, at an
Association for Computing Machinery (ACM) meeting, ARPA presented itsideas for the



Advanced Research Projects Agency Network (ARPANET), a small network of connected
computers. The idea was that each host computer (not necessarily from the same manufacturer)
would be attached to a specialized computer, called an interface message processor (IMP). The
IMPs, in turn, would be connected to each other. Each IMP had to be able to communicate with
other IMPs as well as with its own attached host.

Birth of the Internet

In 1972, Vint Cerf and Bob Kahn, both of whom were part of the core ARPANET group,
collaborated on what they called the Internetting Project. TCPI/P Cerf and Kahn's landmark
1973 paper outlined the protocols to achieve end-to-end delivery of data. Thiswas a new version
of NCP. This paper on transmission control protocol (TCP) included concepts such as
encapsulation, the datagram, and the functions of a gateway. Transmission Control Protocol
(TCP) and Internet Protocol (IP). IP would handle datagram routing while TCP would be
responsible for higher level functions such as segmentation, reassembly, and error detection. The
new combination became known as TCPIIP.

MILNET
In 1983, ARPANET split into two networks. Military Network (MILNET) for military users and
ARPANET for nonmilitary users.

CSNET
Another milestone in Internet history was the creation of CSNET in 1981. Computer Science
Network (CSNET) was a network sponsored by the National Science Foundation (NSF).

NSFNET

With the success of CSNET, the NSF in 1986 sponsored the National Science Foundation
Network (NSFNET), a backbone that connected five supercomputer centers located throughout
the United States.

ANSNET

In 1991, the U.S. government decided that NSFNET was not capable of supporting the rapidly
increasing Internet traffic. Three companies, IBM, Merit, and Verizon, filled the void by forming
anonprofit organization called Advanced Network & Services (ANS) to build a new, high-speed
Internet backbone called Advanced Network Services Network (ANSNET). Internet Today

Today, we witness a rapid growth both in the infrastructure and new applications. The Internet
today is a set of pier networks that provide services to the whole world. What has made the
internet so popular is the invention of new applications.

World Wide Web

The 1990s saw the explosion of Internet applications due to the emergence of the World Wide
Web (WWW). The Web was invented at CERN by Tim Berners-Lee. This invention has added
the commercial applications to the Internet.
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Multimedia

Recent developments in the multimedia applications such as voice over IP (telephony), video
over IP (Skype), view sharing (YouTube), and television over IP (PPLive) has increased the
number of users and the amount of time each user spends on the network.

Peer-to-Peer Applications
Peer-to-peer networking is al'so a new area of communication with alot of potential.

STANDARDSAND ADMINISTRATION

In the discussion of the Internet and its protocol, we often see a reference to a standard or an
administration entity. In this section, we introduce these standards and administration entities for
those readers that are not familiar with them; the section can be skipped if the reader is familiar
with them.

INTERNET STANDARDS

An Internet standard is a thoroughly tested specification that is useful to and adhered to by those
who work with the Internet. It is a formalized regulation that must be followed. There is a strict
procedure by which a specification attains Internet standard status. A specification begins as an
Internet draft. An Internet draft is a working document (a work in progress) with no officid
status and a six-month lifetime. Upon recommendation from the Internet authorities, a draft may
be published as a Request for Comment (RFC). Each RFC is edited, assigned a number, and
made available to all interested parties. RFCs go through maturity levels and are categorized
according to their requirement level.

Maturity Levels

An RFC, during its lifetime, falls into one of six maturity levels. proposed standard, draft
standard, Internet standard, historic, experimental, and informational. Proposed Standard. A
proposed standard is a specification that is stable, well understood, and of sufficient interest to
the Internet community. At this level, the specification is usualy tested and implemented by
several different groups.

Maturity levels of an RFC
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Draft Standard. A proposed standard is elevated to draft standard status after at least two
successful independent and interoperable implementations. Barring difficulties, a draft standard,
with modifications if specific problems are encountered, normally becomes an Internet standard.

Internet Standard. A draft standard reaches Internet standard status after
demonstrations of successful implementation.

Historic The historic RFCs are significant from a historical perspective. They either have been
superseded by later specifications or have never passed the necessary maturity levels to become
an Internet standard.

Experimental An RFC classified as experimental describes work related to an experimental
situation that does not affect the operation of the Internet. Such an RFC should not be
implemented in any functional Internet service.

Informational An RFC classified as informational contains general, historical, or tutoria
information related to the Internet. It is usualy written by someone in a non-Internet
organization, such as a vendor.

Requirement Levels
RFCs are classified into five requirement levels: required, recommended, elective, limited use,
and not recommended.

Required An RFC islabeled required if it must be implemented by all Internets systemsto
achieve minimum conformance. For example, IF and ICMP are required protocols.

Recommended An RFC labeled recommended is not required for minimum conformance; it is
recommended because of its usefulness. For example, FTP and TELNET are recommended
protocols.

Elective An RFC labeled elective is not required and not recommended. However, a system can
useit for its own benefit.

Limited Use An RFC |abeled limited use should be used only in limited situations. Most of the
experimental RFCsfall under this category.

Not Recommended An RFC labeled not recommended is inappropriate for general use. Normally
a historic (deprecated) RFC may fall under this category.

INTERNET ADMINISTRATION

The Internet, with its roots primarily in the research domain, has evolved and gained a broader
user base with significant commercial activity. Various groups that coordinate Internet issues
have guided this growth and development. Appendix G gives the addresses, e-rnail addresses,
and telephone numbers for some of these groups. Shows the general organization of Internet
administration. E-rnail addresses and telephone numbers for some of these groups. Below
figure shows the general organization of Internet administration.
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The Internet Society (1SOC) isan international, nonprofit organization formed in 1992 to provide
support for the Internet standards process. ISOC accomplishes this through maintaining and
supporting other Internet administrative bodies such as IAB, IETF,IRTF, and IANA (see the
following sections). ISOC also promotes research and other scholarly activities relating to the
Internet.

IAB

The Internet Architecture Board (IAB) is the technical advisor to the ISOC. The main purposes
of the IAB are to oversee the continuing development of the TCP/IP Protocol Suite and to serve
in a technical advisory capacity to research members of the Internet community. |IAB
accomplishes this through its two primary components, the Internet Engineering Task Force
(IETF) and the Internet Research Task Force (IRTF). Another responsibility of the IAB is the
editorial management of the RFCs, described earlier. IAB is also the externa liaison between the
Internet and other standards organizations and forums.

JETF

The Internet Engineering Task Force (IETF) is a forum of working groups managed by the
Internet Engineering Steering Group (IESG). IETF is responsible for identifying operational
problems and proposing solutions to these problems. IETF also develops and reviews
specifications intended as Internet standards. The working groups are collected into areas, and
each area concentrates on a specific topic. Currently nine areas have been defined. The areas
include applications, protocols, routing, network management next generation (IPng), and
Ssecurity.

JRTF

The Internet Research Task Force (IRTF) is aforum of working groups managed by the Internet
Research Steering Group (IRSG). IRTF focuses on long-term research topics related to Internet
protocols, applications, architecture, and technology.
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COMPARISION OF OSI AND TCP/IP REFERENCE MODEL

When we compare the two models, we find that two layers, session and presentation, are missing
from the TCP/IP protocol suite. These two layers were not added to the TCP/IP protocol suite
after the publication of the OSI model. The application layer in the suite is usually considered to
be the combination of three layersin the OSI model.

TCP/AP and OS5I model
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Two reasons were mentioned for this decision. First, TCP/IP has more than one transport-layer
protocol. Some of the functionalities of the session layer are available in some of the transport-
layer protocols. Second, the application layer is not only one piece of software. Many
Applications can be developed at this layer. If some of the functionalities mentioned in the
session and presentation layers are needed for a particular application, they can be included in the
development of that piece of software.

Lack of OSI Model's Success

The OSI model appeared after the TCP/IP protocol suite. Most experts were at first excited and
thought that the TCP/IP protocol would be fully replaced by the OSI model. This did not happen
for several reasons, but we describe only three, which are agreed upon by all expertsin the field.
First, OSI was completed when TCP/IP was fully in place and a lot of time and money had been
spent on the suite; changing it would cost alot. Second, some layers in the OSI model were never
fully defined. For example, although the services provided by the presentation and the session
layers were listed in the document, actual protocols for these two layers were not fully defined,
nor were they fully described, and the corresponding software was not fully developed. Third,
when OSI was implemented by an organization in a different application, it did not show a high
enough level of performance to entice the Internet authority to switch from the TCP/IP protocol
suite to the OSI model.

PHYSICAL LAYER

One of the mgjor functions of the physical layer is to move data in the form of electromagnetic
signals across a transmission medium. Whether you are collecting numerical statistics from
another computer, sending animated pictures from a design workstation, or causing a bell to ring
at a distant control center, you are working with the transmission of data across network
connections. Generally, the data usable to a person or application are not in aform that can be
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transmitted over a network. For example, a photograph must first be changed to a form that
transmission media can accept. Transmission mediawork by conducting energy along a physical
path. For transmission, data needs to be changed to signals.

TRANSMISSION MEDIA

Transmission media are actually located below the physical layer and are directly controlled
by the physical layer. We could say that transmission media belong to layer zero. Below figure
shows the position of transmission mediain relation to the physical layer.

Transmission medium and physical layer

[
Sender ] Physical layer Fh],. ‘\IEd' layer | Receiver

I lr.araxmlhmn medium I

Cable or air

In tel ecommuni cations, transmission media can be divided into two broad categories:
guided and unguided. Guided media include twisted-pair cable, coaxial cable, and fiber-
optic cable. Unguided medium is free space.

Classes of transmission media

Transmission
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GUIDED MEDIA

Guided media, which are those that provide a conduit from one device to another, include
twisted-pair cable, coaxial cable, and fiber-optic cable. A signa traveling along any of these
media is directed and contained by the physical limits of the medium. Twisted-pair and coaxial
cable use metalic (copper) conductors that accept and transport signals in the form of electric
current. Optical fiber is a cable that accepts and transports signals in the form of light.
Twisted-Pair Cable

A twisted pair consists of two conductors (normally copper), each with its own plastic insulation,
twisted together, as shown in following figure.
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Twisted-pair cable

Insulator / » Conductor

One of the wires is used to carry signals to the receiver, and the other is used only as a ground
reference. The receiver uses the difference between the two. In addition to the signal sent by the
sender on one of the wires, interference (noise) and crosstalk may affect both wires and create
unwanted signals. If the two wires are paralel, the effect of these unwanted signals is not the
same in both wires because they are at different locations relative to the noise or crosstalk
sources (e.g., one is closer and the other isfarther). Thisresults in a difference at the receiver. By
twisting the pairs, a balance is maintained. For example, suppose in one twist, one wire is closer
to the noise source and the other isfarther; in the next twist, the reverse istrue. Twisting makes it
probable that both wires are equally affected by external influences (noise or crosstalk). This
means that the receiver, which calculates the difference between the two, receives no unwanted
signals. The unwanted signals are mostly canceled out. From the above discussion, it is clear that
the number of twists per unit of length (e.g., inch) has some effect on the quality of the cable.

Unshielded Versus Shielded Twisted-Pair Cable

The most common twisted-pair cable used in communications is referred to as unshielded
twisted-pair (UTP). IBM has aso produced a version of twisted-pair cable for its use, called
shielded twisted-pair (STP). STP cable has a metal foil or braided mesh covering that encases
each pair of insulated conductors. Although metal casing improves the quality of cable by
preventing the penetration of noise or crosstalk, it is bulkier and more expensive. Below figure

UTP and STP cables

Metal shield

Plastic cover Plastic cover

a. UTP b. STP

Categories

The Electronic Industries Association (EIA) has developed standards to classify unshielded
twisted-pair cable into seven categories. Categories are determined by cable quality, with 1 asthe
lowest and 7 as the highest. Each EIA category is suitable for specific uses. Table below shows
these categories.
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Laregories of unsmetaea iwisied-pair caples

Data Rate
Category Specification (Mbps) Use
1 Unshielded twisted-pair used in telephone <0.1 Telephone
2 Unshielded twisted-pair originally used in 2 T-1 lines
T lines
3 Improved CAT 2 used in LANs 10 LANs
4 Improved CAT 3 used in Token Ring networks 20 LANs
5 Cable wire is normally 24 AWG with a jacket 100 LANs
and outside sheath
Caregories of unshielded rwisied-patr caples (conimnued)
Data Rate
Category Specification (Mbps) Use
SE An extension to category 5 that includes 125 LANs

extra features to minimize the crosstalk and
electromagnetic interference

6 A new category with matched components 200 LLANs
coming from the same manufacturer. The
cable must be tested at a 200-Mbps data rate.
7 Sometimes called SSTP (shielded screen 600 1.LANs
twisted-pair). Each pair is individually
wrapped in a helical metallic foil followed by
a metallic foil shield in addition to the outside
sheath. The shield decreases the effect of
crosstalk and increases the data rate.

Connectors

The most common UTP connector is RJ45 (RJ stands for registered jack), as shown in below

figure. The RJ5 is akeyed connector, meaning the connector can be inserted in only one way.
UTP connector

nlnln

12345678

RI-45 Male

RJ-45 Female

Performance

One way to measure the performance of twisted-pair cable is to compare attenuation versus
frequency and distance. A twisted-pair cable can pass a wide range of frequencies. However,
below figure shows that with increasing frequency, the attenuation, measured in decibels per
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kilometer (dB/km), sharply increases with frequencies above 100 kHz. Note that gauge is a
measure of the thickness of the wire.

Applications

Twisted-pair cables are used in telephone lines to provide voice and data channels. The local
loop-the line that connects subscribers to the central telephone office commonly consists of
unshielded twisted-pair cables.

The DSL lines that are used by the telephone companies to provide high-data-rate connections
also use the high-bandwidth capability of unshielded twisted-pair cables.

UTFE performance
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Local-area networks, such as|OBase-T and |IOOBase-T, also use twisted-pair cables.

Coaxial Cable

Coaxia cable (or coax) carries signas of higher frequency ranges than those in twisted pair
cable, in part because the two media are constructed quite differently. Instead of having two
wires, coax has a central core conductor of solid or stranded wire (usually copper) enclosed in an
insulating sheath, which is, in turn, encased in an outer conductor of metal foil, braid, or a
combination of the two. The outer metallic wrapping serves both as a shield against noise and as
the second conductor, which completes the circuit. This outer conductor is aso enclosed in an
insulating sheath, and the whole cable is protected by a plastic cover.
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Coaxial cable
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Quter conductor
Plastic cover (shield)

Coaxial Cable Standards
Coaxial cables are categorized by their Radio Government (RG) ratings. Each RG number
denotes a unique set of physical specifications, including the wire gauge of the inner conductor,
the thickness and type of the inner insulator, the construction of the shield, and the size and type
of the outer casing. Each cable defined by an RG rating is adapted for a specialized function, as
shown in below table.

Categories of coaxial cables

Category Impedance Use
RG-59 75 Q Cable TV
RG-58 50Q Thin Ethernet
RG-11 500 Thick Ethernet |

Coaxial Cable Connectors
To connect coaxia cable to devices, we need coaxia connectors. The most common type of
connector used today is the Bayonet Neill-Concelman (BNC) connector. Below figure shows
three popular types of these connectors: the BNC connector, the BNC T connector, and the BNC
terminator.

BNC connectors

BNC
Cable =K
‘I’_ | L
_—-"'"-F.-"--\-""
BNC connector S0-W Ground
BMNC terminator wire

The BNC connector is used to connect the end of the cable to a device, such asa TV set. The
BNC T connector is used in Ethernet networks (see Chapter 13) to branch out to a connection to
a computer or other device. The BNC terminator is used at the end of the cable to prevent the
reflection of thesignal.
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Performance

Aswe did with twisted-pair cable, we can measure the performance of a coaxia cable. We notice
in Figure 7.9 that the attenuation is much higher in coaxial cable than in twisted-pair cable. In
other words, although coaxial cable has a much higher bandwidth, the signal weakens rapidly
and requires the frequent use of repeaters.

Applications

Coaxia cable was widely used in analog telephone networks where a single coaxia network
could carry 10,000 voice signals. Later it was used in digital telephone networks where a single
coaxia cable could carry digital data up to 600 Mbps. However, coaxia cable in telephone
networks has largely been replaced today with fiber optic cable.

Coaxial cable performance

0.7/2.9 mm
I

Attenuation (dB/km)

1 11 1 1 1 11 I 1 L 1 1141
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Cable TV networks also use coaxial cables. In the traditional cable TV network, the entire
network used coaxial cable. Later, however, cable TV providers replaced most of the media with
fiber-optic cable; hybrid networks use coaxia cable only at the network boundaries, near the
consumer premises. Cable TV uses RG-59 coaxia cable. Another common application of coaxial
cableisin traditional Ethernet LANSs (see Because of its high bandwidth, and consequently high
data rate, coaxial cable was chosen for digital transmission in early Ethernet LANS. The IOBase-
2, or Thin Ethernet, uses RG-58 coaxia cable with BNC connectors to transmit data at 10 Mbps
with a range of 185 m. The |OBase5, or Thick Ethernet, uses RG-Il (thick coaxial cable) to
transmit 10 Mbps with arange of 5000 m. Thick Ethernet has specialized connectors.

Fiber-Optic Cable

A fiber-optic cable is made of glass or plastic and transmits signals in the form of light. To
understand optical fiber, we first need to explore several aspects of the nature of light. Light
travelsin astraight line aslong asit is moving through a single uniform substance. If aray of
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light traveling through one substance suddenly enters another substance (of a different density),
the ray changes direction. Below figure shows how a ray of light changes direction when going
from a denser to a less dense substance. As the figure shows, if the angle of incidence | (the
angle the ray makes with the line perpendicular to the interface between the two substances) is
less than the critical angle, the ray refracts and moves closer to the surface. If the angle of
incidence is equal to the critical angle, the light bends along the interface. If the angle is greater
than the critical angle, the ray reflects (makes aturn) and travels again in the denser

Bending of light ray

Less Less ) Less _
dense dense ' dense 1
1 |

More More More 1
dense dense ! dense :
1 |

iy -

I I

i 1

I < critical angle, { = critical angle, [ = critical angle,
refraction refraction reflection

substance . Note that the critical angle is a property of the substance, and its value differs from
one substance to another. Optical fibers use reflection to guide light through a channel. A glass or
plastic core is surrounded by a cladding of less dense glass or plastic. The difference in density of
the two materials must be such that a beam of light moving through the core is reflected off the
cladding instead of being refracted into it. See below figure.

Optical fiber

Cladding

Sender '!'/\ /’\:Vf\ /{< \|:| Receiver

Cladding

Propagation Modes

Current technology supports two modes (multimode and single mode) for propagating light
along optical channels, each requiring fiber with different physical characteristics. Multimode
can beimplemented in two forms: step-index or graded-index .
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Propagarion modes

Mode

| |

Multimode I Single mode

|
1 1

Step index | Graded index

Multimode
Multimode is so named because multiple beams from alight source move through the corein
different paths. How these beams move within the cable depends on the structure of the core.

Maodes

o SN

Source Destination
Source Destination

Source Diestination

c. Single mode

In multimode step-index fiber, the density of the core remains constant from the center to the

edges. A beam of light moves through this constant density in a straight line until it reaches the

interface of the core and the cladding. A second type of fiber, called multimode graded-index
fiber, decreases this distortion of the signal through the cable. The word index here refers to the
index of refraction. As we saw above, the index of refraction is related to density. Single-Mode

uses step-index fiber and a highly focused source of light that limits beams to a small range of
angles, all close to the horizontal. The single-mode fiber itself is manufactured with a much

smaller diameter than that of multimode fiber, and with substantially lowers density (index of

refraction). The decrease in density resultsin acritical angle that is close enough to 90°
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to make the propagation of beams almost horizontal. In this case, propagation of different beams
is amost identical, and delays are negligible. All the beams arrive at the destination "together”
and can be recombined with little distortion to the signal.

Fiber Sizes

Optical fibers are defined by the ratio of the diameter of their core to the diameter of their
cladding, both expressed in micrometers. The common sizes are shown in below table. Note that
the last size listed isfor single-mode only.

Cable Composition

Following figure shows the composition of atypical fiber-optic cable. The outer jacket is made
of either pvc or Teflon. Inside the jacket are Kevlar strands to strengthen the cable. Kevlar isa
strong material used in the fabrication of bulletproof vests. Below the Kevlar is another plastic
coating to cushion the fiber. The fiber is at the center of the cable, and it consists of cladding and
core.

Fiher construction

DuPont Kevlar
Outer jacket 4 for strength

Cladding

Plastic

buffer

Gilass or
plastic core

Fiber-Optic Cable Connectors

There are three types of connectors for fiber-optic cables, as shown in below figure. The
subscriber channel (SC) connector is used for cable TV. It uses a push/pull locking system. The
straight-tip (ST) connector is used for connecting cable to networking devices. It uses a bayonet
locking system and is more reliable than sc. MT-RJ is a connector that is the same size as RJ45.

Performance

The plot of attenuation versus wavelength in Figure 7.16 shows a very interesting phenomenon in
fiber-optic cable. Attenuation is flatter than in the case of twisted-pair cable and coaxial cable.
The performance is such that we need fewer (actually one tenth as many) repeaters when we use
fiber-optic cable.
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Fiber-optic cable connectors

ST connector

MT-RJ connecior
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Applications
Fiber-optic cable is often found in backbone networks because its wide bandwidth is cost-

effective. Today, with wavelength-division multiplexing (WDM), we can transfer data at a rate
of 1600 Gbps. The SONET network that we discuss in Chapter 14 provides such abackbone.

Some cable TV companies use a combination of optical fiber and coaxial cable, thus creating a
hybrid network. Optical fiber provides the backbone structure while coaxia cable provides the
connection to the user premises. This is a cost-effective configuration since the narrow
bandwidth requirement at the user end does not justify the use of optical fiber. Local-area
networks such as 100Base-FX network (Fast Ethernet) and 1000Base-X also use fiber-optic

cable.
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Advantages and Disadvantages of Optical Fiber

Advantages
Fiber-optic cable has several advantages over metallic cable (twisted-pair or coaxial).

[

Higher bandwidth. Fiber-optic cable can support dramatically higher bandwidths (and
hence data rates) than either twisted-pair or coaxial cable. Currently, data rates and
bandwidth utilization over fiber-optic cable are limited not by the medium but by the
signal generation and reception technology available.

Less signal attenuation. Fiber-optic transmission distance is significantly greater than that
of other guided media. A signal can run for 50 km without requiring regeneration. We
need repeaters every 5 km for coaxial or twisted-pair cable.

Dagnmunity to electromagnetic interference. Electromagnetic noise cannot affect fiber-optic
cables.

D Resistance to corrosive materials. Glass is more resistant to corrosive materials
than copper.

Light weight. Fiber-optic cables are much lighter than copper cables.

Greater immunity to tapping. Fiber-optic cables are more immune to tapping than co|
cables. Copper c)allbl esacegatg antennagffectsthat can easily be tapped.aplo J ppet

Disadvantages
There are some disadvantages in the use of optical fiber.

[

Installation and maintenance. Fiber-optic cable is arelatively new technology. Its
installation and maintenance require expertise that is not yet avallable everywhere. o
Unidirectiona light propagation. Propagation of light is unidirectional. If we need
bidirectional communication, two fibers are needed.

Cost. The cable and the interfaces are relatively more exPensive than those of other
guided media. If the demand for bandwidth is not high, often the use of optical fiber
cannot be justified.

UNGUIDED MEDIA: WIRELESS

Unguided medium transport electromagnetic waves without using a physical conductor. This
type of communication is often referred to as wireless communication. Signals are normally
broadcast through free space and thus are available to anyone who has a device capable of
receiving them. Below figure 7.17 shows the part of the electromagnetic spectrum, ranging from
3 kHz to 900 THz, used for wireless communication. Unguided signals can travel from the
source to the destination in several ways. ground propagation, sky propagation, and line-of-sight
propagation, as shown in below figure.
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Electromagnetic spectrum for wireless communication

Light wave
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(below 2 MHz) (2=30 MHz) (above 30 MHz)

In ground propagation, radio waves travel through the lowest portion of the atmosphere,
hugging the earth. These low-frequency signals emanate in al directions from the transmitting
antenna and follow the curvature of the planet. Distance depends on the amount of power in the
signa: The greater the power, the greater the distance. In sky propagation, higher-frequency
radio waves radiate upward into the ionosphere (the layer of atmosphere where particles exist as
ions) where they are reflected back to earth. This type of transmission allows for greater
distances with lower output power. In line-of-sight propagation, very high-frequency signals
are transmitted in straight lines directly from antennato antenna.

The section of the electromagnetic spectrum defined as radio waves and microwaves is divided
into eight ranges, called bands, each regulated by government authorities. These bands are rated
from very low frequency (VLF) to extremely high frequency (EHF). Below table lists these
bands, their ranges, propagation methods, and some applications
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Band | Range Propagation | Application |
middle frequency (MF) | 300 kHz-3 MHz | Sky | AM radio |
high frequency (HF) |  3-30 MHz Sky | Citizens band (CB), |

| | ship/aircraft 'l
‘very high frequency (VHF) ‘ 30-300 MHz | Sky and | VHF TV, FM radio
j | line-of-sight |
ultrahigh frequency (UHF) 300 MHz—3 GHz | Line-of-sight | UHF TV, cellular phones, |
| | | paging, satellite
superhigh frequency (SF) | 3-30GHz | Line-of-sight | Satellite
‘extremely high l‘:'r.‘qu-.'hc‘}_ﬁi!{f:l | 30-300 GHz | Line-of-sight | Radar, satellite
Band it -L“ fizgiﬁzz ______ (’mp:;ga!hm Application
very low frequency (VLF) | 3-30 kHz Ground Long-range radio
| | avigation
low frequency (LF) ‘ 30-300 kHz iGmund Radio beacons and
navigational locators

Radio Waves

Although there is no clear-cut demarcation between radio waves and microwaves,
electromagnetic waves ranging in frequencies between 3 kHz and 1 GHz are normally called
radio waves; waves ranging in frequencies between | and 300 GHz are called microwaves.
However, the behavior of the waves, rather than the frequencies, is a better criterion for
classification. Radio waves, for the most part, are Omni-directional. When an antenna transmits
radio waves, they are propagated in all directions. This means that the sending and receiving
antennas do not have to be aligned. A sending antenna sends waves that can be received by any
receiving antenna. The Omni-directional property has a disadvantage, too. The radio waves
transmitted by one antenna are susceptible to interference by another antenna that may send
signals using the same frequency or band. Radio waves, particularly those waves that propagate
in the sky mode, can travel long distances. This makes radio waves a good candidate for long-
distance broadcasting such as AM radio.

Omni directional Antenna

Radio waves use Omni directional antennas that send out signalsin all directions. Based on the
wavelength, strength, and the purpose of transmission, we can have severa types of antennas.
Below Figure shows an Omni directiona antenna.

Crrrirticliveciticornal anterroa
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Applications
The Omni directiona characteristics of radio waves make them useful for multicasting, in which
there is one sender but many receivers. AM and FM radio, television, maritime radio, cordless
phones, and paging are examples of multicasting.
Radio waves are used for multicast communications,
such asradio and television, and paging systems.

Microwaves

Electromagnetic waves having frequencies between 1 and 300 GHz are called microwaves.
Microwaves are unidirectional. When an antenna transmits microwaves, they can be narrowly
focused. This means that the sending and receiving antennas need to be aigned. The
unidirectional property has an obvious advantage. A pair of antennas can be aligned without
interfering with another pair of aligned antennas.

The following describes some characteristics of microwave propagation:

[ Microwave propagation is line-of-sight. Since the towers with the mounted antennas need
to be in direct sight of each other, towers that are far apart need to be very tall. The
curvature of the earth as well as other blocking obstacles does not allow two short towers
to communicate by using microwaves. Repeaters are often needed for long distance
communication

[ Very high-frequency microwaves cannot penetrate walls. This characteristic can be a
disadvantage if receivers are inside buildings.

[ The microwave band is relatively wide, amost 299 GHz. Therefore wider sub bands can
be assigned, and ahigh datarate’s possu ble.

[ Useof certain portions of the band requires permission from authorities.

Unidirectional Antenna
Microwaves need unidirectional antennas that send out signalsin one direction. Two types of
antennas are used for microwave communications: the parabolic dish and the horn .

V Unidirectional antennas
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a. Parabolic dish antenna b, Horn antenna
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A parabolic dish antenna is based on the geometry of a parabola: Every line parallel to the line of
symmetry (line of sight) reflects off the curve at angles such that all the lines intersect in a
common point called the focus. The parabolic dish works as a funnel, catching a wide range of
waves and directing them to a common point. In this way, more of the signal is recovered than
would be possible with a single-point receiver.

Outgoing transmissions are broadcast through a horn aimed at the dish. The microwaves

hit the dish and are deflected outward in areversal of the receipt path. A horn antenna looks like
a gigantic scoop. Outgoing transmissions are broadcast up a stem (resembling a handle) and
deflected outward in a series of narrow paralel beams by the curved head. Received
transmissions are collected by the scooped shape of the horn, in a manner similar to the parabolic
dish, and are deflected down into the stem.

Applications
Microwaves, due to their unidirectiona properties, are very useful when unicast (one to- one)
communication is needed between the sender and the receiver. They are used in cellular phone,
satellite networks, and wireless LANS

Microwaves are used for unicast communication such as cellular telephones, satellite

networks, and wireless L ANS.

Infrared
Infrared waves, with frequencies from 300 GHz to 400 THz (wavelengths from 1 mm to 770
nrn), can be used for short-range communication. Infrared waves, having high frequencies,
cannot penetrate walls. This advantageous characteristic prevents interference between one
system and another; a short-range communication system in one room cannot be affected by
another system in the next room. When we use our infrared remote control, we do not interfere
with the use of the remote by our neighbors. However, this same characteristic makes infrared
signals useless for long-range communication. In addition, we cannot use infrared waves outside
a building because the sun's rays contain infrared waves that can interfere with the
communication.

Applications

The infrared band, almost 400 THz, has an excellent potentia for data transmission. Such a wide
bandwidth can be used to transmit digital data with a very high data rate. The Infrared Data
Association elrDA), an association for sponsoring the use of infrared waves, has established
standards for using these signals for communication between devices such as keyboards, mice,
PCs, and printers. For example, some manufacturers provide a specia port called the IrDA port
that alows a wireless keyboard to communicate with a PC. The standard originally defined a
datarate of 75 kbps for a distance up to 8 m. The recent standard defines a data rate of 4 Mbps.
Infrared signals defined by IrDA transmit through line of sight; the IrDA port on the keyboard
needs to point to the PC for transmission to occur. Infrared signals can be used for short-range
communication in aclosed area using line-of-sight propagation.

DATA-LINK LAYER

The Internet is a combination of networks glued together by connecting devices (routers or
switches). If a packet is to travel from a host to another host, it needs to pass through these
networks. Below figure shows the same scenario. Communication at the data-link layer is made
up of five separate logical connections between the data-link layers in the path.
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The data-link layer is located between the physical and the network layers. The data link layer
provides services to the network layer; it receives services from the physical layer. Let us discuss
services provided by the data-link layer. The duty scope of the data-link layer is node-to-node.
When a packet is travelling in the Internet, the data-link layer of a node (host or router) is
responsible for delivering a datagram to the next node in the path.

For this purpose, the data-link layer of the sending node needs to encapsulate the datagram
received from the network in a frame, and the data-link layer of the receiving node needs to
decapsulate the datagram from the frame. In other words, the data-link layer of the source host
needs only to encapsulate, the data-link layer of the destination host needs to decapsulate, but
each intermediate node needs to both encapsulate and decapsulate. One may ask why we need
encapsulation and decapsulation at each intermediate node. The reason is that each link may be
using a different protocol with a different frame format. Even if one link and the next are using
the same protocol, encapsulation and decapsulation are needed because the link-layer addresses
are normally different. An analogy may help in this case. Assume a person needs to travel from
her home to her friend's home in another city.

Thetraveller can use three transportation tools. She can take ataxi to go to the train station in her
own city, then travel on the train from her own city to the city where her friend lives, and finally
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reach her friend's home using another taxi. Here we have a source node, a destination node, and
two intermediate nodes. The traveller needs to get into the taxi at the source node, get out of the
taxi and get into the train at the first intermediate node (train station in the city where she lives),
get out of the train and get into another taxi at the second intermediate node (train station in the
city where her friend lives), and finally get out of the taxi when she arrives at her destination. A
kind of encapsulation occurs at the source node, encapsulation and decapsulation occur at the
intermediate nodes, and decapsulation occurs at the destination node. For simplicity, we have
assumed that we have only one router between the source and destination. The datagram received
by the data-link layer of the source host is encapsulated in a frame. The frame is logically
transported from the source host to the router. The frame is decapsulated at the data-link layer of
the router and encapsulated at another frame. The new frame is logically transported from the
router to the destination host. Note that, although we have shown only two data-link layers at the
router, the router actually has three data-link layers because it is connected to three physical
links.

—_—

A communication with only three nodes

— Actual link

Legend Deta-link header
""""" Logical link
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sSource

Destination
To another link

Framing

Definitely, the first service provided by the data-link layer is framing. The data-link layer at each
node needs to encapsulate the datagram (packet received from the network layer) in a frame
before sending it to the next node. The node aso needs to decapsulate the datagram from the
frame received on the logical channel. Although we have shown only a header for a frame, we
will see in future chapters that a frame may have both a header and a trailer. Different data-link
layers have different formats for framing. A packet at the data-link layer is normally caled a
frame.

Flow Control

Whenever we have a producer and a consumer, we need to think about flow control. If the
producer produces items that cannot be consumed, accumulation of items occurs. The sending
data-link layer at the end of alink isaproducer of frames; the receiving data-link layer at the
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other end of a link is a consumer. If the rate of produced frames is higher than the rate of
consumed frames, frames at the receiving end need to be buffered while waiting to be consumed
(processed). Definitely, we cannot have an unlimited buffer size at the receiving side. We have
two choices. The first choice isto let the receiving data-link layer drop the frames if its buffer is
full. The second choice isto let the receiving data-link layer send a feedback to the sending data-
link layer to ask it to stop or dow down. Different data-link-layer protocols use different
strategies for flow control. Since flow control also occurs at the transport layer, with a higher
degree of importance, we discuss this issue in Chapter 23 when we talk about the transport layer.

Error Control

At the sending node, a frame in a data-link layer needs to be changed to bits, transformed to
electromagnetic signals, and transmitted through the transmission media. At the receiving node,
electromagnetic signals are received, transformed to bits, and put together to create a frame.
Since electromagnetic signals are susceptible to error, a frame is susceptible to error. The error
needs first to be detected. After detection, it needs to be either corrected at the receiver node or
discarded and retransmitted by the sending node. Since error detection and correction is an issue
in every layer (node-to node or host-to-host).

Congestion Control

Although a link may be congested with frames, which may result in frame loss, most data-link-
layer protocols do not directly use a congestion control to alleviate congestion, athough some
wide-area networks do. In general, congestion control is considered an issue in the network layer
or the transport layer because of its end-to-end nature.

CYCLIC CODES

Cyclic codes are specia linear block codes with one extra property. In a cyclic code, if a
codeword is cyclically shifted (rotated), the result is another codeword. For example, if 1011000
is a codeword and we cyclicaly left-shift, then 0110001 is aso a codeword. In this case, if we
cal the bits in the first word ao to a6, and the bits in the second word bo to b6, we can shift the
bits by using the following: In the rightmost equation, the last bit of the first word is wrapped
around and becomes the first bit of the second word.

Cyclic Redundancy Check

We can create cyclic codes to correct errors. However, the theoretical background required is
beyond the scope of this book. In this section, we simply discuss a subset of cyclic codes called
the cyclic redundancy check (CRC), which is used in networks such as LANs and WANSs. Table
below shows an example of a CRC code. We can see both the linear and cyclic properties of this
code.
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A CRC code with C(7, 4)

" Dataword |  Codeword | Dataword Codeword
0000 0000000 i 1000 1000101
0001 0001011 | 1001 1001110 1
0010 ' 0010110 1 1010 1010011
0011 ~ oo11101 | 1011 1011000 ]
0100 0100111 I = 9500 1100010 E
0101 0101100 ] 1101 1101001 [
0110 0110001 1 1110 1110100 |
0111 0111010 [ 1111 1111111 ”_]

Figure below shows one possible design for the encoder and decoder.
CRC encoder and decoder
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In the encoder, the data word has k bits (4 here); the codeword has n bits (7 here). The size of
the data word is augmented by adding n - k (3 here) Os to the right-hand side of the word. The
n-bit result is fed into the generator. The generator uses a divisor of size n - k + 1 (4 here),
predefined and agreed upon. The generator divides the augmented data word by the divisor
(modulo-2 division). The quotient of the division is discarded; the remainder (r2rirO) is
appended to the data word to create the codeword. The decoder receives the codeword (possibly
corrupted in transition). A copy of all n bits is fed to the checker, which is a replica of the
generator. The remainder produced by the checker is a syndrome of n - k (3 here) bits, which is
fed to the decision logic analyzer. The analyzer has a simple function. If the syndrome bits are
al Os, the 4 leftmost bits of the codeword are accepted as the data word (interpreted as no
error); otherwise, the 4 bits are discarded (error).

o

Discard

L i

Unreliable

Remainder

w

33



Encoder

Let ustake a closer look at the encoder. The encoder takes a data word and augments it with n -
k number of Os. It then divides the augmented data word by the divisor, as shown in below
figure.

Division in CRC encoder

Dataword |1 0 0 1

Encoding
Quotient
| 01 0 —[Discard]
Divisor 1 0 1 l;ﬁl 0011000 =—Dividend
1 011 MNote:
ol 1 2 3 Multiply: AND
Lefimost bit O Subtract: XOR
P Y e 0000 Subtract: XOR
pse 0000 divisor
1 000
1 4 1 1
v
——————— D110
Leftmost bat (0 ,
use 0000 divisor bobo
1 | 0] Remainder

|

Codeword |_1 a0 'E|1 1 f}|

Dataword plus remainder

Decoder

The codeword can change during transmission. The decoder does the same division process as
the encoder. The remainder of the division is the syndrome. If the syndrome isall Os, thereisno
error with a high probability; the data word is separated from the received codeword and
accepted. Otherwise, everything is discarded. Figure 10.7 shows two cases: The left-hand figure
shows the value of the syndrome when no error has occurred; the syndrome is 000. The right-
hand part of the figure shows the case in which there isa single error. The syndrome is not all Os
(itis011).
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Division in the CRC decoder for iwo cases
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ELEMENT DATA LINK PROTOCOLSAND SLIDING WINDOW PROTOCOL

Traditionally four protocols have been defined for the data-link layer to deal with flow and error
control: Simple, Stop-and-Wait, Go-Back-N, and Selective-Repeat. Although the first two
protocols still are used at the data-link layer, the last two have disappeared.

Simple Protocol

Our first protocol is a simple protocol with neither flow nor error control. We assume that the
receiver can immediately handle any frame it receives. In other words, the receiver can never be
overwhelmed with incoming frames. Below figure shows the layout for this protocol.

Simple protocol

Frame R
thwnrk‘ === =T [— Network
Data-link | - - - ] ——-———— | Data-link

| SERREm— Logical link

|
5 ing node Receiving nade

The data-link layer at the sender gets a packet from its network layer, makes a frame out of it,
and sends the frame. The data-link layer at the receiver receives a frame from the link, extracts
the packet from the frame, and delivers the packet to its network layer. The data-link layers of
the sender and receiver provide transmission services for their network layers.
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Stop-and- Wait Protocol

Our second protocol is called the Stop-and- Wait protocol, which uses both flow and error
control. We show a primitive version of this protocol here, but we discuss the more sophisticated
version in Chapter 23 when we have learned about sliding windows. In this protocol, the sender
sends one frame at a time and waits for an acknowledgment before sending the next one. To
detect corrupted frames, we need to add a CRC to each data frame. When a frame arrives at the
receiver site, it is checked. If its CRC isincorrect, the frame is corrupted and silently discarded.
The silence of the receiver is a signal for the sender that a frame was either corrupted or lost.
Every time the sender sends a frame, it starts a timer. If an acknowledgment arrives before the
timer expires, the timer is stopped and the sender sends the next frame (if it has one to send). If
the timer expires, the sender resends the previous frame, assuming that the frame was either lost
or corrupted. This means that the sender needs to keep a copy of the frame until its
acknowledgment arrives. When the corresponding acknowledgment arrives, the sender discards
the copy and sends the next frame if it is ready. Below figure shows the outline for the Stop-and-
Wait protocol. Note that only one frame and one acknowledgment can be in the channels at any
time.

Stop-and-Wait protocol

Sending node Frame ACK Receiving node
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HDLC

High-level Data Link Control (HDLC) is a bit-oriented protocol for communication over point -
to-point and multipoint links. It implements the Stop-and- Wait protocol we discussed earlier.
Although this protocol is more a theoretical issue than practical, most of the concept defined in
this protocol is the basis for other practical protocols such as PPP, which we discuss next, or the
Ethernet protocol.

Configurationsand Transfer M odes
HDLC provides two common transfer modes that can be used in different configurations:

Normal response mode (NRM) and Asynchronous balanced mode (ABM)

In normal response mode (NRM), the station configuration is unbalanced. We have one primary
station and multiple secondary stations. A primary station can send commands; a secondary
station can only respond. The NRM is used for both point-to-point and multipoint links, as
shown in below Figure. In ABM, the configuration is balanced. The link is point-to-point, and
each station can function as a primary and a secondary (acting as peers) this is the common mode
today.
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Normal response mode
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link itself. Each frame in HDLC may contain up to six fields: a beginning flag field, an address
field, a control field, an information field, a frame check sequence (FCS) field, and an ending
flag field. In multiple-frame transmissions, the ending flag of one frame can serve as the
beginning flag of the next frame.

HDLC frames
4 Address | Conirol e l::'“‘"-‘ Rt [-Trame
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Letl]us now discussthefieldsand their usein different frame types.

D Flag field. Thisfield contains synchronization pattern 01111110, which identifies both the
beginning and the end of aframe.

D Addressfield. Thisfield contains the address of the secondary station. If a primary
station created the frame, it contains a to address. If a secondary station creates the frame,
it contains a from address. The address field can be one byte or severa bytes long,
depending on the needs of the network.

» Control field. The control field isone or two bytes used for flow and error control.
* Information field. The information field contains the user's data from the network
layer or management information. Its length can vary from one network to
another.
+ FCSfield. The frame check sequence (FCS) isthe HDLC error detection field. It
can contain either a 2- or 4-byte CRC.
The control field determines the type of frame and defines its functionality. So let us discuss the
format of this field in detail. The format is specific for the type of frame, as shown in below
Figure.

Control field formar for the different frame tvpes

I-frame S-frame [I-frame

I [ 4 P Pal4 P
JNEE/NEEIOD 07 1 I

N(S) NR) Code N(R) Code Code

Control Field for I-Frames

I- frames are designed to carry user data from the network layer. In addition, they can include
flow- and error-control information (piggybacking). The subfields in the control field are used to
define these functions. The first bit defines the type. If the first bit of the control field is O, this
means the frame is an I-frame. The next 3 bits, called N(S), define the sequence number of the
frame. Note that with 3 bits, we can define a sequence number between 0 and 7. The last 3 bits,
called N(R), correspond to the acknowledgment number when piggybacking is used. The single
bit between N(S) and N(R) is called the PIF bit. The PIF field is a single bit with a dual purpose.
It has meaning only when it is set (bit = 1) and can mean poll or fina. It means poll when the
frame is sent by a primary station to a secondary (when the address field contains the address of
the receiver). It means final when the frame is sent by a secondary to a primary (when the
address field contains the address of the sender).

Control Field for S-Frames

Supervisory frames are used for flow and error control whenever piggybacking is either
impossible or inappropriate. S-frames do not have information fields. If the first 2 bits of the
control field are 10, this means the frame is an S-frame. The last 3 hits, called N(R), correspond
to the acknowledgment number (ACK) or negative acknowledgment number (NAK), depending
on the type of S-frame. The 2 bits called code are used to define the type of S-frame itself. With
2 bits, we can have four types of S-frames, as described below:
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* Receive ready (RR) If the value of the code subfield is 00, it is an RR S-frame.
This kind of frame acknowledges the receipt of a safe and sound frame or group
of frames. In this case, the value of the N(R) field defines the acknowledgment
number.

* Receive not ready (RNR) If the value of the code subfield is 10, itisan RNR S
frame. This kind of frame is an RR frame with additional functions. It
acknowledges the receipt of aframe or group of frames, and it announces that the
receiver is busy and cannot receive more frames. It acts as a kind of congestion-
control mechanism by asking the sender to slow down. The value of N(R) is the
acknowledgment number.

* Regect (REJ) If the value of the code subfield is01, itisan REJ S-frame. Thisisa
NAK frame, but not like the one used for Selective Repeat ARQ. It isa NAK that
can be used in Go-Back-N ARQ to improve the efficiency of the process by
informing the sender, before the sender timer expires, that the last frame is lost or
damaged. The value of N(R) is the negative acknowledgment number.

» Selective reject (SREJ) If the vaue of the code subfield is 11, it isan SREJ S
frame. Thisisa NAK frame used in Selective Repeat ARQ. Note that the HDLC
Protocol uses the term selective reject instead of selective repeat. The value of
N(R) isthe negative acknowledgment number.

Control Field or V-Frames

Unnumbered frames are used to exchange session management and control information between
connected devices. Unlike S-frames, U-frames contain an information field, but one used for
system management information, not user data. As with S-frames, however, much of the
information carried by If-framesis contained in codes included in

the control field. If-frame codes are divided into two sections. a 2-hit prefix before the Pl F bit
and a 3-bit suffix after the PIP bit. Together, these two segments (5 bits) can be used to create up
to 32 different types of U-frames.

Control Field for V-Frames

Unnumbered frames are used to exchange session management and control information between
connected devices. Unlike S-frames, U-frames contain an information field, but one used for
system management information, not user data. As with S-frames, however, much of the
information carried by U-frames is contained in codes included in the control field. U-frame
codes are divided into two sections: a 2-bit prefix before the PIP bit and a 3-bit suffix after the
P/F bit. Together, these two segments (5 bits) can be used to create up to 32 different types of If-
frames.

POINT-TO-POINT PROTOCOL (PPP)

One of the most common protocols for point-to-point access is the Point-to-Point Protocol
(PPP). Today, millions of Internet users who need to connect their home computers to the server
of an Internet service provider use PPP. The mgjority of these users have a traditional modem;
they are connected to the Internet through a telephone line, which provides the services of the
physical layer. But to control and manage the transfer of data, there is a need for a point-to-point
protocol at the data-link layer. PPP is by far the most common.
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Services

The designers of PPP have included several servicesto make it suitable for a point-to point
protocol, but have ignored some traditional servicesto makeit simple.

Services Provided by PPP

PPP defines the format of the frame to be exchanged between devices. It aso defines how two
devices can negotiate the establishment of the link and the exchange of data. PPP is designed to
accept payloads from several network layers (not only IP). Authentication is also provided in the
protocol, but it is optional. The new version of PPP, called Multilink PPP, provides connections
over multiple links. One interesting feature of PPP is that it provides network address
configuration. Thisis particularly useful when a home user needs a temporary network address to
connect to the Internet.

Framing

PPP uses a character-oriented (or byte-oriented) frame. Below figure shows the format of a PPP
frame. The description of each field follows:

» Flag A PPP frame starts and ends with a |-byte flag with the bit pattern 01111110.

PPP frame format

'IHIIJJ!]‘.:_[ I—I:l'HHJE][}leljj

-«—m Address | Gantral | Protocol FCS

| byte 1byte 1byte 1-2bytes Variahle 24 bytes 1 byte

0 Address The addressfield in this protocal is a constant value and set to 11111111

(broadcast address).

D Control Thisfield is set to the constant value 00000011 (imitating unnumbered frames
in HDLC). Aswe will discuss later, PPP does not provide any flow control. Error control
isalso limited to error detection.

Protocol The protocol field defines what isbeing carried in the data field: either user data
or other information. Thisfield is by default 2 bytes long, but the two parties can agree to
useonly 1 byte.

Payload field This field carries either the user data or other information that we will
discuss shortly. The data field is a sequence of bytes with the default of a maximum of
1500 bytes; but this can be changed during negotiation. The data field is byte-stuffed if
the flag byte pattern appears in this field. Because there is no field defining the size of the
data field, padding is needed if the size is less than the maximum default value or the
maximum negotiated value D FCS. The frame check sequence (FCS) is simply a 2-byte
or 4-byte standard CRC.
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Byte Stuffing

Since PPP is a byte-oriented protocol, the flag in PPP is a byte that needs to be escaped
whenever it appears in the data section of the frame. The escape byte is 01111101, which means
that every time the flag like pattern appears in the data, this extra byte is stuffed to tell the
receiver that the next byte is not a flag. Obviously, the escape byte itself should be stuffed with
another escape byte.
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UNIT- 11
Multiple Access Protocols

Multiple Access Protocols

When nodes or stations are connected and use a common link, called a multipoint or broadcast
link, we need a multiple-access protocol to coordinate access to the link.

Many protocols have been devised to handle access to a shared link. All of these protocols
belong to a sub layer in the data-link layer called media access control (MAC). We categorize
them into three groups:

Taxonomy of mulliple-aecess pretocols

Multiple-access

| protocols
= T S
Random-aceess Controlled-access Channelization
rotocnls rotoenls nrotoenls
I I

A LOHA Reservatlon
CSMA Polling
CSMAICD Token passing

CSMASCA

FDMA
TDMA
CDMA

1 The first section discusses random-access protocols. Four protocols, ALOHA, CSMA,
CSMA/CD, and CSMA/CA, are described in this section. These protocols are mostly used
in LANs and WANSs.

2 The second section discusses controlled-access protocols. Three protocols, reservation,
polling, and token-passing, are described in this section. Some of these protocols are used
In LANS, but others have some historical value.

3 Thethird section discusses channelization protocols. Three protocols, FDMA, TDMA, and
CDMA are described in this section. These protocols are used in cellular telephony.

RANDOM ACCESS

In random-access or contention methods, no station is superior to another station and none is
assigned control over another. At each instance, a station that has data to send uses a procedure
defined by the protocol to make a decision on whether or not to send. This decision depends on
the state of the medium (idle or busy). In other words, each station can transmit when it desires
on the condition that it follows the predefined procedure, including testing the state of the
medium.

Two features give this method its name:

First, thereis no scheduled time for a station to transmit. Transmission is random among the
stations. That is why these methods are called random access.

Second, no rules specify which station should send next. Stations compete with one another to
access the medium. That is why these methods are also called contention methods.
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In arandom-access method, each station has the right to the medium without being controlled by
any other station. However, if more than one station tries to send, there is an access conflict-
collision-and the frames will be either destroyed or modified.

ALOHA

ALOHA, the earliest random access method was developed at the University of Hawalii in early
1970. It was designed for aradio (wireless) LAN, but it can be used on any shared medium.

It is obvious that there are potentia collisions in this arrangement. The medium is shared
between the stations. When a station sends data, another station may attempt to do so at the same
time. The data from the two stations collide and become garbled.

Pure ALOHA

The original ALOHA protocol is called pure ALOHA. Thisis a simple but elegant protocol. The
idea is that each station sends a frame whenever it has a frame to send (multiple access).
However, since there is only one channel to share, there is the possibility of collision between
frames from different stations. Below figure shows an example of frame collisions in pure
ALOHA.

Frames in a pure ALOHA network
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There are four stations (unrealistic assumption) that contend with one another for access to the
shared channel. The figure shows that each station sends two frames; there are a total of eight
frames on the shared medium. Some of these frames collide because multiple frames are in
contention for the shared channel. Above Figure shows that only two frames survive: one frame
from station 1 and one frame from station 3. We need to mention that even if one bit of a frame
coexists on the channel with one bit from another frame, there is a collision and both will be
destroyed. It is obvious that we need to resend the frames that have been destroyed during
transmission. The pure ALOHA protocol relies on acknowledgments from the receiver. When a
station sends a frame, it expects the recelver to send an acknowledgment. If the
acknowledgment does not arrive after a time-out period, the station assumes that the frame (or
the acknowledgment) has been destroyed and resends the frame. A collision involves two or
more stations. If all these stations try to resend their frames after the time-out, the frames will
collide again. Pure ALOHA dictates that when the time-out period passes, each station waits a
random amount of time before resending its frame. The randomness will help avoid more
collisions. We call this time the back off time Ts.
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Pure ALOHA has a second method to prevent congesting the channel with retransmitted frames.
After amaximum number of retransmission attempts Kmax' a station must give up and try later.
The time-out period is equal to the maximum possible round-trip propagation delay, which is
twice the amount of time required to send a frame between the two most widely separated
stations (2 x Tp).The backoff time Tsis arandom value that normally depends on K (the number
of attempted unsuccessful transmissions). The formula for Ts depends on the implementation.
One common formulais the binary exponential backoff. In this method, for each retransmission,
amultiplier R=0to 2K - 1 is randomly chosen and multiplied by Tp(maximum propagation
time) or Tfr (the average time required to send out a frame) to find Ts. Note that in this
rocedure, the range of the random numbers increases after each collision. The value of Kmax is
usually chosen as 15.
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Example

The stations on a wireless ALOHA network is a maximum of 600 km apart. If we assume that
signals propagate at 3 x JO8 mis, we find Tp = (600 x JO3) | (3 x J08) = 2 ms. For K = 2, the
range of Ris (O, 1, 2, 3). This means that TB can be 0, 2, 4, or 6 ms, based on the outcome of
the random variable R

Vulnerabletime

Let us find the vulnerable time, the length of time in which there is a possibility of collision.We
assumes that the stations send fixed-length frames with each frame taking Tjr seconds to send.
Following figure shows the vulnerable time for station B.
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Station B starts to send a frame at time t. Now imagine station A has started to send its frame
after t - TjT' This leads to a collision between the frames from station Band station A. On the
other hand, suppose that station C starts to send a frame before time t + Tjr- Here, thereisalso a
collision between frames from station B and station C. Looking at Figure 12.4, we see that the
vulnerable time during which a collison may occur in pure ALOHA is 2 times the frame
transmission time.

Pure ALOHA vulnerabletime=2x Tt

Slotted ALOHA

Pure ALOHA has a vulnerable time of 2 x Tp This is so because there is no rule that defines
when the station can send. A station may send soon after another station has started or just before
another station has finished. Slotted ALOHA was invented to improve the efficiency of pure
ALOHA. In dotted ALOHA we divide the time into slots of Tfr seconds and force the station to
send only at the beginning of the time slot. Below figure shows an example of frame collisions in
dotted ALOHA.

Frames in a slotted ALOHA network
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Because a station is allowed to send only at the beginning of the synchronized time dot, if a
station misses this moment, it must wait until the beginning of the next time slot. This means that
the station which started at the beginning of this slot has already finished sending its frame. Of
course, there is till the possibility of collision if two stations try to send at the beginning of the
same time slot. However, the vulnerable time is now reduced to one-half, equal to Tjr. Below
figure shows the situation.
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» Time

Slotted ALOHA vulnerabletime=Tir

Throughput
It can leg proven that the average number of successful transmissions for slotted ALOHA isS=

G x e .The maximum throughput Smax is 0.368, when G = 1. In other words, if one frame is
generated during one frame transmission time, then 36.8 percent of these frames reach their
destination successfully. We expect G = 1 to produce maximum throughput because the
vulnerable timeis equal to the frame transmission time. Therefore, if a station generates only one
frame in this vulnerable time (and no other station generates a frame during this time), the frame
will reach its destination successfully. G
Thethroughput for slotted ALOHA isS=Gxe
The maximum throughput Smax = 0.368 when G = 1.

Example

A slotted ALOHA network transmits 200-bit frames using a shared channel with a 200-kbps
bandwidth. Find the throughput if the system (all stations together) produces

a. 1000 frames per second.

b. 500 frames per second.

c. 250 frames per second.

Solution

This situation is similar to the previous exercise except that the network is using slotted ALOHA
instead of pure ALOHA. The frame transmission time is 200/200 kbps or 1 ms.

a Inthiscase Gis1. S0 S= G x e-G = 0.368 (36.8 percent). This means that the

throughput is 1000 x 0.0368 = 368 frames. Only 368 out of 1000 frames will probably

survive. Note that this isthe maximum throughput case, percentagewise.

b. Here G is112. In thiscase S = G x e-G = 0.303 (30.3 percent). This means that the

throughput is 500 x 0.0303 = 151. Only 151 frames out of 500 will probably survive. c.

Now G is114. In thiscase S = G x e-G = 0.195 (19.5 percent). This means that the

throughput is 250 x 0.195 = 49. Only 49 frames out of 250 will probably survive.

CSMA

To minimize the chance of collision and, therefore, increase the performance, the CSMA method
was developed. The chance of collision can be reduced if a station senses the medium before
trying to use it. Carrier sense multiple access (CSMA) requires that each station first listen to the
medium (or check the state of the medium) before sending. In other words, CSMA is based on
the principle "sense before transmit" or "listen before talk." CSMA can reduce the possibility of
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collision, but it cannot eiminate it. The reason for this is shown in below figure, a space and
time model of a CSMA network. Stations are connected to a shared channel (usually a dedicated
medium). The possibility of collision still exists because of propagation delay; when a station
sends a frame, it still takes time (although very short) for the first bit to reach every station and
for every station to senseit. In other words, a station may sense the medium and find it idle, only
because the first bit sent by another station has not yet been received.

Spacefime model of a collision in CIMA
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At time fl, station B senses the medium and finds it idle, so it sends a frame. At time t2 (t2 > tl),
station C senses the medium and finds it idle because, at this time, the first bits from station B
have not reached station C. Station C also sends aframe. The two signals collide and both frames
are destroyed.

Vulnerable Time

The vulnerable time for CSMA is the propagation time Tp. Thisis the time needed for asignal to
propagate from one end of the medium to the other. When a station sends a frame and any other
station tries to send a frame during this time, a collision will result. But if the first bi t of the
frame reaches the end of the medium, every station will aready have heard the bit and will
refrain from sending. Below Figure shows the worst case. The leftmost station, A, sends a frame
at time fl, which reaches the rightmost station, D, at time tl + Tp. The gray area shows the
vulnerable areain time and space.

Vilnerable time in CSMA
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Persistence Methods

What should a station do if the channel is busy? What should a station do if the channel is idle?
Three methods have been devised to answer these questions: the |-persistent method, the non
persistent method, and the p-persistent method. Below Figure shows the behavior of three
persistence methods when a station finds a channel busy.

Behavior of three persistence methods
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Above Figure shows the flow diagrams for these methods.

|- Persistent

The |-persistent method is simple and straightforward. In this method, after the station finds the
lineidle, it sends its frame immediately (with probability 1). This method has the highest chance
of collison because two or more stations may find the line idle and send their frames
immediately. We will see later that Ethernet uses this method.

Non persistent

In the nonpersistent method, a station that has a frame to send sensesthe line. If thelineisidle, it
sends immediately. If the line is not idle, it waits a random amount of time and then senses the
line again. The nonpersistent approach reduces the chance of collision because it is unlikely that
two or more stations will wait the same amount of time and retry to send simultaneously.
However, this method reduces the efficiency of the network because the medium remains idle
when there may be stations with frames to send.

P- Persistent

The p-persistent method is used if the channel has time dlots with a slot duration equal to or
greater than the maximum propagation time. The p-persistent approach combines the advantages
of the other two strategies. It reduces the chance of collision and improves efficiency. In this
method, after the station finds the lineidleit follows these

Steps:
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1. With probability p, the station sendsits frame.
2. With probability q = 1- p, the station waits for the beginning of the next timeslot
and checks the line again.
a If thelineisidle, it goesto step 1.
b. If the lineisbusy, it acts as though a collision has occurred and uses the back
off procedure.

Flevw diagram for three persistence methods
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CSMA/CD

The CSMA method does not specify the procedure following a collision. Carrier sense multiple
access with collision detection (CSVIA/ICD) augments the algorithm to handle the collision. In
this method, a station monitors the medium after it sends a frame to see if the transmission was
successful. If so, the station isfinished. If, however, there isacollision, the frameis sent again.
To better understand CSVIA/CD, let us look at the first bits transmitted by the two stations
involved in the collision. Although each station continues to send bits in the frame until it detects
the collision, we show what happens as the first bits collide. In below figure, stations A and Care
involved in the collision.
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At time t1, station A has executed its persistence procedure and starts sending the bits of its
frame. At time t2, station C has not yet sensed the first bit sent by A. Station C executes its
persistence procedure and starts sending the bits in its frame, which propagate both to the |eft
and to the right. The collision occurs sometime after time t2' Station C detects a collision at
time t3 when it receives the first bit of A's frame. Station C immediately (or after a short time,
but we assume immediately) aborts transmission. Station A detects collision at time t4 when it
receives the first bit of C's frame; it also immediately aborts transmission. Looking at the figure,
we see that A transmits for the duration t4 - t1; C transmits for the duration t3 - t2' Now that we
know the time durations for the two transmissions, we can show a more complete graph in
below figure.
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Minimum Frame Size

For CSVIAJCD to work, we need a restriction on the frame size. Before sending the last bit of the
frame, the sending station must detect a collision, if any, and abort the transmission. This is so
because the station, once the entire frame is sent, does not keep a copy of the frame and does not
monitor the line for collision detection. Therefore, the frame transmission time Tfr must be at
least two times the maximum propagation time Tp. To understand the reason, let us think about
the worst-case scenario. If the two stations involved in a collision are the maximum distance
apart, the signal from the first takes time Tp to reach the second, and the effect of the collision
takes another time Tp to reach the first. So the requirement is that the first station must still be
transmitting after 2Tp.

Example

A network using CSMA/CD has a bandwidth of 10 Mbps. If the maximum propagation time
(including the delays in the devices and ignoring the time needed to send a jamming signal,
aswe see later) is 25.611s, what is the minimum size of the frame?
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Solution
The minimum frame transmission timeis Tfr = 2 x Tp = 51.2 11s.Thismeans, in the worst case, a
station needs to transmit for a period of 51.2 11sto detect the collision. The minimum size of the

frameis 10Mbps x 51.211s= 512 bits or 64 bytes. Thisis actually the minimum size of the frame
for Standard Ethernet.

Procedure

Now let uslook at the flow diagram for CSMA/CD in Figure. It issimilar to the one for the
ALOHA protocol, but there are differences.
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The first difference is the addition of the persistence process. We need to sense the channel
before we start sending the frame by using one of the persistence processes we discussed
previously (non persistent, |-persistent, or p-persistent). The second difference is the frame
transmission. In ALOHA, we first transmit the entire frame and then wait for an
acknowledgment. In CSMA/CD, transmission and collision detection are continuous processes.
We do not send the entire frame and then look for a collision. The station transmits and receives
continuously and simultaneously (using two different ports or a bidirectional port). We use aloop
to show that transmission is a continuous process. We constantly monitor in order to detect one
of two conditions: either transmission is finished or a collision is detected. Either event stops
transmission. When we come out of the loop, if a collision has not been detected, it means that
transmission is complete; the entire frame is transmitted. Otherwise, a collision has occurred. The
third difference is the sending of a short jamming signal to make sure that all other stations
become aware of the collision.

jamming
signal

Energy Level

We can say that the level of energy in a channel can have three values. zero, normal, and
abnormal. At the zero level, the channel is idle. At the normal level, a station has successfully
captured the channel and is sending its frame. At the abnormal level, there is a collision and the
level of the energy istwice the normal level. A station that has aframeto send or is sending a
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frame needs to monitor the energy level to determine if the channel isidle, busy, or in collision
mode. Below figure shows the situation.

Enevgy level during tremsmizsion, idleness, or collision
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The throughput of CSMIA/CD is greater than that of pure or slotted ALOHA. The maximum
throughput occurs at a different value of G and is based on the persistence method and the value
of p in the p-persistent approach. For the |-persistent method, the maximum throughput is around
50 percent when G = 1. For the non persistent method, the maximum throughput can go up to 90
percent when G is between 3 and 8.

Traditional Ethernet

One of the LAN protocols that used CSVIA/CD isthe traditional Ethernet with the data rate of 10
Mbps. The traditional Ethernet was a broadcast LAN that used the |-persistence method to
control access to the common media. Later versions of Ethernet try to move from CSVIA/CD
access methods.

CSMA/CA

Carrier sense multiple access with collision avoidance (CSVIA/CA) was invented for wireless
networks. Collisions are avoided through the use of CSMA/CA's three strategies: the inter frame
space, the contention window, and acknowledgments, as shown in below figure.
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Inter frame Space (IFS) First, collisons are avoided by deferring transmission even if the
channel is found idle. When an idle channel is found, the station does not send immediately. It
waits for a period of time called the inter frame space or IFS. Even though the channel may
appear idle when it is sensed, a distant station may have already started transmitting. The distant
station's signal has not yet reached this station. The IFS time alows the front of the transmitted
signal by the distant station to reach this station. After waiting an IFS time, if the channdl is still
idle, the station can send, but it still needs to wait a time equal to the contention window
(described next).The IFS variable can also be used to prioritize stations or frame types. For
example, a station that is assigned shorter IFS has a higher priority.

Contention Window The contention window is an amount of time divided into dots. A station
that is ready to send chooses a random number of dots as its wait time. The number of slots in
the window changes according to the binary exponential back off strategy. This means that it is
set to one slot the first time and then doubles each time the station cannot detect an idle channel
after the IFS time. This isvery similar to the p-persistent method except that a random outcome
defines the number of dlots taken by the waiting station. One interesting point about the
contention window is that the station needs to sense the channel after each time slot. However, if
the station finds the channel busy, it does not restart the process; it just stops the timer and
restarts it when the channel is sensed as idle. This gives priority to the station with the longest
waiting time. See below figure.

Comtention window

Size:

Found .
binary exponentisl
- - "

idle |

=

Rusy Contention window Time

Acknowledgment

With all these precautions, there still may be a collision resulting in destroyed data. In addition,
the data may be corrupted during the transmission. The positive acknowledgment and the time-
out timer can help guarantee that the receiver has received the frame.

Frame Exchange TimeLine

Below figure shows the exchange of data and control framesin time.

1. Before sending aframe, the source station senses the medium by checking the energy level at

the carrier frequency.

a. The channel uses a persistence strategy with back off until the channel isidle.
b. After the station isfound to beidle, the station waits for a period of time called the DCF
inter frame space (DIFS); then the station sends a control frame called the request to send

(RTS).

2. After receiving the RTS and waiting a period of time called the short inter frame space
(SIF9), the destination station sends a control frame, called the clear to send (CTS), to the
source station. This control frame indicates that the destination station is ready to receive
data.
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CIMA/CA and NAV

Source Destination A1 other statrons
{ D

3. The source station sends data after waiting an amount of time equal to SIFS.

4. The destination station, after waiting an amount of time equal to SIFS, sends an
acknowledgment to show that the frame has been received. Acknowledgment is needed in
this protocol because the station does not have any means to check for the successful arrival
of its data at the destination. On the other hand, the lack of collision in CSVIA/CD is a kind
of indication to the source that data have arrived.

Network Allocation Vector

How do other stations defer sending their data if one station acquires access? In other words,
how isthe collision avoidance aspect of this protocol accomplished? The key is afeature called
NA V. When a station sends an RTS frame, it includes the duration of time that it needs to
occupy the channel. The stations that are affected by this transmission create a timer called a
network allocation vector (NAV) that shows how much time must pass before these stationsare
allowed to check the channel for idleness. Each time a station accesses the system and sends an
RTS frame, other stations start their NAY. In other words, each station, before sensing the
physical medium to seeif itisidle, first checksits NAY to seeif it has expired.

Collision During Handshaking

What happens if there is a collision during the time when RTS or CTS control frames are in
transition, often caled the handshaking period? Two or more stations may try to send RTS
frames at the same time. These control frames may collide. However, because there is no
mechanism for collision detection, the sender assumes there has been a collision if it has not
received a CTS frame from the receiver. The back off strategy is employed, and the sender tries

again.

Hidden-Station Problem

The solution to the hidden station problem is the use of the handshake frames (RTS and
CTS).Above figure aso shows that the RTS message from B reaches A, but not C. However,
because both Band C are within the range of A, the CTS message, which contains the duration of
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data transmission from B to A, reaches C. Station C knows that some hidden station is using the
channel and refrains from transmitting until that duration is over.

CSMAICA and Wireless Networks

CSMA/CA was mostly intended for use in wireless networks. The procedure described above,
however, is not sophisticated enough to handle some particular issues related to wireless
networks, such as hidden terminals or exposed terminals.

CONTROLLED ACCESS

In controlled access, the stations consult one another to find which station has the right to send.
A station cannot send unless it has been authorized by other stations. We discuss three
controlled-access methods.

Reservation

In the reservation method, a station needs to make a reservation before sending data. Time is
divided into intervals. In each interval, a reservation frame precedes the data frames sent in that
interval. If there are N stations in the system, there are exactly N reservation mini slots in the
reservation frame. Each mini slot belongs to a station. When a station needs to send a data
frame, it makes areservation in its own mini dot. The stations that have made reservations can
send their data frames after the reservation frame. Below figure shows a situation with five
stations and a five-mini slot reservation frame. In thefirst interval, only stations 1, 3, and 4 have
made reservations. In the second interval, only station 1 has made a reservation.
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Polling

Polling works with topologies in which one device is designated as a primary station and the
other devices are secondary stations. All data exchanges must be made through the primary
device even when the ultimate destination is a secondary device. The primary device controls the
link; the secondary devices follow its instructions. It is up to the primary device to determine
which device is alowed to use the channel a a given time. The primary device, therefore, is
always the initiator of a session This method uses poll and select functions to prevent collisions.
However, the drawback isif the primary station fails, the system goes down.
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Select

The select function is used whenever the primary device has something to send. Remember that
the primary controls the link. If the primary is neither sending nor receiving data, it knows the
link is available. If it has something to send, the primary device sends it. What it does not know,
however, is whether the target device is prepared to receive. So the primary must alert the
secondary to the upcoming transmission and wait for an acknowledgment of the secondary's
ready status. Before sending data, the primary creates and transmits a select (SEL) frame, one
field of which includes the address of the intended secondary.

Poll

The poll function is used by the primary device to solicit transmissions from the secondary
devices. When the primary is ready to receive data, it must ask (poll) each devicein turnif it has
anything to send. When the first secondary is approached, it responds either with a NAK frame if
it has nothing to send or with data (in the form of a data frame) if it does. If the response is
negative (a NAK frame), then the primary polls the next secondary in the same manner until it
finds one with data to send. When the response is positive (a data frame), the primary reads the
frame and returns an acknowledgment (ACK frame), verifying its receipt.

Token Passing

In the token-passing method, the stations in a network are organized in a logica ring. In other
words, for each station, there is a predecessor and a successor. The predecessor is the station
which is logically before the station in the ring; the successor is the station which is after the
station in the ring. The current station is the one that is accessing the channel now. The right to
this access has been passed from the predecessor to the current station. The right will be passed
to the successor when the current station has no more data to send.

But how is the right to access the channel passed from one station to another? In this method, a
special packet called a token circulates through the ring. The possession of the token gives the
station the right to access the channel and send its data. When a station has some data to send, it
waits until it receives the token from its predecessor. It then holds the token and sends its data.
When the station has no more data to send, it releases the token, passing it to the next logical
station in the ring. The station cannot send data until it receives the token again in the next round.
In this process, when a station receives the token and has no data to send, it just passes the data to
the next station.

Token management is needed for this access method. Stations must be limited in the time they
can have possession of the token. The token must be monitored to ensure it has not been lost or
destroyed. For example, if a station that is holding the token fails, the token will disappear from
the network. Another function of token management isto assign priorities to the stations and to
the types of data being transmitted. And finally, token management is needed to make low-
priority stations release the token to high-priority stations.

Logical Ring

In a token-passing network, stations do not have to be physically connected in a ring; the ring
can be a logical one. Below figure shows four different physical topologies that can create a
logical ring.
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In the physical ring topology, when a station sends the token to its successor, the token cannot be
seen by other stations; the successor is the next one in line. This means that the token does not
have to have the address of the next successor. The problem with this topology is that if one of
the links-the medium between two adjacent stations-fails, the whole system fails. The dual ring
topology uses a second (auxiliary) ring which operates in the reverse direction compared with the
main ring. The second ring is for emergencies only (such as a spare tire for a car). If one of the
links in the main ring fails, the system automatically combines the two rings to form atemporary
ring. After the failed link is restored, the auxiliary ring becomes idle again. Note that for this
topology to work, each station needs to have two transmitter ports and two receiver ports. The
high-speed Token Ring networks called FDDI (Fiber Distributed Data Interface] and CDDI
(Copper Distributed Data Interface] use this topology. In the bus ring topology, aso called a
token bus, the stations are connected to a single cable caled a bus. They, however, make a
logical ring, because each station knows the address of its successor (and also predecessor for
token management purposes). When a station has finished sending its data, it releases the token
and inserts the address of its successor in the token. Only the station with the address matching
the destination address of the token gets the token to access the shared media. The Token Bus
LAN, standardized by IEEE, uses this topology. In a star and ring topology, the physical
topology is a star. There is a hub, however, that acts as the connector. The wiring inside the hub
makes the ring; the stations are connected to this ring through the two wire connections. This
topology makes the network less prone to failure because if alink goes down, it will be bypassed
by the hub and the rest of the stations can operate. Also adding and removing stations from the
ring iseasier. Thistopology isstill used in the Token Ring LAN designed by IBM.

CHANNELIZATION

Channelization (or channel partition, as it is sometimes called) is a multiple-access method in
which the available bandwidth of a link is shared in time, frequency, or through code, among
different stations. In this section, we discuss three channelization protocols: FDMA, TDMA, and
CDMA.

FDMA
In frequency-division multiple access (FDMA), the available bandwidth isdivided into
frequency bands. Each station is alocated a band to send its data. In other words, each band is
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reserved for a specific station, and it belongs to the station all the time. Each station also uses a
band pass filter to confine the transmitter frequencies. To prevent station interferences, the
allocated bands are separated from one another by small guard bands. Below figure shows the
idea of FDMA.

Freguency-division mudtiple aceess (FLDNA )

| l
Srarion I..-=d_. ' Jf.‘}li;ll\.lll
- |
fi
=
e Comumon
—| bl chonnel
-

_________

Station 3 % et e Station 4

¥
Silent (RETE]

FDMA specifies a predetermined frequency band for the entire period of communication.
This means that stream data (a continuous flow of data that may not be packetized) can
easily be used with FDMA. We will see in Chapter 16 how this feature can be used in
cellular telephone systems. We need to emphasize that although FDMA and frequency-
division multiplexing

(FDM) conceptually seem similar, there are differences between them FDM. The
channels that are combined are low-pass. The multiplexer modulates the signals,
combines them, and creates a band pass signal. The bandwidth of each channel is shifted
by the multiplexer.

FDMA, on the other hand, is an access method in the data-link layer. The data link layer
in each station tells its physical layer to make a band pass signal from the data passed to
it. The signal must be created in the allocated band. There is no physical multiplexer at
the physical layer. The signals created at each station are automatically band pass-
filtered. They are mixed when they are sent to the common channel.

TDMA

In time-divison multiple access (TDMA), the stations share the bandwidth of the channel in
time. Each station is alocated atime slot during which it can send data. Each station transmits its
datainits assigned time slot. Below figure shows the idea behind TDMA.
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The main problem with TDMA lies in achieving synchronization between the different stations.
Each station needs to know the beginning of its slot and the location of its slot. This may be
difficult because of propagation delays introduced in the system if the stations are spread over a
large area. To compensate for the delays, we can insert guard times. Synchronization is normally
accomplished by having some synchronization bits (normally referred to as preamble bits) at the
beginning of each slot. We aso need to emphasize that athough TDMA and time-division
multiplexing (TDM) conceptually seem the same, there are differences between them. TDM, as,
isaphysical layer technique that combines the data from slower channels and transmits them by
using a faster channel. The process uses a physical multiplexer that interleaves data units from
each channel. TDMA, on the other hand, is an access method in the data-link layer. The data-link
layer in each station tells its physical layer to use the alocated time slot. There is no physica
multiplexer at the physical layer.

CDMA
Code-division multiple access (CDMA) was concelved several decades ago. Recent advances in
electronic technology have finally made its implementation possible. CDMA differs from FDMA
in that only one channel occupies the entire bandwidth of the link. It differs from TDMA in that
all stations can send data simultaneously; there is no timesharing.

In CDMA, onechannel carries all transmissions simultaneously
Analogy
Let us first give an analogy. CDMA simply means communication with different codes. For
example, in a large room with many people, two people can talk privately in English if nobody
else understands English. Another two people can talk in Chinese if they are the only ones who
understand Chinese, and so on. In other words, the common channel, the space of the room in
this case, can easily allow communication between several couples, but in different languages
(codes).
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Let us assume we have four stations, 1, 2,3, and 4, connected to the' same channel. The data from
station 1 are d1, from station 2 are d2, and so on. The code assigned to the first station is Cj, to
the second isc2, and so on. We assume that the assigned codes have two properties.

1. If we multiply each code by another, we get O.
2. If we multiply each code by itself, we get 4 (the number of stations).

With these two properties in mind, let us see how the above four stations can send data using the
same common channel, as shown in Figure.

Station 1 multiplies (a specia kind of multiplication, as we will see) its data by its code to get d,.
Cij. Station 2 multiplies its data by its code to get d2 . <z- and so on. The data that go on the
channel are the sum of all these terms, as shown in the box. Any station that wants to receive data
from one of the other three multiplies the data on the channel by the code of the sender. For
example, suppose stations 1 and 2 are talking to each other. Station 2 wants to hear what station 1
issaying. It multiplies the data on the channel by C r- the code of station 1.

Because (cl . cl) is4, but (c2 . cl), (c3. cl) and (c4 . cl) are all Os, station 2 divides the result by
4 to get the data from station 1.

Chips

CDMA is based on coding theory. Each station is assigned a code, which is a sequence of
numbers called chips, as shown in below figure. The codes are for the previous example.

Later in this chapter we show how we chose these sequences. For now, we need to know that we
did not choose the sequences randomly; they were carefully selected. They are called orthogonal
sequences and have the following properties:
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1. Each sequence is made of N elements, where N isthe number of stations.

2. If we multiply a sequence by a number, every element in the sequence ismultiplied by that
element. Thisis called multiplication of a sequence by a scalar. For example,
2. [+1+1-1-1] =[+2+2-2-2]

3. If we multiply two equal sequences, element by element, and add the results, we get N, where
N is the number of elements in each sequence. This is caled the inner product of two equal
sequences. For example, [+1 +1-1-1]. [+1 +1-1-1] =1+ 1+1+1=4

4. If we multiply two different sequences, element by element, and add the results, we get
O. Thisis caled the inner product of two different sequences. For example,
[+1+1-1-1][+1+1+1+1]=1+1-1-1=0

5. Adding two sequences means adding the corresponding elements. The result is another
sequence. For example,
[+1+1-1-1) + [+1+1+1+1)=[+2+2 0 O]

Data Representation

We follow these rules for encoding: If a station needs to send a O bit, it encodes it as -1; if it
needs to send a 1 bit, it encodes it as +1. When a station is idle, it sends no signal, which is
interpreted asa .

Diata representation in COMA

| Databitlh—— 1 Dt bit | ——= 41 | { Silence ——= 0

Encoding and Decoding

As a simple example, we show how four stations share the link during a I-bit interval. The
procedure can easily be repeated for additional intervals. We assume that stations 1 and 2 are
sending a 0 bit and channel 4 is sending a 1 bit. Station 3 is silent. The data at the sender site are
trandlated to -1, -1, O, and +1.Each station multiplies the corresponding number by its chip (its
orthogonal sequence), which is unique for each station. The result is a new sequence which is
sent to the channel. For simplicity, we assume that all stations send the resulting sequences at the
same time. The sequence on the channel is the sum of all four sequences as defined before.
Figure shows the situation. Now imagine that station 3, which we said is silent, is listening to
station 2. Station 3 multiplies the total data on the channel by the code for station 2, whichis [+1
-1+1-1], to get [-1-1-3+1] [+1-1+1-1)=-4/4=-1 --7 bitl
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Signal Level

The process can be better understood if we show the digital signal produced by each station and
the data recovered at the destination (see Figure 12.27). The figure shows the corresponding
signals for each station (using NRZ-L for ssimplicity) and the signal that is on the common
channel. Below figure 12.28 shows how station 3 can detect the data sent by station 2 by using
the code for station 2. The total data on the channel are multiplied (inner product operation) by
the signal representing station 2 chip code to get a new signal. The station then integrates and
adds the area under the signdl, to get the value -4, which isdivided by 4 and interpreted as bit O.

Sequence Generation

To generate chip sequences, we use a Walsh table, which is a two-dimensional table with an
equal number of rows and columns, as shown in Figure. In the Walsh table, each row is a
sequence of chips. WI for a one-chip sequence has one row and one column. We can choose -lor
+1 for the chip for this trivial table (we chose +1). According to Walsh, if we know the table for
N sequences WN, we can create the table for 2N sequences W2N, as shown in Figure 12.29. The
WN with the over bar WN stands for the complement of WWN, where each +1 is changed to -1 and
vice versa. Below figure also shows how we can create W2 and W4 from WI' After we select WI'
W2 can be made from four Wi, with the last one the complement of WI' After W2 is generated,
W4 can be made of four W2s, with the last one the complement of W2. Of course, Ws is
composed of four WA4s, and so on. Note that after WIN is made, each station is assigned a chip
corresponding to a row.
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Decoding of the composite signal for one in CIDMA

-—1 stanon < & Code
4 - [+1 -1 = “—_—
ata on the chanpel | [ A 1

Inner product result [ ] - Summing the values —M - -

” . . . . o iy
Gencral rule and examples of creating Welsh rabsles

+1 =1 +1 +1
— +1 +1 +1 -1 +1 1
Wiy Woa W = Wy =
Wy .[u] Wans = i 4 <1 =3 8 | +1 1 -1
w Woar
Vi Al +1 -1 e | =1
1. Two basic rules b. Generation of W and W,

Something we need to emphasize is that the number of sequences, N, needs 1o

power of 2. In other words, we need to have ¥ = 2"

The number of sequences in a Walsh table needs to be N = 2™,

Example

Find the chips for a network with
a. Two stations

b. Four stations

Solution

We can use the rows of W2 and W4 in Figure:

a. For atwo-station network, we have |+ 1 +1] and I+ 1-1].

b. For afour-station network we have [+1 +1 +1 +1], [+1-1 +1-1], [+1 +1-1-1], and [+1-1-1 +1].

ETHERNET

| EEE Project 802

Before we discuss the Ethernet protocol and all its generations. . In 1985, the Computer Society
of the IEEE started a project, caled Project 802, to set standards to enable intercommunication
among equipment from a variety of manufacturers. Project 802 does not seek to replace any part
of the OSI model or TCPIIP protocol suite. Instead, it is a way of specifying functions of the
physical layer and the data-link layer of major LAN protocols. The IEEE has subdivided the
data-link layer into two sublayers: logical link control (LLC) and media access control (MAC).
|EEE has also created several physical-layer standards for different LAN protocols.
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Logical Link Control (LLC)

Earlier we discussed data link control. We said that data link control handles framing, flow
control, and error control. In IEEE Project 802, flow control, error control, and part of the
framing duties are collected into one sub-layer called the logical link control (LLC). Framing is
handled in both the LLC sub-layer and the MAC sub-layer. The LLC provides a single link-layer
control protocol for al IEEE LANs. This means LLC protocol can provide interconnectivity
between different LANSs because it makes the MAC sub-layer transparent.

Media Access Control (MAC)

Earlier we discussed multiple access methods including random access, controlled access, and
channelization. IEEE Project 802 has created a sub-layer called media access control that defines
the specific access method for each LAN. For example, it defines CSVIA/CD as the media access
method for Ethernet LANSs and defines the token-passing method for Token Ring and Token Bus
LANs. Aswe mentioned in the previous section, part of the framing function is also handled by
the MAC layer.

Ethernet Evolution

The Ethernet LAN was developed in the 1970s by Robert Metcalfe and David Boggs. Since
then, it has gone through four generations: Standard Ethernet (10 Mbps), Fast Ethernet (100
Mbps), Gigabit Ethernet (1 Gbps), and 10 Gigabit Ethernet.

Ethernet evolution thregh four generations

Etherme
evolution

|
Standard [Fast iigabit | 10 Gigabit
Ethermet Ethernet Ethernet | Ethemet
| L

10 Mhbps 108 Mbps 1 sbps 10 Glhps

STANDARD ETHERNET

The original Ethernet technology with the data rate of 10 Mbps as the Sandard Ethernet is
referred . Although most implementations have moved to other technologies in the Ethernet
evolution, there are some features of the Standard Ethernet that have not changed during the
evolution.

Characteristics
Let usfirst discuss some characteristics of the Standard Ethernet.

Connectionless and Unreliable Service

Ethernet provides a connectionless service, which means each frame sent is independent of the
previous or next frame. Ethernet has no connection establishment or connection termination
phases. The sender sends a frame whenever it has it; the receiver mayor may not be ready for it.
The sender may overwhelm the receiver with frames, which may result in dropping frames. If a
frame drops, the sender will not know about it. Since IP, which is using the service of Ethernet,
is adso connectionless, it will not know about it either. If the transport layer is adso a
connectionless protocol, such as UDP, the frame islost and salvation may only come from the
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application layer. However, if the transport layer is TCP, the sender TCP does not receive
acknowledgment for its segment and sends it again. Ethernet is aso unreliable like IP and UDP.
If aframe is corrupted during transmission and the receiver finds out about the corruption, which
has a high level of probability of happening because of the CRC-32, the receiver drops the frame
silently. It isthe duty of high-level protocolsto find out about it.

Frame Format
The Ethernet frame contains seven fields, as shown in below figure.

Ethernet frame

Mindmum payload length: 446 bytes

Preamble: 56 bits of aliernating 1s and 0s Maxamuom paviosd length: 1500 bytes
SFD: Siart frame delimiter, flag (1OUL0011) |--— 2 -—-—i
e B - "
I s [ e
7 bytes | byte 0 bytes : O byles - = byies 4 biyles .
| Minimum frame lengih: 512 bits or & byles

Fhysical-layer
header

Maximum fepme leagth: 12,144 Bits oo 1518 byies |

Preamble This field contains 7 bytes (56 bits) of aternating Os and Is that alert the receiving
system to the coming frame and enable it to synchronize its clock if it's out of synchronization.
The pattern provides only an alert and a timing pulse. The 56-bit pattern alows the stations to
miss some bits at the beginning of the frame. The preamble is actually added at the physical layer
and is not (formally) part of the frame.

Start frame delimiter (SFD) This field (1 byte: 10101011) signals the beginning of the frame.
The SFD warns the station or stations that thisis the last chance for synchronization. The last 2
bits are (Ilh and alert the receiver that the next field is the destination address. This field is
actually a flag that defines the beginning of the frame. We need to remember that an Ethernet
frame is a variable-length frame. It needs a flag to define the beginning of the frame. The SFD
field is also added at the physical layer.

Destination address (DA) Thisfield is six bytes (48 bits) and contains the link layer address of

the destination station or stations to receive the packet. When the receiver sees its own link-layer
address, or a multicast address for a group that the receiver is a member of, or a broadcast
address, it de-capsulates the data from the frame and passes the data to the upper layer protocol
defined by the value of the typefield.

Source address (SA) Thisfield is also six bytes and contains the link-layer address of the sender
of the packet.

Type This field defines the upper-layer protocol whose packet is encapsulated in the frame. This
protocol can be IP, ARP, OSPF, and so on. In other words, it serves the same purpose as the
protocol field in a datagram and the port number in a segment or user datagram. It is used for
multiplexing and de-multiplexing.

Data This field carries data encapsulated from the upper-layer protocols. It is a minimum of 46
and amaximum of 1500 bytes. We discuss the reason for these minimum and maximum values
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shortly. If the data coming from the upper layer is more than 1500 bytes, it should be fragmented
and encapsulated in more than one frame. If it is less than 46 bytes, it needs to be padded with
extra Os. A padded data frame is delivered to the upper-layer protocol asit is (without removing
the padding), which meansthat it is the responsibility of the upper layer to remove or, in the case
of the sender, to add the padding. The upper-layer protocol needs to know the length of its data.
For example, adatagram has afield that defines the length of the data.

CRC The last field contains error detection information, in this case a CRC-32. The CRC is
calculated over the addresses, types, and data field. If the receiver calculates the CRC and finds
that itisnot zero (corruption in transmission), it discards the frame.

Frame Length

Ethernet has imposed restrictions on both the minimum and maximum lengths of a frame. The
minimum length restriction is required for the correct operation of CSMAICD. An Ethernet
frame needs to have a minimum length of 512 bits or 64 bytes. Part of this length is the header
and the trailer. If we count 18 bytes of header and trailer (6 bytes of source address, 6 bytes of
destination address, 2 bytes of length or type, and 4 bytes of CRC), then the minimum length of
data from the upper layer is 64 - 18 = 46 bytes. If the upper-layer packet is less than 46 bytes,
padding is added to make up the difference.

The standard defines the maximum length of a frame (without preamble and SFD field) as 1518
bytes. If we subtract the 18 bytes of header and trailer, the maximum length of the payload is
1500 bytes. The maximum length restriction has two historical reasons. First, memory was very
expensive when Ethernet was designed; a maximum length restriction helped to reduce the size
of the buffer. Second, the maximum length restriction prevents one station from monopolizing
the shared medium, blocking other stations that have datato send.

Minimum frame length: 64 bytes Minimum data length: 46 bytes
Maximum frame length: 1518 bytes Maximum data length: 1500 bytes
Addressing

Each station on an Ethernet network (such as a PC, workstation, or printer) has its own network
interface card (NIC). The NIC fits inside the station and provides the station with a link-layer
address. The Ethernet address is 6 bytes (48 bits), normally written in hexadecimal notation, with
a colon between the bytes. For example, the following shows an Ethernet MAC address:
4A:30:10:21:10:1A
Transmission of Address Bits
The way the addresses are sent out online is different from the way they are written in
hexadecimal notation. The transmission is left to right, byte by byte; however, for each byte, the
least significant bit is sent first and the most significant bit is sent last. This means that the bit
that defines an address as unicast or multicast arrives first at the receiver. This helps the receiver
to immediately know if the packet isunicast or multicast.

Example
Show how the address 47:20:1B:2E:08:EE is sent out online.
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Solution

The address is sent |€eft to right, byte by byte; for each byte, it is sent right to left, bit by bit,
as shown below:

Hexadecimal 47 20 1B 2E 08 EE

Binary 01000111 00100000 00011011 00101110 00001000 11101110

Transmitted ~ 11100010 00000100 11011000 01110100 00010000 01110111

Unicast, Multicast, and Broadcast Addresses

A source address is always a unicast address-the frame comes from only one station. The
destination address, however, can be unicast, multicast, or broadcast. Below figure shows how to
distinguish a unicast address from a multicast address. If the least significant bit of the first byte
in a destination address is 0, the address is unicast; otherwise, it is multicast. Note that with the
way the bits are transmitted, the unicast/multicast bit is the first bit which is transmitted or
received. The broadcast address is a special case of the multicast address: the recipients are all
the stations on the LAN. A broadcast destination address isforty-eight 1s.

Example

Define the type of the following destination addresses:

a 4A:30:10:21:10:1A

b. 47:20:1B:2E:08:EE

c. FF:FFFFFFFFFF

Solution

To find the type of the address, we need to look at the second hexadecimal digit from the left. If
it is even, the address is unicast. If it is odd, the address is multicast. If al digits are Fs, the
address is broadcast. Therefore, we have the following:

a. Thisisaunicast address because A in binary is 1010 (even).

b. Thisisamulticast address because 7 in binary is0111 (odd).

c. Thisisabroadcast address because al digits are Fsin hexadecimal

Distinguish Between Unicast, Multicast, and Broadcast Transmission

Standard Ethernet uses a coaxial cable (bus topology) or a set of twisted-pair cables with a hub
(star topology) as shown in Figure. We need to know that transmission in the standard Ethernet
is dways broadcast, no matter if the intention is unicast, multicast, or broadcast. In the bus
topology, when station A sends a frame to station B, all stations will receive it. In the star
topology, when station A sends a frame to station B, the hub will receive it. Since the hub isa
passive element, it does not check the destination address of the frame; it regenerates the bits (if
they have been weakened) and sends them to all stations except station A. In fact, it floods the
network with the frame. The question is, then, how the actual unicast, multicast, and broadcast
transmissions are distinguished from each other. The answer is in the way the frames are kept
or dropped.

[

In aunicast transmission, all stations will receive the frame, the intended recipient keeps
and handles the frame; the rest discard it.

In amulticast transmission, all stationswill receive the frame, the stations that are
members of the group keep and handle it; the rest discard it.
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In abroadcast transmission, all stations (exce?t the sender) will receive the frame andall
stations (except the sender) keep and handlei

Tmplementarion of standard Erherner

A B C o E F G H
@ 9 o & = e e gl
a. A LAN with 2 bus iopology using 2 coaxial cahle
Legend
iy -scinis SE— —
4: F:| f T? ,, A host (of any typed |
- "‘-u.i"' -\.|"' -‘\.'|'- |D A hub
L | A cable tap
J—————p a 1 I. [] A cable end
Hub it Lt Wt [ m— Cnaxial cable
o \-:_ i - — Tiiaied ~ah]e
[. } |:": 'II . :\.‘h.q,'\ﬂ-]!.ll Ay .l.. y
bi A LAN with a star topology using a hub

Access Method

Since the network that uses the standard Ethernet protocol is a broadcast network, we need to use
an access method to control access to the sharing medium. The standard Ethernet choose
CSMA/CD with |-persistent method.

Let us use a scenario to see how this method works for the Ethernet protocol.

1

Assume station A in above figure has a frame to send to station D. Station A first should
check whether any other station is sending (carrier sense). Station A measures the level of
energy on the medium (for a short period of time, normally less than 100 us). If thereis
no signal energy on the medium, it means that no station is sending (or the signal has not
reached station A). Station A interprets this situation as idle medium. It starts sending its
frame. On the other hand, if the signal energy level is not zero, it means that the medium
is being used by another station. Station A continuously monitors the medium until it
becomes idle for 100 us, It then starts sending the frame. However, station A needs to
keep a copy of the frame in its buffer until it is sure that there is no collision. When
station A issure of thisisthe subject.

The medium sensing does not stop after station A has started sending the frame. Station

A needs to send and receive continuously. Two cases may occur:

a. Station A has sent 512 bits and no collision issensed (the energy level did not go above
the regular energy level), the station then is sure that the frame will go through and stops
sensing the medium. Where does the number 512 bits come from? If we consider the
transmission rate of the Ethernet as 10 Mbps, this means that it takes the station 512/(10
Mbps) = 5I.2 us to send out 512 bits. With the speed of propagation in a cable (2 x 108
meters), the first bit could have gone 10,240 meters (one way) or only 5120 meters (round
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trip), have collided with a bit from the last station on the cable, and have gone back. In
other words, if a collision were to occur, it should occur by the time the sender has sent
out 512 bits (worst case) and the first bit has made around trip of 5120 meters. We should
know that if the collision happens in the middle of the cable, not at the end, station A
hears the collision earlier and aborts the transmission. We also need to mention another
issue. The above assumption isthat the length of the cable is 5120 meters. The designer of
the standard Ethernet actually put a restriction of 2500 meters because we need to
consider the delays encountered throughout the journey. It means that they considered the
worst case. The whole ideais that if station A does not sense the collision before sending
512 bits, there must have been no collision, because during this time, the first bit has
reached the end of the line and al other stations know that a station is sending and refrain
from sending. In other words, the problem occurs when another station (for example, the
last station) starts sending before the first bit of station A has reached it. The other station
mistakenly thinks that the line is free because the first bit has not yet reached it. The
reader should notice that the restriction of 512 bits actually helps the sending station: The
sending station is certain that no collision will occur if it is not heard during the first 512
bits, so it can discard the copy of the frameinits buffer.

b. Station A has sensed a collision before sending 512 bits. This means that one of the
previous bits has collided with a bit sent by another station. In this case both stations
should refrain from sending and keep the frame in their buffer for resending when the line
becomes available. However, to inform other stations that there is a collision in the
network, the station sends a 48-bit jam signal. The jam signal is to create enough signal
(even if the collision happens after a few bits) to alert other stations about the collision.
After sending the jam signal, the stations need to increment the value of K (number of
attempts). If after increment K = 15, the experience has shown that the network is too
busy, the station needs to abort its effort and try again. If K < 15, the station can wait a
back off time (TB in Figure 12.13) and restart the process. As Figure 12.I13 shows, the
station creates a random number between 0 and 2K - 1, which means each time the
collision occurs, the range of the random number increases exponentialy. After the first
collision (K = 1) the random number isin the range (0, 1). After the second collision (K =

2) itisin therange (0, 1, 2, 3). After the third collision (K = 3) it isin the range (0, 1,
2,34,5,6,7). So after each collision, the probability increases that the back off time
becomes longer. This is due to the fact that if the collision happens even after the third or
fourth attempt, it means that the network isreally busy; alonger back off timeis needed.

Efficiency of Standard Ethernet

The efficiency of the Ethernet is defined as the ratio of the time used by a station to send data to
the time the medium is occupied by this station. The practical efficiency of standard Ethernet has
been measured to be Efficiency = 1/ (1 + 6.4 x @) in which the parameter "a" is the number of
frames that can fit on the medium. It can be calculated as a = (propagation delay)/(transmission
delay) because the transmission delay is the time it takes a frame of average size to be sent out
and the propagation delay is the time it takes to reach the end of the medium. Note that as the
value of parameter a decreases, the efficiency increases. This means that if the length of the
mediais shorter or the frame size longer, the efficiency increases. In the ideal case, a = 0 and the
efficiency is 1.
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Example

In the Standard Ethernet with the transmission rate of 10 Mbps, we assume that the length of the
medium is 2500 m and the size of the frame is 512 bits. The propagation speed of asignal in a
cable is normally 2 x 108 mls. Propagation delay = 2500/ (2 x 108) = 12.5 fJ.s Transmission
delay =512/ (107) =51.2 fJ.Sa=12.5/51.2 = 0.24 Efficiency = 39%

The example shows that a = 0.24, which means only 0.24 of a frame occupies the whole medium
in this case. The efficiency is 39 percent, which is considered moderate; it means that only 61
percent of the time the medium is occupied but not used by a station.

I mplementation

The Standard Ethernet defined several implementations, but only four of them became popular
during the 1980s. Table shows a summary of Standard Ethernet implementations.

Table

Seernmmiary of Stancard Etherinet implemmentations
. .fIJ!fJJ'E'J.'n'i';Jn'n:..:;’I:-!-'.ln! | Medium Medium Lengih Encoding
[ 10Base5 | Thickcoax 500 m Minchester
[ Base Thin coax 183 m | Manchester
[ 10Base-T IUTP 100 m Manchesler
10 Base-F | 2 Fiber 2001} m Manchester

In the nomenclature 10BaseX, the number defines the data rate (10 Mbps), the term Base means
baseband (digital) signal, and X approximately defines either the maximum size of the cable in
100 meters (for example 5 for 500 or 2 for 185 meters) or the type of cable, T for unshielded
twisted pair cable (UTP) and F for fiber-optic. The standard Ethernet uses a baseband signal,
which means that the bits are changed to adigital signal and directly sent on the line.

Encoding and Decoding

All standard implementations use digital signaling (baseband) at 10 Mbps. At the sender, data are
converted to a digital signal using the Manchester scheme; at the receiver, the received signal is
interpreted as Manchester and decoded into data. Manchester encoding is self-synchronous,
providing a transition at each bit interval. Figure shows the encoding scheme for Standard
Ethernet.

Encoding in a Standard Ethernei implementation

10 Mbps data 10 Mbps data
¥ 4
Manchester Manchester
encoder decoder
Station

Media
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10BaseS: Thick Ethernet

The first implementation is called 10BaseS, thick Ethernet, or Thicknet. The nickname derives
from the size of the cable, which is roughly the size of a garden hose and too stiff to bend with
your hands. 10Base5 was the first Ethernet specification to use a bus topology with an external
transceiver (transmitter/receiver) connected via a tap to a thick coaxial cable. Figure shows a
schematic diagram of a 10Base5 implementation.

[0Base5 implementation

10Bases o A
10 Mbps —) 500 m “@éﬁ“ \@p

~Transceiver cable
Baseband  Cible * maximum 50 m
as¢hand s
(digital) end L

Transceiver Thick coaxial cable
maximum 500 m

Cable
end

The transceiver is responsible for transmitting, receiving, and detecting collisions. The
transceiver is connected to the station via a transceiver cable that provides separate paths for
sending and receiving. This means that collison can only happen in the coaxial cable. The
maximum length of the coaxial cable must not exceed 500 m, otherwise, there is excessive
degradation of the signal. If alength of more than 500 m is needed, up to five segments, each a
maximum of 500 meters, can be connected using repeaters.

10Base2: Thin Ethernet

The second implementation is called |OBase2, thin Ethernet, or Cheaper net. |IOBase2 also uses a
bus topology, but the cable is much thinner and more flexible. The cable can be bent to pass very
close to the stations. In this case, the transceiver is normally part of the network interface card
(NIC), which is installed inside the station. Figure shows the schematic diagram of a 10Base2
implementation.

100Base?Z implementation
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Baseband : . ﬁ
(digital) .

Thin coaxial cable,
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Cable

end
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Note that the collision here occurs in the thin coaxial cable. This implementation is more cost
effective than 10Baseb because thin coaxia cable is less expensive than thick coaxial and the tee
connections are much cheaper than taps. Installation is ssmpler because the thin coaxial cable is
very flexible. However, the length of each segment cannot exceed 185 m (close to 200 m) due to
the high level of attenuation in thin coaxial cable.

10Base-T: Twisted-Pair Ethernet

The third implementation is called 10Base- T or twisted-pair Ethernet. 10Base-T uses a
physical star topology. The stations are connected to a hub via two pairs of twisted cable, as
shown in Figure.

10Base-T implementation

10Base-T

dbps Twisted pair

Baseband
(digital)

ses [/3]
10Base-T hub

Note that two pairs of twisted cable create two paths (one for sending and one for receiving)
between the station and the hub. Any collision here happens in the hub. Compared to |OBase5 or
|OBase2, we can see that the hub actually replaces the coaxial cable as far as a collision is
concerned. The maximum length of the twisted cable here is defined as 100 m, to minimize the
effect of attenuation in the twisted cable.

10Base-F: Fiber Ethernet
Although there are several types of optical fiber 10-Mbps Ethernet, the most common is called
|OBase-F. 10Base-F uses a star topology to connect stations to a hub. The stations are connected
to the hub using two fiber-optic cables, as shown in Figure.

10Base-F implementation
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Baseband
(digital)

Two fiber-optic
cables

|0Base-F hub
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Physical Layer
To be able to handle a 100 Mbps data rate, several changes need to be made at the physical layer.

Topology

Fast Ethernet is designed to connect two or more stations. If there are only two stations, they can
be connected point-to-point. Three or more stations need to be connected in a star topology with
ahub or aswitch at the center.

Encoding

Manchester encoding needs a 200-Mbaud bandwidth for a data rate of 100 Mbps, which makes it
unsuitable for a medium such as twisted-pair cable. For this reason, the Fast Ethernet designers
sought some alternative encoding/decoding scheme. However, it was found that one scheme
would not perform equally well for al three implementations. Therefore, three different
encoding schemes were chosen

100Base-TX 100Base-FX
4 % 25 Mbps 4 % 25 Mbps 4 % 25 Mbps 43 25 Mbps
Ty 1 L g [ s & e Ty 1 1 L m
(R R | + 4 4 4 Y Y Vv 4 444
4B/5B encoder 4B/SB decoder | 4B/5B encoder | | 4B/5Bdecoder |
125 Mbps 125 Mbps 125 Mbps 125 Mbps

Station * ‘t Station 'lr ‘f

Two UTP category 5 Two fibers
100Base-T4
100 Mbps 100 Mbps
8B/6T encoder 8B/6T decoder
= i

e

| 2 L
Station ‘\I l/-f—’

4 category 3 UTP

100Base- TX uses two pairs of twisted-pair cable (either category S UTP or STP). For this
implementation, the MLT-3 scheme was selected since it has good bandwidth performance.
(However, since MLT-3 is not a self-synchronous line coding scheme, 4B/SB block coding is
used to provide bit synchronization by preventing the occurrence of along sequence of Os and
Is. This creates a data rate of 125 Mbps, which isfed into MLT-3 for encoding.
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100Base-FX uses two pairs of fiber-optic cables. Optical fiber can easily handle high bandwidth
requirements by using simple encoding schemes. The designers of 100Base-FX selected the
NRZ-1 encoding scheme for this implementation. However, NRZ-l has a bit synchronization
problem for long sequences of Os (or Is, based on the encoding). To overcome this problem, the
designers used 4B/5B block encoding, as we described for 100Base- TX. The block encoding
increases the bit rate from 100 to 125 Mbps, which can easily be handled by fiber-optic cable. A
100Base-TX network can provide a data rate of 100 Mbps, but it requires the use of category 5
UTP or STP cable. Thisis not cost-efficient for buildings that have aready been wired for voice-
grade twisted-pair (category 3). A new standard, called |OOBase-T4, was designed to use
category 3 or higher UTP. The implementation uses four pairs of UTP for transmitting 100
Mbps. Encoding/decoding in 100Base-T4 is more complicated. As this implementation uses
category 3 UTP, each twisted-pair cannot easily handle more than 25 Mbaud. In this design, one
pair switches between sending and receiving. Three pairs of UTP category 3, however, can
handle only 75 Mbaud (25 Mbaud) each. We need to use an encoding scheme that converts 100
Mbps to a 75 Mbaud signal. 8B/6T satisfies this requirement. In 8B/6T, eight data elements are
encoded as six signal elements. This means that 100 Mbps uses only (6/8) x 100 Mbps, or 75
Mbaud.

MAC Sublayer

A main consideration in the evolution of Ethernet was to keep the MAC sub layer untouched.
However, to achieve a data rate of 1 Gbps, this was no longer possible. Gigabit Ethernet has two
distinctive approaches for medium access. half-duplex and full duplex. Almost al
implementations of Gigabit Ethernet follow the full-duplex approach, so we mostly ignore the
half-duplex mode.

Full-Duplex Mode

In full-duplex mode, thereis a central switch connected to all computers or other switches. In this
mode, for each input port, each switch has buffers in which data are stored until they are
transmitted. Since the switch uses the destination address of the frame and sends a frame out of
the port connected to that particular destination, there is no collision. This means that CSVIA/CD
is not used. Lack of collision implies that the maximum length of the cable is determined by the
signal attenuation in the cable, not by the collision detection process. In the full-duplex mode of
Gigabit Ethernet, there is-no collision; the maximum length of the cable is determined by the
signal attenuation in the cable.

Half-Duplex Mode

Gigabit Ethernet can aso be used in half-duplex mode, although it is rare. In this case, a switch
can be replaced by a hub, which acts as the common cable in which a collision might occur. The
half-duplex approach uses CSMA/CD. However, as we saw before, the maximum length of the
network in this approach is totally dependent on the minimum frame size. Three methods have
been defined: traditional, carrier extension, and frame bursting.

Traditional

In the traditional approach, we keep the minimum length of the frame as in traditional Ethernet
(512 bits). However, because the length of a bit is 1/100 shorter in Gigabit Ethernet than in 10-
Mbps Ethernet, the slot time for Gigabit Ethernet is 512 bitsx 11 1000 us, which isequal to
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0.512 JIS. The reduced slot time means that collision is detected 100 times earlier. This means
that the maximum length of the network is 25 m. This length may be suitable if all the stations
are in one room, but it may not even be long enough to connect the computers in one single
office.

Carrier Extension

To alow for a longer network, we increase the minimum frame length. The carrier extension
approach defines the minimum length of a frame as 512 bytes (4096 bhits). This means that the
minimum length is 8 times longer. This method forces a station to add extension bits (padding) to
any frame that is less than 4096 bits. In this way, the maximum length of the network can be
increased 8 times to alength of 200 m. This allows alength of 100 m from the hub to the station.

Frame Bursting

Carrier extension is very inefficient if we have a series of short frames to send; each frame arries
redundant data. To improve efficiency, frame bursting was proposed. Instead of adding an
extension to each frame, multiple frames are sent. However, to make these multiple frames ook
like one frame, padding is added between the frames (the same as that used for the carrier
extension method) so that the channel is not idle. In other words, the method deceives other
stations into thinking that a very large frame has been transmitted.

Physical L ayer
The physical layer in Gigabit Ethernet is more complicated than that in Standard or Fast
Ethernet. We briefly discuss some features of this layer.

Topology

Gigabit Ethernet is designed to connect two or more stations. If there are only two stations, they
can be connected point-to-point. Three or more stations need to be connected in a star topology
with a hub or a switch at the center. Another possible configuration is to connect several star
topologies or let one star topology be part of another.

I mplementation

Gigabit Ethernet can be categorized as either atwo-wire or a four-wire implementation. The two-
wire implementations use fiber-optic cable (I000Base-SX, short-wave, or 1000Base-LX, long-
wave), or STP (I000Base-CX). The four-wire version uses category 5 twisted-pair cable
(1000Base-T). In other words, we have four implementations. 1000Base-T was designed in
response to those users who had already installed this wiring for other purposes such as Fast
Ethernet or telephone services.

Encoding

Figure shows the encoding/decoding schemes for the four implementations. Gigabit Ethernet
cannot use the Manchester encoding scheme because it involves a very high bandwidth (2
GBaud). The two-wire implementations use an NRZ scheme, but NRZ does not self-synchronize
properly. To synchronize bits, particularly at this high data rate, SBIIOB block encoding,
discussed in Chapter 4, is used. This block encoding prevents long sequences of Os or Isin the
stream, but the resulting stream is 1.25 Gbps. Note that in this implementation, one wire (fiber or
STP) isused for sending and one for receiving. In the four-wire implementation it is not possible
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to have 2 wires for input and 2 for output, because each wire would need to carry 500 Mbps,
which exceeds the capacity for category 5 UTP. Thus, all four wires are involved in both input
and output; each wire carries 250 Mbps, which isin the range for category 5 UTP cable.

Encoding in Gigabit Ethernet implementations
1

1000Base-5X, 1000Base-1.X, and 1000Base-CX 1000Base-T
| 8% x 125 Mbps 8 % 125 Mbps 8 % 125 Mbps 8 x 125 Mbps
| | | |
AL YTYYRYY! T A

|8B/10B block encoder| |8B/10B block decoder] o [l R
= 2 ENcodaer = 2 ASCOOCeT

1.25 Ghps  1.25 Gbps e s
|

Station L Station e
3 r

Two fibers or two STPs 4 TUTP cables

DATA LINK LAYER SWITCHING
Many organizations have multiple LANs and wish to connect them. Would it not be convenient
if we could just join the LANS together to make a larger LAN? In fact, we can do this when the
connections are made with devices called bridges. are a modern name for bridges; they provide
functionality that goes beyond classic Ethernet and Ethernet hubs to make it easy to join multiple
LANSsinto alarger and faster network.

We shall use the terms ““bridge’” and ““switch’” interchangeably. Bridges operate in the data link
layer, so they examine the data link layer addresses to forward frames. Since they are not
supposed to examine the payload field of the frames they forward, they can handle IP packets as
well as other kinds of packets, such as AppleTak packets. In contrast, routers examine the
addresses in packets and route based on them, so they only work with the protocols that they
were designed to handle. physical LANs into a single logical LAN. We will also look at how to
do the reverse and treat one physica LAN as multiple logical LANSs, called VLANSs (Virtual
LANSs). Both technologies provide useful flexibility for managing networks. For a
comprehensive treatment of bridges, switches, and related topics, see Seifert and Edwards (2008)
and Perlman (2000).

Uses of Bridges

Before getting into the technology of bridges, let us take a look at some common situations in
which bridges are used. We will mention three reasons why a single organization may end up
with multiple LANSs.

First, many university and corporate departments have their own LANSs to connect their own
personal computers, servers, and devices such as printers. Since the goals of the various
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departments differ, different departments may set up different LANS, without regard to what
other departments are doing. Sooner or later, though, there is a need for interaction, so bridges
are needed. In this example, multiple LANs come into existence due to the autonomy of their
owners.

Second, the organization may be geographically spread over several buildings separated by
considerable distances. It may be cheaper to have separate LANS in each building and connect
them with bridges and a few long-distance fiber optic links than to run all the cables to a single
central switch. Even if laying the cables is easy to do, there are limits on their lengths (e.g., 200
m for twisted-pair gigabit Ethernet). The network would not work for longer cables due to the
excessive signal attenuation or round-trip delay. The only solution is to partition the LAN and
install bridgesto join the pieces to increase the total physical distance that can becovered.

Third, it may be necessary to split what islogically asingle LAN into separate LANS (connected
by bridges) to accommodate the load. At many large universities, for example, thousands of
workstations are available for student and faculty computing. Companies may aso have
thousands of employees. The scale of this system precludes putting all the workstations on a
single LAN—there are more computers than ports on any Ethernet hub and more stations than
allowed on asingle classic Ethernet.

Even if it were possible to wire al the workstations together, putting more stations on an
Ethernet hub or classic Ethernet would not add capacity. All of the stations share the same, fixed
amount of bandwidth. The more stations there are, the less average bandwidth per station.
However, two separate LANS have twice the capacity of a single LAN. Bridges let the LANS be
joined together while keeping this capacity. The key is not to send traffic onto ports where it is
not needed, so that each LAN can run at full speed. This behavior also increases reliability, since
on asingle LAN a defective node that keeps outputting a continuous stream of garbage can clog
up the entire LAN. By deciding what to forward and what not to forward, bridges act like fire
doors in abuilding, preventing a single node that has gone berserk from bringing down the entire
system. To make these benefits easily available, ideally bridges should be completely
transparent. It should be possible to go out and buy bridges, plug the LAN cables into the
bridges, and have everything work perfectly, instantly. There should be no hardware changes
required, no software changes required, no setting of address switches, no downloading of
routing tables or parameters, nothing at al. Just plug in the cables and walk away. Furthermore,
the operation of the existing LANSs should not be affected by the bridges at al. As far as the
stations are concerned, there should be no observable difference whether or not they are part of a
bridged LAN. It should be as easy to move stations around the bridged LAN as it is to move
them around asingle LAN.

Surprisingly enough, it is actually possible to create bridges that are transparent. Two algorithms
are used: a backward learning algorithm to stop traffic being sent where it is not needed; and a
spanning tree algorithm to break loops that may be formed when switches are cabled together
willy-nilly.

Let us now take a Learning Bridges The topology of two LANSs bridged together is shown in
figure. On the left-hand side, two multidrop LANS, such as classic Ethernets, are joined by a
specia station—the bridge—that sits on both LANSs. On the right-hand side, LANs with point-to-

77



point cables, including one hub, are joined together. The bridges are the devices to which the
stations and hub are attached. If the LAN technology is Ethernet, the bridges are better known as
Ethernet switches.

Hub

:;:.n —E D‘“&J_ ;:-rr 1’_’#—_' ;

S .

[+
Bridge Elndge

[cH sl
(a (b}
(a) Bridge connecting two multidrop LANSs. (b) Bridges (and a hub) connecting seven point-to-
point stations

(=
2
(g=]

Bridges were developed when classic Ethernets were in use, so they are often shown in
topologies with multidrop cables, as in Fig. 4-41(a). However, al the topologies that are
encountered today are comprised of point-to-point cables and switches. The bridges work the
same way in both settings. All of the stations attached to the same port on a bridge belong to the
same collision domain, and this is different than the collision domain for other ports. If there is
more than one station, as in a classic Ethernet, a hub, or a haf-duplex link, the CSMA/CD
protocol isused to send frames.

There is a difference, however, in how the bridged LANs are built. To bridge multidrop LANS, a
bridge is added as a new station on each of the multidrop LANS, as in Fig. 4-41(a). To bridge
point-to-point LANS, the hubs are either connected to a bridge or, preferably, replaced with a
bridge to increase performance. In Fig. bridges have replaced all but one hub. Different kinds of
cables can aso be attached to one bridge. For example, the cable connecting bridge Bl to bridge
B2 in Fig. might be a long-distance fiber optic link, while the cable connecting the bridges to
stations might be a short-haul twisted-pair line. This arrangement is useful for bridging LANsin
different buildings.

Now let us consider what happens inside the bridges. Each bridge operates in promiscuous mode,
that is, it accepts every frame transmitted by the stations attached to each of its ports. The bridge
must decide whether to forward or discard each frame, and, if the former, on which port to output
the frame. This decision is made by using the destination address. As an example, consider the
topology of Fig. If station A sends aframeto station B, bridge B1 will receive the frame on port

1. This frame can be immediately discarded without further ado because it is aready on the
correct port. However, in the topology of Fig. suppose that A sends aframe to D. Bridge B1 will
receive the frame on port 1 and output it on port 4. Bridge B2 will then receive the frame on its
port 4 and output it on its port 1.

A simple way to implement this scheme is to have a big (hash) table inside the bridge. The table
can list each possible destination and which output port it belongs on. For example, in Fig, the
table at B1 would list D as belonging to port 4, since al Bl has to know is which port to put
frames on to reach D. That, in fact, more forwarding will happen later when the frame hits B2 is
not of interest to B1..
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As mentioned above, the bridges operate in promiscuous mode, so they see every frame sent on
any of their ports. By looking at the source addresses, they can tell which machines are
accessible on which ports. For example, if bridge B1 in Fig sees a frame on port 3 coming from
C, it knows that C must be reachable via port 3, so it makes an entry in its hash table. Any
subsequent frame addressed to C coming in to B1 on any other port will be forwarded to port
3.The topology can change as machines and bridges are powered up and down and moved
around. To handle dynamic topologies, whenever a hash table entry is made, the arrival time of
the frame is noted in the entry. Whenever a frame whose source is aready in the table arrives,
its entry is updated with the current time. Thus, the time associated with every entry tells the
last time a frame from that machine was seen. Periodically, a process in the bridge scans the
hash table and purges all entries more than a few minutes old. In this way, if a computer is
unplugged from its LAN, moved around the building, and plugged in again somewhere else,
within afew minutes it will be back in normal operation, without any manual intervention. This
algorithm also means that if a machine is quiet for afew minutes, any traffic sent to it will have
to be flooded until it next sends a frame itself. The routing procedure for an incoming frame
depends on the port it arrives on (the source port) and the address to which it is destined (the
destination address).

The procedure is as follows:

1. If the port for the destination address isthe same as the source port, discard the frame.

2. If the port for the destination address and the source port are different, forward the frame on to
the destination port.

3. If the destination port is unknown, use flooding and send the frame on all ports except the
source port.

Y ou might wonder whether the first case can occur with point-to-point links. The answer isthat it
can occur if hubs are used to connect a group of computers to a bridge. An example is shown in
Fig. 4-41(b) where stations E and F are connected to hub H1, which is in turn connected to
bridge B2. If E sends a frame to F, the hub will relay it to B2 as well asto F. That iswhat hubs
do—they wire al ports together so that a frame input on one port is simply output on all other
ports. The frame will arrive at B2 on port 4, which is aready the right output port to reach the
destination. Bridge B2 need only discard the frame. As each frame arrives, this algorithm must be
applied, so it isusually implemented with special-purpose VLSI chips.

The chips do the lookup and update the table entry, all in a few microseconds. Because bridges
only look at the MAC addresses to decide how to forward frames, it is possible to start
forwarding as soon as the destination header field has come in, before the rest of the frame has
arrived (provided the output line is available, of course). This design reduces the latency of
passing through the bridge, as well as the number of frames that the bridge must be able to
buffer. It is referred to as cut-through switching or wormhole routing and is usually handled in
hardware. We can ook at the operation of abridge in terms of protocol stacks to understand what
it means to be a link layer device. Consider a frame sent from station A to station D in the
configuration of Fig), in which the LANSs are Ethernet. The frame will pass through one bridge.
The protocol stack view of processing is shown in Fig .The packet comes from a higher layer and
descends into the Ethernet MAC layer. It acquires an Ethernet header (and also a trailer, not
shown in the figure). Thisunit is passed to the physical layer, goes out over the cable, and is
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picked up by the bridge. In the bridge, the frame is passed up from the physical layer to the
Ethernet MAC layer. This layer has extended processing compared to the Ethernet MAC layer at
a station. It passes the frame to a relay, still within the MAC layer. The bridge relay function
uses only the Ethernet MAC header to determine how to handle the frame. In this case, it passes
the frame to the Ethernet MAC layer of the port used to reach station D, and the frame continues
on its way. In the genera case, relays at a given layer can rewrite the headers for that layer.
VLANSs will provide an example shortly. In no case should the bridge look inside the frame and
learn that itiscarrying an IP packet; that isirrelevant to the
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Figure 4-42. Protocol processing at a bridge.
bridge processing and would violate protocol layering. Also note that a bridge with k ports will
have k instances of MAC and physical layers. The value of k is 2 for our simple example.

Spanning Tree Bridges

To increase reliability, redundant links can be used between bridges. In the example of Fig,
there are two links in parallel between a pair of bridges. This design ensures that if one link is
cut, the network will not be partitioned into two sets of computers that cannot talk to each other.

Frame Fg

Redundani Enks

However, this redundancy introduces some additional problems because it creates loops in the
topology. An example of these problems can be seen by looking at how a frame sent by A to a
previously unobserved destination is handled in Fig.. Each bridge follows the normal rule for
handling unknown destinations, which is to flood the frame. Call the frame from A that reaches
bridge B1 frame FO. The bridge sends copies of this frame out all of its other ports. We will only
consider the bridge ports that connect B1 to B2 (though the frame will be sent out the other ports,
too). Since there are two links from B1 to B2, two copies of the frame will reach B2. They are
shown in Fig as F1 and F2. Shortly thereafter, bridge B2 receives these frames. However, it does
not (and cannot) know that they are copies of the same frame, rather than two different frames
sent one after the other. So bridge B2 takes F1 and sends copies of it out al the other ports, and it
also takes F2 and sends copies of it out al the other ports. This produces frames F3 and F4 that
are sent along the two links back to B1. Bridge B1 then sees two new frames with unknown
destinations and copies them again. This cycle goes on forever. The solution to this difficulty is
for the bridges to communicate with each other and overlay the actual topology with a spanning
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tree that reaches every bridge. In effect, some potential connections between bridges are ignored
in the interest of constructing afictitious loop-free topology that is a subset of the actual
topology.

For example, in Fig. we see five bridges that are interconnected and also have stations connected
to them. Each station connects to only one bridge. There are some redundant connections
between the bridges so that frames will be forwarded in loops if all of the links are used. This
topology can be thought of as a graph in which the bridges are the nodes and the point-to-point
links are the edges. The graph can be reduced to a spanning tree, which has no cycles by
definition, by dropping the links shown as dashed lines in Fig. Using this spanning tree, there is
exactly one path from every station to every other station. Once the bridges have agreed on the
gpanning tree, al forwarding between stations follows the spanning tree. Since there is a unique
path from each source to each destination, loops are impossible.
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A spanning tree connecting five bridges. The dashed lines are
links that are not part of the spanning tree.

To build the spanning tree, the bridges run a distributed algorithm. Each bridge periodically
broadcasts a configuration message out all of its portsto it neighbors and processes the messages
it receives from other bridges, as described next. These messages are not forwarded, since their
purpose is to build the tree, which can then be used for forwarding. The bridges must first choose
one bridge to be the root of the spanning tree. To make this choice, they each include an
identifier based on their MAC address in the configuration message, as well as the identifier of
the bridge they believe to be the root. MAC addresses are installed by the manufacturer and
guaranteed to be unique worldwide, which makes these identifiers convenient and unique. The
bridges choose the bridge with the lowest identifier to be the root. After enough messages have
been exchanged to spread the news, al bridges will agree on which bridge is the root. In Fig.,
bridge B1 has the lowest identifier and becomes the root. Next, a tree of shortest paths from the
root to every bridge is constructed. In Fig. bridges B2 and B3 can each be reached from bridge
B1 directly, in one hop that is a shortest path. Bridge B4 can be reached in two hops, via either
B2 or B3. To break this tie, the path via the bridge with the lowest identifier is chosen, so B4 is
reached via B2. Bridge B5 can be reached in two hops via B3. To find these shortest paths,
bridges include the distance from the root in their configuration messages. Each bridge
remembers the shortest path it finds to the root. The bridges then turn off ports that are not part of
the shortest path. Although the tree spans al the bridges, not all the links (or even bridges) are
necessarily present in the tree. This happens because turning off the ports prunes some links from
the network to prevent loops. Even after the spanning tree has been established, the algorithm
continues to run during normal operation to automatically detect topology changes and update
thetree.

81



The agorithm for constructing the spanning tree was invented by Radia Perlman. Her job was to
solve the problem of joining LANs without loops. She was given a week to do it, but she came
up with the idea for the spanning tree algorithm in a day. Fortunately, this left her enough time to
write it as a poem (Perlman, 1985):

The spanning tree algorithm was then standardized as IEEE 802.1D and used for many years. In
2001, it was revised to more rapidly find a new spanning tree after a topology change. For a
detailed treatment of bridges, see Perlman (2000).

Repeaters, Hubs, Bridges, Switches, Routers, and Gateways

The key to understanding these devices is to redlize that they operate in different layers, as
illustrated in Fig. 4-45(a). The layer matters because different devices use different pieces of
information to decide how to switch. In atypical scenario, the user generates some data to be
sent to a remote machine. Those data are passed to the transport layer, which then adds a header
(for example, a TCP header) and passes the resulting unit down to the network layer. The
network layer adds its own header to form a network layer packet (e.g., an IP packet). In Fig. we
see the IP packet shaded in gray. Then the packet goes to the data link layer, which adds its own
header and checksum (CRC) and gives the resulting frame to the physical layer for transmission,
for example, over a LAN.
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(a) Which device is in which laver. (b) Frames, packets, and
headers.

Now let us look at the switching devices and see how they relate to the packets and frames. At
the bottom, in the physical layer, we find the repeaters. These are analog devices that work with
signals on the cables to which they are connected. A signal appearing on one cable is cleaned up,
amplified, and put out on another cable. Repeaters do not understand frames, packets, or headers.
They understand the symbols that encode bits as volts. Classic Ethernet, for example, was
designed to alow four repeaters that would boost the signal to extend the maximum cable length
from 500 meters to 2500 meters. Next we come to the hubs. A hub has a number of input lines
that it joins electrically. Frames arriving on any of the lines are sent out on al the others. If two
frames arrive at the same time, they will collide, just as on a coaxia cable. All the lines coming
into a hub must operate at the same speed. Hubs differ from repeaters in that they do not
(usualy) amplify the incoming signals and are designed for multiple input lines, but the
differences are dlight. Like repeaters, hubs are physical layer devices that do not examine the link
layer addresses or use them in any way.

Now let us move up to the data link layer, where we find bridges and switches. We just studied
bridges at some length. A bridge connects two or more LANS. Like a hub, a modern bridge has
multiple ports, usually enough for 4 to 48 input lines of a certain type. Unlike in a hub, each port
isisolated to beits own collision domain; if the port has afull-duplex point-to-point line, the
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CSMA/CD agorithm is not needed. When a frame arrives, the bridge extracts the destination
address from the frame header and looks it up in a table to see where to send the frame. For
Ethernet, this address is the 48-bit destination address shown in Fig. The bridge only outputs the
frame on the port where it is needed and can forward multiple frames at the same time.

Bridges offer much better performance than hubs, and the isolation between bridge ports also
means that the input lines may run at different speeds, possibly even with different network
types. A common example is a bridge with ports that connect to 10-, 100-, and 1000-Mbps
Ethernet. Buffering within the bridge is needed to accept a frame on one port and transmit the
frame out on a different port. If frames come in faster than they can be retransmitted, the bridge
may run out of buffer space and have to start discarding frames. For example, if a gigabit
Ethernet is pouring bitsinto a 10-Mbps Ethernet at top speed, the bridge will have to buffer them,
hoping not to run out of memory. This problem still exists even if al the ports run at the same
speed because more than one port may be sending frames to a given destination port.

Bridges were originally intended to be able to join different kinds of LANSs, for example, an
Ethernet and a Token Ring LAN. However, this never worked well because of differences
between the LANSs. Different frame formats require copying and reformatting, which takes CPU
time, requires a new checksum calculation, and introduces the possibility of undetected errors
due to bad bits in the bridge’s memory. Different maximum frame lengths are also a serious
problem with no good solution. Basicaly, frames that are too large to be forwarded must be
discarded. So much for transparency.

Two other areas where LANS can differ are security and quality of service. Some LANSs have
link-layer encryption, for example 802.11, and some do not, for example Ethernet. Some LANs
have quality of service features such as priorities, for example 802.11, and some do not, for
example Ethernet. Consequently, when a frame must travel between these LANS, the security or
quality of service expected by the sender may not be able to be provided. For all of these reasons,
modern bridges usually work for one network type, and routers, which we will come to soon, are
used instead to join networks of different types. Switches are modern bridges by another name.

The differences are more to do with marketing than technical issues, but there are a few points
worth knowing.

Bridges were developed when classic Ethernet was in use, so they tend to join relatively few
LANSs and thus have relatively few ports. The term ““‘switch’’ is more popular nowadays. Also,
modern instalations al use point-to-point links, such as twisted-pair cables, so individual
computers plug directly into a switch and thus the switch will tend to have many ports. Findly,
“‘switch’” is also used as a general term. With a bridge, the functionality is clear. On the other
hand, a switch may refer to an Ethernet switch or a completely different kind of device that
makes forwarding decisions, such as a telephone switch. So far, we have seen repeaters and hubs,
which are actually quite similar, as well as bridges and switches, which are even more similar to
each other. Now we move up to routers, which are different from all of the above. When a packet
comes into a router, the frame header and trailer are stripped off and the packet located in the
frame’s payload field is passed to the routing software. This software uses the packet header to
choose an output line. For an IP packet, the packet header will contain a 32-bit (IPv4) or 128-bit
(IPv6) address, but not a 48-bit IEEE 802 address. The routing software does not see the frame
addresses and does not even know whether the packet camein on a LAN or a point-to-point line.

83



Up another layer, we find transport gateways. These connect two computers that use different
connection-oriented transport protocols. For example, suppose a computer using the connection-
oriented TCP/IP protocol needs to talk to a computer using a different connection-oriented
transport protocol called SCTP. The transport gateway can copy the packets from one connection
to the other, reformatting them as need be.

Finally, application gateways understand the format and contents of the data and can translate
messages from one format to another. An email gateway could translate Internet messages into
SMS messages for mobile phones, for example. Like “‘switch,”” “‘gateway’’ is somewhat of a
general term. It refersto aforwarding process that runs at a high layer.
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Network L ayer

NETWORK LAYER DESIGN ISSUES

In the following sections, we will give an introduction to some of the issues that the designers of
the network layer must grapple with. These issues include the service provided to the transport
layer and the internal design of the network.

Store-and-Forward Packet Switching

Before starting to explain the details of the network layer, it is worth restating the context in
which the network layer protocols operate. This context can be seen in. The major components of
the network are the ISP’s equipment (routers connected by transmission lines), shown inside the
shaded oval, and the customers’ equipment, shown outside the oval. Host H1 is directly
connected to one of the ISP’s routers, A, perhaps as a home computer that is plugged into a DSL
modem. In contrast, H2 ison a LAN, which might be an office Ethernet, with a router, F, owned
and operated by the customer. This router has a leased line to the ISP’s equipment. We have
shown F as being outside the oval because it does not belong to the ISP. For the purposes of this
chapter, however, routers on customer premises are considered part of the ISP network because
they run the same algorithms as the ISP’s routers (and our main concern here isalgorithms).

Router ISP’s equipment

Process P1

Packet

The environment of the network layer protocols.
This equipment is used as follows. A host with a packet to send transmits it to the nearest router,
either on its own LAN or over a point-to-point link to the ISP. The packet is stored there until it
has fully arrived and the link has finished its processing by verifying the checksum. Then it is
forwarded to the next router along the path until it reaches the destination host, where it is
delivered. This mechanism is store-and-forward packet switching.

Services Provided to the Transport L ayer

The network layer provides services to the transport layer at the network layer/transport layer
interface. An important question is precisely what kind of services the network layer provides to
the transport layer. The services need to be carefully designed with the following goals in mind:
1. The services should be independent of the router technology.

2. Thetransport layer should be shielded from the number, type, and topology of the routers
present.
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3. The network addresses made available to the transport layer should use a uniformnumbering
plan, even across LANs and WANS.

Given these goals, the designers of the network layer have alot of freedom in writing detailed
specifications of the services to be offered to the transport layer.

This freedom often degenerates into a raging battle between two warring factions. The discussion
centers on whether the network layer should provide connection-oriented service or
connectionless service.

One camp (represented by the Internet community) argues that the routers’ job is moving packets
around and nothing else. In this view (based on 40 years of experience with a real computer
network), the network is inherently unreliable, no matter how it is designed. Therefore, the hosts
should accept this fact and do error control (i.e., error detection and correction) and flow control
themselves. This viewpoint leads to the conclusion that the network service should be
connectionless, with primitives SEND PACKET and RECEIVE PACKET and little else. In
particular, no packet ordering and flow control should be done, because the hosts are going to do
that anyway and there is usually little to be gained by doing it twice. This reasoning is an
example of the end-to-end argument, a design principle that has been very influential in shaping
the Internet (Saltzer et al., 1984). Furthermore, each packet must carry the full destination
address, because each packet sent is carried independently of its predecessors, if any.

The other camp (represented by the tel ephone companies) argues that the network should provide
areliable, connection-oriented service. They claim that 100 years of successful experience with
the worldwide telephone system is an excellent guide. In this view, quality of service is the
dominant factor, and without connections in the network, quality of service is very difficult to
achieve, especialy for real-time traffic such as voice and video. Even after several decades, this
controversy is still very much alive. Early, widely used data networks, such as X.25 in the 1970s
and its successor Frame Relay in the 1980s, were connection-oriented. However, since the days
of the ARPANET and the early Internet, connectionless network layers have grown
tremendously in popularity. The IP protocol is nhow an ever-present symbol of success. It was
undeterred by a connection-oriented technology called ATM that was developed to overthrow it
in the 1980s; instead, it is ATM that is now found in niche uses and IP that is taking over
telephone networks. Under the covers, however, the Internet is evolving connection-oriented
features as quality of service becomes more important. Two examples of connection-oriented
technologies are MPLS (Multi Protocol Label Switching and VLANS, which we saw in. Both
technologies are widely used.

I mplementation of Connectionless Service

Having looked at the two classes of service the network layer can provide to its users, it istime to
see how this layer works inside. Two different organizations are possible, depending on the type
of service offered. If connectionless service is offered, packets are injected into the network
individually and routed independently of each other. No advance setup is needed. In this context,
the packets are frequently called datagrams (in analogy with telegrams) and the network is called
a datagram network. If connection-oriented service is used, a path from the source router al the
way to the destination router must be established before any data packets can be sent. This
connection iscaled aVC (virtua circuit), in analogy with the physical circuits set up by the
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telephone system, and the network is called a virtual-circuit network. In this section, we will
examine datagram networks; in the next one, we will examine virtual-circuit networks.

Let us now see how a datagram network works. Suppose that the process P1 in Fig. has a long
message for P2. It hands the message to the transport layer, with instructions to deliver it to
process P2 on host H2. The transport layer code runs on H1, typically within the operating
system. It prepends a transport header to the front of the message and hands the result to the
network layer, probably just another procedure within the operating system.

Router ISP’s equipment

Process P1

Host H1

A’s table (initially) A’s table (later) C’s table E’s table
Al - Al — AlA A|lC
B | B B| B B|A B|D
C|[C G |G Cc| - clC
D|B D|B D|E D|D
E|C E|B E|E E| -
F|C F|B F|E F|F
——
Dest. Line

Routing within a datagram network.

Let us assume for this example that the message is four times longer than the maximum packet
size, so the network layer hasto break it into four packets, 1, 2,3, and 4, and send each of themin
turn to router A using some point-to-point protocol, for example, PPP. At this point the ISP takes
over. Every router has an internal table telling it where to send packets for each of the possible
destinations.

Each table entry is a pair consisting of a destination and the outgoing line to use for that
destination. Only directly connected lines can be used. For example, in Fig., A has only two
outgoing lines—to B and to C—so every incoming packet must be sent to one of these routers,
even if the ultimate destination is to some other router. A’s initial routing table is shown in the
figure under the label *“initially.”” At A, packets 1, 2, and 3 are stored briefly, having arrived on
the incoming link and had their checksums verified. Then each packet is forwarded according to
A’s table, onto the outgoing link to C within a new frame. Packet 1 is then forwarded to E and
thento F. When it getsto F, it is sent within aframe over the LAN to H2. Packets 2 and 3 follow
the same route. However, something different happens to packet 4. When it getsto A it is sent to
router B, even though it is aso destined for F. For some reason, A decided to send packet 4 viaa
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different route than that of the first three packets. Perhaps it has learned of a traffic jam
somewhere along the ACE path and updated its routing table, as shown under the label ““later.”’
The agorithm that manages the tables and makes the routing decisions is caled the routing
algorithm. Routing agorithms are one of the main topics we will study in this chapter. There are
several different kinds of them, as we will see. IP (Internet Protocol), which is the basis for the
entire Internet, isthe dominant example of a connectionless network service. Each packet carries
a destination IP address that routers use to individually forward each packet. The addresses are
32 bitsin IPv4 packets and 128 bitsin IPv6 packets.

I mplementation of Connection-Oriented Service

For connection-oriented service, we need a virtual-circuit network. Let us see how that works.
The idea behind virtual circuits isto avoid having to choose a new route for every packet sent, as
in. Instead, when a connection is established, a route from the source machine to the destination
machine is chosen as part of the connection setup and stored in tables inside the routers. That
route is used for al traffic flowing over the connection, exactly the same way that the telephone
system works. When the connection is released, the virtua circuit is also terminated. With
connection-oriented service, each packet carries an identifier telling which virtual circuit it
belongs to. As an example, consider the situation shown in Fig. Here, host H1 has established
connection 1 with host H2. This connection is remembered as the first entry in each of the
routing tables. The first line of A’s table says that if a packet bearing connection identifier 1
comes in from H1, it is to be sent to router C and given connection identifier 1. Similarly, the
first entry at C routes the packet to E, also with connection identifier 1.

Router ISP’s equipment
7 o

WS ey

/”b‘:’ T

Routing within avirtual-circuit network.

Now let us consider what happens if H3 also wants to establish a connection to H2. It chooses
connection identifier 1 (because it isinitiating the connection and thisisits only connection) and
tells the network to establish the virtual circuit. This leads to the second row in the tables. Note
that we have a conflict here because although A can easily distinguish connection 1 packets from
H1 from connection 1 packets from H3, C cannot do this. For this reason, A assigns a different
connection identifier to the outgoing traffic for the second connection. Avoiding conflicts of this
kind is why routers need the ability to replace connection identifiers in outgoing packets.
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In some contexts, this process is called label switching. An example of a connection-oriented
network service isMPLS (Multi Protocol Label Switching). It isused within ISP networks in the
Internet, with IP packets wrapped in an MPLS header having a 20-bit connection identifier or
label. MPLS is often hidden from customers, with the ISP establishing long-term connections for
large amounts of traffic, but it is increasingly being used to help when quality of service is
important but also with other ISP traffic management tasks.

Comparison of Virtual-Circuit and Datagram Networks

Both virtua circuits and datagrams have their supporters and their detractors. We will now
attempt to summarize both sets of arguments. The major issues are listed in Fig, although purists
could probably find a counterexample for everything in the figure.

Issue Datagram network Virtual-circuit network

Not needed

Each packet contains the full
source and destination address

Required

Each packet contains a
short VC number

Circuit setup
Addressing

State information Routers do naot hold state Each VC requires router

information about connections

table space per connection

Routing

Each packet is routed
independently

Route chosen when VC is
set up; all packets follow it

Eftect of router failures | None, except for packets

lost during the crash

All VCs that passed
through the failed
router are terminated

Quality of service Difficult Easy if enough resources
can be allocated in
advance for each VC

Congestion control Difficult Easy if enough resources

can be allocated in
advance for each VC

Comparison of datagram and virtual-circuit networks.

Inside the network, severa trade-offs exist between virtual circuits and data grams. One trade-off
IS setup time versus address parsing time. Using virtual circuits requires a setup phase, which
takes time and consumes resources. However, once this price is paid, figuring out what to do
with a data packet in a virtual-circuit network is easy: the router just uses the circuit number to
index into a table to find out where the packet goes. In a datagram network, no setup is needed
but a more complicated lookup procedure is required to locate the entry for the destination. A
related issue is that the destination addresses used in datagram networks are longer than circuit
numbers used in virtual-circuit networks because they have a global meaning. If the packets tend
to be fairly short, including a full destination address in every packet may represent a significant
amount of overhead , and hence a waste of bandwidth. Y et another issue is the amount of table
space required in router memory. A datagram network needs to have an entry for every possible
destination, whereas a virtual-circuit network just needs an entry for each virtual circuit.
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However, this advantage is somewhat illusory since connection setup packets have to be routed
too, and they use destination addresses, the same as datagram’s do. Virtual circuits have some
advantages in guaranteeing quality of service and avoiding congestion within the network
because resources (e.g., buffers, bandwidth, and CPU cycles) can be reserved in advance, when
the connection is established. Once the packets start arriving, the necessary bandwidth and router
capacity will be there. With a datagram network, congestion avoidance is more difficult. For
transaction processing systems (e.g., stores calling up to verify credit card purchases), the
overhead required to set up and clear a virtua circuit may easily dwarf the use of the circuit. If
the majority of the traffic is expected to be of this kind, the use of virtual circuits inside the
network makes little sense. On the other hand, for long-running uses such as VPN traffic between
two corporate offices, permanent virtual circuits (that are set up manually and last for months or
years) may be useful. Virtual circuits also have a vulnerability problem. If a router crashes and
loses its memory, even if it comes back up a second later, al the virtual circuits passing through
it will have to be aborted. In contrast, if a datagram router goes down, only those users whose
packets were queued in the router at the time need suffer (and probably not even then since the
sender is likely to retransmit them shortly). The loss of a communication line is fatal to virtual
circuits using it, but can easily be compensated for if datagram’s are used. Datagram’s also allow
the routers to balance the traffic throughout the network, since routes can be changed partway
through along sequence of packet transmissions.

PACKET SWITCHING

From the discussion of routing and forwarding in the previous section, we infer that a kind of
switching occurs at the network layer. A router, in fact, is a switch that creates a connection
between an input port and an output port (or a set of output ports), just as an electrical switch
connects the input to the output to let eectricity flow. Although in data communication switching
techniques are divided into two broad categories, circuit switching and packet switching, only
packet switching is used at the network layer because the unit of data at this layer is a packet.
Circuit switching is mostly used lat the physical layer; the electrical switch mentioned earlier isa
kind of circuit switch. We discussed circuit switching in Chapter 8; we discuss packet switching.
At the Network layer, a message from the upper layer is divided into manageable packets and
each packet is sent through the network. The source of the message sends the packets one by one;
the destination of the message receives the packets one by one. The destination waits for all
packets belonging to the same message to arrive before delivering the message to the upper layer.
The connecting devices in a packet-switched network still need to decide how to route the
packets to the final destination. Today, a packet-switched network can use two different
approaches to route the packets. the datagram approach and the virtual circuit approach. We
discuss both approaches in the next section.

Datagram Approach: Connectionless Service

When the Internet started, to make it simple, the network layer was designed to provide a
connectionless service in which the network-layer protocol treats each packet independently,
with each packet having no relationship to any other packet. The ideawas that the network layer
is only responsible for delivery of packets from the source to the destination. Id this approach,
the packets in a message mayor may not travel the same path to their destination. Figure shows
the idea. When the network layer provides a connectionless service, each packet traveling in the
Internet is an independent entity; there is no relationship between packets belonging to the same

90



message. The switches in this type of network are called routers. A packet belonging to a
message may be followed by a packet belonging to the same message or to a different message.
A packet may be followed by a packet coming from the same or from a different source.

Legend
MNetwork A connectionless (datagram) [ E EI E[ Packets )
= 1 packet-switched network
| > /,R] T— R2 ™\
‘Sengler l'\‘\
. | Network
meaT i

R3 . RS// :
\ = s Out of order Receiver

A connectionless packet-switched network

Each packet is routed based on the information contained in its header: source and destination
addresses. The destination address defines where it should go; the source address defines where
it comes from. The router in this case routes the packet based only on the destination address.
The source address may be used to send an error message to the source if the packet is discarded.
Figure 18.4 shows the forwarding process in a router in this case. We have used symbolic
addresses such as A and B.

Forwarding tablc Legend

Destination | Output -
address Siiterface SA: Source address
A | IDA: Destination address
B o
Destination H 3 Send the packet
address B —_—— out of interface 2

2 DA Data B s

Forwarding process in a muter when used in a connection less network

In the datagram approach, the forwarding decision is based on the destination address of the
packet.
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Virtual-Circuit Approach: Connection-Oriented Service

In a connection-oriented service (also called virtual-circuit approach), there is a relationship
between all packets belonging to a message. Before all datagram’s in a message can be sent, a
virtual connection should be set up to define the path for the datagram’s. After connection setup,
the datagram’s can all follow the same path. In this type of service, not only must the packet
contain the source and destination addresses, it must also contain a flow label, a virtual circuit
identifier that defines the virtual path the packet should follow. Shortly, we will show how this
flow label is determined, but for the moment, we assume that the packet carries this label.
Although it looks as though the use of the label may make the source and destination addresses
unnecessary during the data transfer phase, parts of the Internet at the network layer still keep
these addresses. One reason is that part of the packet path may still be using the connectionless
service. Another reason is that the protocol at the network layer is designed with these addresses,
and it may take a while before they can be changed. Figure shows the concept of connection-
oriented service.

Network

A connection-oriented
packet-switched network

‘E‘Ffms_j

A VirEal cir_(‘.lﬂi

Sender

‘—» Network

Receiver

A virtua-circuit packet-switched network

Each packet is forwarded based on the label in the packet. To follow the idea of connection-
oriented design to be used in the Internet, we assume that the packet has a label when it reaches
the router. Figure 18.6 shows the idea. In this case, the forwarding decision is based on the value
of thelabel, or virtual circuit identifier, asit is sometimes called. To create a connection-oriented
service, athree-phase process is used: setup, data transfer, and teardown. In the setup phase, the
source and destination addresses of the sender and receiver are used to make table entries for the
connection-oriented service. In the teardown phase, the source and destination inform the router
to delete the corresponding entries. Data transfer occurs between these two phases.

Setup Phase

In the setup phase, arouter creates an entry for avirtual circuit. For example, suppose source .A
needs to create a virtual circuit to destination B. Two auxiliary packets need to be exchanged
between the sender and the receiver: the request packet and the acknowledgment packet.
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Forwarding table
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Port

Label
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SA: Source address
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Forwarding processin arouter when used in a virtual -circuit

network Request packet

A request packet is sent from the source to the destination. This auxiliary packet carries the
source and destination addresses. Figure shows the process.

AtoB

Incoming
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Network Port
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Port
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Legend

Request packet
B Virtual circuit

Incoming

Outgoing

Port

Label

Port
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1
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]

22
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A

to B

Sending request packet in avirtual-circuit network
1. Source A sends arequest packet to router RI.

2.

Router RI receives the request packet. It knows that a packet going from A to B goes Ort

through port 3. How the router has obtained this information isa point covered later. For the
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moment, assume that it knows the output port. The router creates an entry in itstable for
this virtua circuit, but itis only able to fill three of the four columns. The router assigns the
incoming port (1) and chooses an available in rooming label (14) and the outgoing port (3).
It does not yet know the outgoing label, which will be found during the acknowledgment
step. The router then forwards the packet through port 3 to router R3.

Router iR3 receives the setup request packet. The same events happen here as at router RI;
three columns of the table are completed: in this case, incoming port (1)incoming label (66),
and outgoing port (3).

Router R4 receives the setup request packet. Again, three columns are completed: incoming

port (1), incoming label (22), and outgoing port (4).

Destination B receives the setup packet, and if it is ready to receive packets from A, it
assigns a label to the incoming packets that come from A, in this case 77, as shown in
Figure. This label lets the destination know that the packets come from A,l and not from
other sources.

Acknowledgment Packet
A special Packet, called the acknowledgment packet, completes the entries in the
switching tables. Figure shows the process.

AwB Legend
Incoming Outt_';ni?zg_ If [ ] Acknowledgment packet
Port |Label| Port |ELabel l\ N iviul cirenit

1 14 3 | 66 |

l_uuul'l'1i|_1;;“ Outgoing l Lncoiing Outgoing
“Port |Label| Port |Label [ Part[Label| Port|Label
i o O s o i .
MAoto B Mto B

Sending acknowledgments in avirtual -circuit network

The destination sends an acknowledgment to router R4. The acknowledgment carries the
global source and destination addresses so the router knows which entry in the table isto be
completed. The packet aso carries label 77, chosen by the destination as the incoming |abel
for packets from A. Router R4 uses this label to complete the outgoing label column for
this entry. Note that 77 is the incoming label for destination B, but the outgoing label for
router R4.

Router R4 sends an acknowledgment to router R3 that contains its incoming label in the
table, chosen in the setup phase. Router R3 uses this as the outgoing label in thetable.
Router R3 sends an acknowledgment to router Rl that contains its incoming label in the
table, chosen in the setup phase. Router RI uses this as the outgoing label in the table.
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4. Finaly router Rl sends an acknowledgment to source A that contains its incominglabel
in the table, chosen in the setup phase.
5  The source uses this as the outgoing label for the data packets to be sent to destination B.

Data- Transfer Phase

The second phase is called the data-transfer phase. After all routers have created their forwarding
table for a specific virtual circuit, then the network-layer packets belonging to one message can
be sent one after another. In Figure, we show the flow of a single packet, but the process is the
same for 1, 2, or 100 packets. The source computer uses the label 14, which it has received from
router Rl in the setup.

Mot T3 Lcgcend
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Ineoming Cuatgoing
FPort L.L_lbe! Port 1.abcl
L P 4+ 77

Ao B Ale B

Flow of one packet in an established virtua circuit

phase. Router Rl forwards the packet to router R3, but changes the label to 66.Router R3I
forwards the packet to router R4, but changes the label to 22. Finally, router R4 delivers the
packet to its final destination with the label 77. All the packets in the message follow the same
sequence of labels, and the packets arrive in order at the destination. Teardown Phase In the
teardown phase, source A, after sending all packetsto B, sends a special packet called ateardown
packet. Destination B responds with a confirmation packet. All routers delete the corresponding
entries from their tables.

ROUTING ALGORITHMS

The main function of the network layer is routing packets from the source machine to the
destination machine. In most networks, packets will require multiple hops to make the journey.
The only notable exception is for broadcast networks, but even here routing is an issue if the
source and destination are not on the same network segment. The algorithms that choose the
routes and the data structures that they use are amajor area of network layer design.

The routing algorithm is that part of the network layer software responsible for deciding which
output line an incoming packet should be transmitted on. If the network uses datagram’s
internally, this decision must be made anew for every arriving data packet since the best route
may have changed since last time. If the network uses virtual circuits internally, routing decisions
are made only when a new virtual circuit is being set up. Thereafter, data packets just follow the
already established route. The latter case is sometimes called session routing because
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aroute remains in force for an entire session (e.g., while logged in over a VPN). It is sometimes
useful to make a distinction between routing, which is making the decision which routes to use,
and forwarding, which is what happens when a packet arrives. One can think of a router as
having two processes inside it. One of them handles each packet as it arrives, looking up the
outgoing line to use for it in the routing tables. This process is forwarding. The other process is
responsible for filling in and updating the routing tables. That is where the routing algorithm
comesinto play.

Regardless of whether routes are chosen independently for each packet sent or only when new
connections are established, certain properties are desirable in a routing algorithm: correctness,
simplicity, robustness, stability, fairness, and efficiency. Correctness and simplicity hardly
require comment, but the need for robustness may be less obvious at first. Once a magjor network
comes on the air, it may be expected to run continuously for years without system-wide failures.
During that period there will be hardware and software failures of all kinds. Hosts, routers, and
lineswill fail repeatedly, and the topology will change many times. The routing algorithm should
be able to cope with changes in the topology and traffic without requiring al jobs in all hosts to
be aborted. Imagine the havoc if the network needed to be rebooted every time some router
crashed! Stability is also an important goal for the routing algorithm. There exist routing
algorithms that never converge to a fixed set of paths, no matter how long they run. A stable
algorithm reaches equilibrium and stays there. It should converge quickly too, since
communication may be disrupted until the routing algorithm has reached equilibrium. Fairness
and efficiency may sound obvious—surely no reasonable person would oppose them—~but as it
turns out, they are often contradictory goals. As a simple example of this conflict, look at Fig.
Suppose that there is enough traffic between A and A', between B and B', and between C and C'
to saturate the horizontal links. To maximize the total flow, the X to X' traffic should be shut off
altogether. Unfortunately, X and X' may not see it that way. Evidently, some compromise
between global efficiency and fairness to individual connections is needed. Before we can even
attempt to find trade-offs between fairness and efficiency, we must decide what it is we seek to
optimize. Minimizing the mean packet delay is an obvious candidate to send traffic through the
network effectively, but so ismaximizing total network throughput. Furthermore, these two goas
are aso in conflict, since operating any queuing system near capacity implies a long gqueuing
delay. As a compromise, many networks attempt to minimize the distance a packet must travel,
or simply reduce the number of hops a packet must make. Either choice tends to improve the
delay and also reduce the amount of bandwidth consumed per packet, which tends to improve the
overal network throughput as well.

Routing agorithms can be grouped into two major classes. non adaptive and adaptive. Non
adaptive algorithms do not base their routing decisions on any measurements or estimates of the
current topology
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o

Network with a conflict between fairness and efficiency.
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and traffic. Instead, the choice of the route to use to get from | to J (for all 1 and J) is computed in
advance, offline, and downloaded to the routers when the network is booted. This procedure is
sometimes called static routing. Because it does not respond to failures, static routing is mostly
useful for situations in which the routing choice is clear. For example, router F in Fig. should
send packets headed into the network to router E regardless of the ultimate destination. Adaptive
algorithms, in contrast, change their routing decisions to reflect changes in the topology, and
sometimes changes in the traffic as well.

These dynamic routing algorithms differ in where they get their information (e.g.,locally, from
adjacent routers, or from al routers), when they change the routes(e.g., when the topol ogy
changes, or every _ T seconds as the load changes), and what metric is used for optimization
(e.g., distance, number of hops, or estimated transit time).In the following sections, we will
discuss a variety of routing algorithms. The agorithms cover delivery models besides sending a
packet from a source to a destination. Sometimes the goal isto send the packet to multiple, al, or
one of a set of destinations. All of the routing algorithms we describe here make decisions based
on the topology; we defer the possibility of decisions based on the traffic levels to Sec.

The Optimality Principle

Before we get into specific algorithms, it may be helpful to note that one can make a general
statement about optimal routes without regard to network topology or traffic. This statement is
known as the optimality principle (Bellman, 1957). It states that if router J is on the optimal path
from router | to router K, then the optimal path from J to K aso falls along the same route. To see
this, call the part of the route from | to J r1 and the rest of the route r 2. If aroute better than r 2
existed from J to K, it could be concatenated with r 1 to improve the route from | to K,
contradicting our statement that r 1r 2 is optimal. As a direct consequence of the optimality
principle, we can see that the set of optimal routes from all sources to a given destination form a
tree rooted at the destination. Such atree iscaled a sink tree and isillustrated in Fig. where the
distance metric is the number of hops. The goa of al routing agorithms is to discover and use
the sink trees for all routers.

E
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“‘:.I -—+- '*, I'\x . /I

I". \ A

(@ A network. (b) A sink tree for router B.

Note that a sink tree is not necessarily unique; other trees with the same path lengths may exist. If
we allow all of the possible paths to be chosen, the tree becomes a more general structure called a
DAG (Directed Acyclic Graph). DAGs have no loops. We will use sink trees as convenient
shorthand for both cases. Both cases also depend on the technical assumption that the paths do
not interfere with each other so, for example, a traffic jam on one path will not cause another
path to divert. Since asink treeisindeed atree, it does not contain any loops, so each
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packet will be delivered within a finite and bounded number of hops. In practice, lifeis not quite
this easy. Links and routers can go down and come back up during operation, so different routers
may have different ideas about the current topology. Also, we have quietly finessed the issue of
whether each router has to individually acquire the information on which to base its sink tree
computation or whether this information is collected by some other means. We will come back to
these issues shortly. Nevertheless, the optimality principle and the sink tree provide a benchmark
against which other routing algorithms can be measured.

Shortest Path Algorithm

Let us begin our study of routing algorithms with a simple technique for computing optimal paths
given a complete picture of the network. These paths are the ones that we want a distributed
routing algorithm to find, even though not all routers may know all of the details of the network.
Theideaisto build a graph of the network, with each node of the graph representing a router and
each edge of the graph representing a communication line, or link. To choose a route between a
given pair of routers, the algorithm just finds the shortest path between them on the graph.

The concept of a shortest path deserves some explanation. One way of measuring path length is
the number of hops. Using this metric, the paths ABC and ABE in Fig. are equally long. Another
metric is the geographic distance in kilometers, in which case ABC is clearly much longer than
ABE (assuming the figure is drawn to scale).
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The first six steps used in computing the shortest path from A to D. The arrows indicate the
working node.

However, many other metrics besides hops and physical distance are also possible. For example,
each edge could be labeled with the mean delay of a standard test packet, as measured by hourly
runs. With this graph labeling, the shortest path is the fastest path rather than the path with the
fewest edges or kilometers. In the general case, the labels on the edges could be computed as a
function of the distance, bandwidth, average traffic, communication cost, measured delay, and
other factors. By changing the weighting function, the algorithm would then compute the
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“‘shortest’” path measured according to any one of a number of criteria or to a combination of
criteria. Severa algorithms for computing the shortest path between two nodes of a graph are
known. This one is due to Dijkstra (1959) and finds the shortest paths between a source and all
destinations in the network. Each node is labeled (in parentheses) with its distance from the
source node along the best known path. The distances must be non-negative, as they will be if
they are based on real quantities like bandwidth and delay. Initially, no paths are known, so all
nodes are labeled with infinity. As the agorithm proceeds and paths are found, the labels may
change, reflecting better paths. A label may be either tentative or permanent. Initially, al labels
are tentative. When it is discovered that a label represents the shortest possible path from the
source to that node, it is made permanent and never changed thereafter. To illustrate how the
labeling agorithm works, look at the weighted, undirected graph of Fig., where the weights
represent, for example, distance. We want to find the shortest path from A to D. We start out by
marking node A as permanent, indicated by a filled-in circle. Then we examine, in turn, each of
the nodes adjacent to A (the working node), relabeling each one with the distance to A. Whenever
anode isrelabeled, we also label it with the node from which the probe was made so that we can
reconstruct the final path later. If the network had more than one shortest path from A to D and
we wanted to find al of them, we would need to remember all of the probe nodes that could
reach a node with the same distance. Having examined each of the nodes adjacent to A, we
examine al the tentatively labeled nodes in the whole graph and make the one with the smallest
label permanent, as shown in Fig. (b). this one becomes the new working node. We now start a
B and examine al nodes adjacent to it. If the sum of the label on B and the distance from B to the
node being considered is less than the label on that node, we have a shorter path, so the node is
relabeled. After all the nodes adjacent to the working node have been inspected and the tentative
labels changed if possible, the entire graph is searched for the tentatively labeled node with the
smallest value. This node is made permanent and becomes the working node for the next round.
Figure shows the first six steps of the agorithm. To see why the algorithm works, look at Fig.

(c). At this point we have just made E permanent. Suppose that there were a shorter path than
ABE, say AXYZE (for some X and Y). There are two possibilities: either node Z has already been
made permanent, or it has not been. If it has, then E has already been probed (on the round
following the one when Z was made permanent), so the AXYZE path has not escaped our
attention and thus cannot be a shorter path. Now consider the case where Z is still tentatively
labeled. If the label at Z is greater than or equal to that at E, then AXYZE cannot be a shorter path
than ABE. If the label is less than that of E, then Z and not E will become permanent first,
allowing E to be probed from Z. This algorithm is given in Fig. The global variables n and dist
describe the graph and are initialized before shortest path is called. The only difference between
the program and the algorithm described above is that in Fig., we compute the shortest path
starting at the terminal node, t, rather than at the source node, s. Since the shortest paths from t to
sin an undirected graph are the same as the shortest paths from sto t, it does not matter at which
end we begin. The reason for searching backward is that each node is labeled with its predecessor
rather than its successor. When the final path is copied into the output variable, path, the path is
thus reversed. The two reversal effects cancel, and the answer is produced in the correct order.

Flooding

When arouting algorithm isimplemented, each router must make decisions based on local
knowledge, not the complete picture of the network. A simple local techniqueis flooding, in
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which every incoming packet is sent out on every outgoing line except the one it arrived on.
Flooding obviously generates vast numbers of duplicate packets, in fact, an infinite number
unless some measures are taken to damp the process. One such measure is to have a hop counter
contained in the header of each packet that is decremented at each hop, with the packet being
discarded when the counter reaches zero. Ideally, the hop counter should be initialized to the
length of the path from source to destination. If the sender does not know how long the path is, it
can initialize the counter to the worst case, namely, the full diameter of the network.

Flooding with a hop count can produce an exponential number of duplicate packets as the hop
count grows and routers duplicate packets they have seen before. A better technique for
damming the flood is to have routers keep track of which packets have been flooded, to avoid
sending them out a second time. One way to achieve this goal is to have the source router put a
sequence number in each packet it receives from its hosts. Each router then needs a list per
source router telling which sequence numbers originating at that source have aready been seen.
If an incoming packet ison thelist, itisnot flooded.

To prevent the list from growing without bound, each list should be augmented by a counter, k,
meaning that all sequence numbers through k have been seen. When a packet comes in, it is easy
to check if the packet has already been flooded (by comparing its sequence number to k; if so, it
is discarded. Furthermore, the full list below k is not needed, since k effectively summarizes it.
Flooding is not practical for sending most packets, but it does have some important uses. First, it
ensures that a packet is delivered to every node in the network. This may be wasteful if thereisa
single destination that needs the packet, but it is effective for broadcasting information. In
wireless networks, al messages transmitted by a station can be received by all other stations
within its radio range, which is, in fact, flooding, and some algorithms utilize this property.
Second, flooding is tremendously robust. Even if large numbers of routers are blown to bits (e.g.,
in a military network located in a war zone), flooding will find a path if one exists, to get a
packet to its destination. Flooding also requires little in the way of setup. The routers only need
to know their neighbors. This means that flooding can be used as a building block for other
routing algorithms that are

more efficient but need more in the way of setup. Flooding can also be used as a metric against
which other routing algorithms can be compared. Flooding always chooses the shortest path
because it chooses every possible path in parallel. Consequently, no other algorithm can produce
ashorter delay (if we ignore the overhead generated by the flooding process itself).

Distance Vector Routing

Computer networks generally use dynamic routing algorithms that are more complex than
flooding, but more efficient because they find shortest paths for the current topology. Two
dynamic algorithms in particular, distance vector routing and link state routing, are the most
popular. In this section, we will look at the former algorithm. In the following section, we will
study the latter algorithm. A distance vector routing algorithm operates by having each router
maintain atable (i.e., a vector) giving the best known distance to each destination and which link
to use to get there. These tables are updated by exchanging information with the neighbors.
Eventually, every router knows the best link to reach each destination. The distance vector
routing algorithm is sometimes called by other names, most commonly the distributed Bellman-
Ford routing algorithm, after the researchers who developed it (Bellman, 1957; and Ford and
Fulkerson, 1962). It was the original ARPANET routing algorithm and was aso used in the
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Internet under the name RIP. In distance vector routing, each router maintains a routing table
indexed by, and containing one entry for each router in the network. This entry has two parts. the
preferred outgoing line to use for that destination and an estimate of the distance to that
destination. The distance might be measured as the number of hops or using another metric, as
we discussed for computing shortest paths. The router isassumed to know the “‘distance’” to
each of its neighbors. If the metric is hops, the distance isjust one hop. If the metricis
propagation delay, the router can measure it directly with special ECHO packets that the receiver
just timestamps and sends back as fast as it can. As an example, assume that delay isused as a
metric and that the router knows the delay to each of its neighbors. Once every T m sec, each
router sends to each neighbor alist of its estimated delays to each destination. It also receives a
similar list from each neighbor. Imagine that one of these tables has just come in from neighbor
X, with Xi being X’s estimate of how long it takes to get to router i. If the router knows that the
delay to X ismm sec, it also knows that it can reach router i via X in Xi m msec. By performing
this calculation for each neighbor, arouter can find out which estimate seems the best and use
that estimate and the corresponding link in its new routing table. Note that the old routing tableis
not used in the calculation. This updating process isillustrated in Fig. 5-9. Part

(a) shows a network. The first four columns of part (b) show the delay vectors received from the
neighbors of router J. A claims to have a 12-msec delay to B, a 25-msec delay to C, a 40-msec
delay to D, etc. Suppose that J has measured or estimated its delay to its neighbors, A, I, H, and
K, as 8, 10, 12, and 6 m sec, respectively.
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Consider how J computes its new route to router G. It knows that it can get to A in 8 m sec, and
furthermore A clamsto be able to get to G in 18 m sec, so J knows it can count on a delay of 26
m sec to G if it forwards packets bound for G to A. Similarly, it computes the delay to G vial, H,
and K as 41 (31 + 10), 18 (6 + 12), and 37 (31 + 6) m sec, respectively. The best of these values
is 18, so it makes an entry in its routing table that the delay to G is 18 m sec and that the route to
use is via H. The same calculation is performed for all the other destinations, with the new
routing table shown in the last column of the figure.

The Count-to-Infinity Problem

The settling of routes to best paths across the network is called conver gence. Distance vector
routing is useful as a simple technique by which routers can collectively compute shortest paths,
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but it has a serious drawback in practice: athough it converges to the correct answer, it may do
so dowly. In particular, it reacts rapidly to good news, but leisurely to bad news. Consider a
router whose best route to destination X islong. If, on the next exchange, neighbor A suddenly
reports a short delay to X, the router just switches over to using the lineto A to send traffic to X.
In one vector exchange, the good news is processed. To see how fast good news propagates,
consider the five-node (linear) network of Fig. 5-10, where the delay metric is the number of
hops. Suppose A is down initially and al the other routers know this. In other words, they have
all recorded the delay to A asinfinity.
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The count-to-infinity problem.

When A comes up, the other routers learn about it via the vector exchanges. For simplicity, we
will assume that there is a gigantic going somewhere that is struck periodically to initiate a vector
exchange at all routers simultaneously. At the time of the first exchange, B learns that its left-
hand neighbor has zero delay to A. B now makes an entry in its routing table indicating that A is
one hop away to the left. All the other routers still think that A is down. At this point, the routing
table entries for A are as shown in the second row of Fig. (a). On the next exchange, C learns that
B has a path of length 1 to A, so it updates its routing table to indicate a path of length 2, but D
and E do not hear the good news until later. Clearly, the good news is spreading at the rate of one
hop per exchange. In a network whose longest path is of length N hops, within N exchanges
everyone will know about newly revived links and routers. Now let us consider the situation of
(b), in which all the links and routers are initially up. Routers B, C, D, and E have distancesto A
of 1, 2, 3, and 4 hops, respectively. Suddenly, either A goes down or the link between A and B is
cut (which is effectively the same thing from B’s point of view).At the first packet exchange, B
does not hear anything from A. Fortunately, C says ‘‘Do not worry; | have a path to A of length
2.’ Little does B suspect that C’s path runs through B itself . For al B knows, C might have ten
links al with separate paths to A of length 2. Asaresult, B thinks it can reach A via C, with a
path length of 3. D and E do not update their entries for A on the first exchange.

On the second exchange, C notices that each of its neighbors claims to have a path to A of length
3. It picks one of them at random and makes its new distance to A 4, as shown in the third row of
Fig. 5-10(b). Subsequent exchanges produce the history shown in the rest of Fig. 5-10(b).From
this figure, it should be clear why bad news travels Slowly: no router ever has a value more than
one higher than the minimum of all its neighbors. Gradually, all routers work their way up to
infinity, but the number of exchanges required depends on the numerical value used for infinity.
For this reason, it is wise to set infinity to the longest path plus 1.Not entirely surprisingly, this
problem is known as the count-to-infinity problem. There have been many attempts to solve it,
for example, preventing routers from advertising their best paths back to the neighbors from
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which they heard them with the split horizon with poisoned reverse rule discussed in RFC
1058.However, none of these heuristics work well in practice despite the colorful names. The
core of the problem isthat when X tells Y that it has a path somewhere, Y has no way of knowing
whether it itself ison the path.

Hierarchical Routing

As networks grow in size, the router routing tables grow proportionally. Not only is router
memory consumed by ever-increasing tables, but more CPU time is needed to scan them and
more bandwidth is needed to send status reports about them. At a certain point, the network may
grow to the point where it is no longer feasible for every router to have an entry for every other
router, so the routing will have to be done hierarchically, asit isin the telephone network. When
hierarchical routing is used, the routers are divided into what we will cal regions. Each router
knows all the details about how to route packets to destinations within its own region but knows
nothing about the internal structure of other regions. When different networks are interconnected,
itisnatural to regard each one as a separate region to free the routers in one network from having
to know the topological structure of the other ones. For huge networks, a two-level hierarchy
may be insufficient; it may be necessary to group the regions into clusters, the clusters into
zones, the zones into groups, and so on, until we run out of names for aggregations. As an
example of a multilevel hierarchy, consider how a packet might be routed from Berkeley,
Cdlifornia, to Malindi, Kenya The Berkeley router would know the detailed topology within
California but would send al out-of-state traffic to the Los Angeles router. The Los Angeles
router would be able to route traffic directly to other domestic routers but would send all foreign
traffic to New York. The New Y ork router would be programmed to direct all traffic to the router
in the destination country responsible for handling foreign traffic, say, in Nairobi. Finally, the
packet would work its way down the tree in Kenya until it got to Malindi. Figure gives a
guantitative example of routing in a two-level hierarchy with five regions. The full routing table
for router 1A has 17 entries, as shown in Fig. (b). When routing is done hierarchicaly, as in Fig.
5-14(c), there are entries for all the local routers, as before, but all other regions are condensed
into a single router, so all traffic for region 2 goes via the 1B-2A line, but the rest of the remote
traffic goes viathe 1C-3B line. Hierarchical routing has reduced the table from 17 to 7 entries. As
the ratio of the number of regions to the number of routers per region grows, the savings in table
space increase. Unfortunately, these gains in space are not free. There is a penalty to be paid:
increased path length. For example, the best route from 1A to 5C is via region 2,but with
hierarchical routing al traffic to region 5 goes via region 3, because that is better for most
destinations in region 5.When a single network becomes very large, an interesting question is
““how many levels should the hierarchy have?’” For example, consider a network with 720
routers. If there is no hierarchy, each router needs 720 routing table entries. If the network is
partitioned into 24 regions of 30 routers each, each router needs 30 local entries plus 23 remote
entries for a total of 53 entries. If a three-level hierarchy is chosen, with 8 clusters each
containing 9 regions of 10 routers, each router needs 10 entries for local routers, 8 entries for
routing to other regions within its own cluster, and 7 entries for distant clusters, for atotal of 25
entries. Kamoun and Kleinrock (1979) discovered that the optimal number of levels for an N
router network isln N, requiring a total of e In N entries per router. They have also shown that
the increase in effective mean path length caused by hierarchical routing is sufficiently small that
itisusually acceptable.
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Hierarchical routing.

CONGESTION CONTROL ALGORITHMS

Too many packets present in (a part of) the network causes packet delay and loss that degrades
performance. This situation is called congestion. The network and transport layers share the
responsibility for handling congestion. Since congestion occurs within the network, it is the
network layer that directly experiences it and must ultimately determine what to do with the
excess packets. However, the most effective way to control congestion is to reduce the load that
the transport layer is placing on the network. This requires the network and transport layers to
work together. In this chapter we will look at the network aspects of congestion. In Chap. 6, we
will complete the topic by covering the transport aspects of congestion. Figure depicts the onset
of congestion. When the number of packets hosts send into the network is well within its
carrying capacity, the number delivered is proportional to the number sent. If twice as many are
sent, twice as many are delivered. However, as the offered |oad approaches the carrying capacity,
bursts of traffic occasionaly fill up the buffers inside routers and some packets are lost. These
lost packets consume some of the capacity, so the number of delivered packets fals below the
ideal curve. The network is now congested.
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With too much traffic, performance drops sharply.

Unless the network is well designed, it may experience a congestion collapse, in which
performance plummets as the offered load increases beyond the capacity. This can happen
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because packets can be sufficiently delayed inside the network that they are no longer useful
when they leave the network. For example, in the early Internet, the time a packet spent waiting
for a backlog of packets ahead of it to be sent over a slow 56-kbps link could reach the maximum
time it was allowed to remain in the network. It then had to be thrown away. A different failure
mode occurs when senders retransmit packets that are greatly delayed, thinking that they have
been lost. In this case, copies of the same packet will be delivered by the network, again wasting
its capacity. To capture these factors, the y-axis of Fig. isgiven as good put, which isthe rate at
which useful packets are delivered by the network. We would like to design networks that avoid
congestion where possible and do not suffer from congestion collapse if they do become
congested. Unfortunately, congestion cannot wholly be avoided. If al of a sudden, streams of
packets begin arriving on three or four input lines and all need the same output line, a queue will
build up. If there is insufficient memory to hold all of them, packets will be lost. Adding more
memory may help up to a point, but Nagle (1987) realized that if routers have an infinite amount
of memory, congestion gets worse, not better. This is because by the time packets get to the front
of the queue, they have already timed out (repeatedly) and duplicates have been sent. This makes
matters worse, not better—it leads to congestion collapse. Low-bandwidth links or routers that
process packets more slowly than the line rate can also become congested. In this case, the
situation can be improved by directing some of the traffic away from the bottleneck to other parts
of the network. Eventually, however, all regions of the network will be congested. In this
situation, there is no alternative but to shed load or build a faster network. It isworth pointing out
the difference between congestion control and flow control, as the relationship is a very subtle
one. Congestion control has to do with making sure the network is able to carry the offered
traffic. It is a global issue, involving the behavior of al the hosts and routers. Flow control, in
contrast, relates to the traffic between a particular sender and a particular receiver. Its job is to
make sure that a fast sender cannot continually transmit data faster than the receiver is able to
absorb it. To see the difference between these two concepts, consider a network made up of 100-
Gbps fiber optic links on which a supercomputer is trying to force feed a large file to a personal
computer that is capable of handling only 1 Gbps. Although there is no congestion (the network
itself is not in trouble), flow control is needed to force the supercomputer to stop frequently to
give the personal computer chance to breathe. At the other extreme, consider a network with 1-
Mbps lines and 1000 large computers, half of which are trying to transfer files at 100 kbps to the
other half. Here, the problem is not that of fast senders overpowering slow receivers, but that the
total offered traffic exceeds what the network can handle.

The reason congestion control and flow control are often confused is that the best way to handle
both problems is to get the host to slow down. Thus, a host can get a ““slow down’’ message
either because the receiver cannot handle the load or because the network cannot handle it. We
will come back to this point in Chap. 6. We will start our study of congestion control by looking
at the approaches that can be used at different time scales. Then we will look at approaches to
preventing congestion from occurring in the first place, followed by approaches for coping with
itonceit has set in.

Approachesto Congestion Control

The presence of congestion means that the load is (temporarily) greater than the resources (in a
part of the network) can handle. Two solutions come to mind: increase the resources or decrease
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the load. As shown in Fig., these solutions are usually applied on different time scales to either
prevent congestion or react to it once it has occurred.
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Timescales of approaches to congestion control.

The most basic way to avoid congestion is to build a network that is well matched to the traffic
that it carries. If there is a low-bandwidth link on the path along which most traffic is directed,
congestion is likely. Sometimes resources on spare routers or enabling lines that are normally
used only as backups (to make the system fault tolerant) or purchasing bandwidth on the open
market. More often, links and routers that are regularly heavily utilized are upgraded at the
earliest opportunity. This is called provisioning and happens on a time scale of months, driven
by long-term traffic trends. To make the most of the existing network capacity, routes can be
tailored to traffic patterns that change during the day as network user’s wake and sleep in
different time zones. For example, routes may be changed to shift traffic away from heavily used
paths by changing the shortest path weights. Some local radio stations have helicopters flying
around their cities to report on road congestion to make it possible for their mobile listeners to
route their packets (cars) around hotspots. Thisis called traffic-aware routing. Splitting traffic
across multiple paths is also helpful. However, sometimes it is not possible to increase capacity.
The only way then to beat back the congestion is to decrease the load. In a virtual-circuit
network, new connections can be refused if they would cause the network to become congested.
This is called admission control. At a finer granularity, when congestion is imminent the
network can deliver feedback to the sources whose traffic flows are responsible for the problem.
The network can request these sources to throttle their traffic, or it can slow down the traffic
itself. Two difficulties with this approach are how to identify the onset of congestion, and how to
inform the source that needs to slow down. To tackle the first issue, routers can monitor the
average load, queuing delay, or packet loss. In all cases, rising numbers indicate growing
congestion. To tackle the second issue, routers must participate in a feedback loop with the
sources. For a scheme to work correctly, the time scale must be adjusted carefully. If every time
two packets arrive in arow, arouter yells STOP and every time arouter isidle for 20 sec, it yells
GO, the system will oscillate wildly and never converge. On the other hand, if it waits 30
minutes to make sure before saying anything, the congestion-control mechanism will react too
sluggishly to be of any use. Delivering timely feedback is a nontrivial matter. An added concern
is having routers send more messages when the network is aready congested.

Finally, when all else fails, the network is forced to discard packets that it cannot deliver. The
general name for thisis load shedding. A good policy for choosing which packets to discard can
help to prevent congestion collapse.

Traffic-Aware Routing

The first approach we will examine istraffic-aware routing. The routing schemes we looked at in
Sec used fixed link weights. These schemes adapted to changes in topology, but not to changes
inload. The goal in taking load into account when computing routes isto shift traffic away from
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hotspots that will be the first places in the network to experience congestion. The most direct way
to do thisisto set the link weight to be a function of the (fixed) link bandwidth and propagation
delay plus the (variable) measured load or average queuing delay. Least-weight paths will then
favor paths that are more lightly loaded, all else being equal. Traffic-aware routing was used in
the early Internet according to this model (Khanna and Zinky, 1989). However, there is a peril.
Consider the network of Fig., which is divided into two parts, East and West, connected by two
links, CF and El. Suppose that most of the traffic between East and West is using link CF, and,
as a result, this link is heavily loaded with long delays. Including queuing delay in the weight
used for the shortest path calculation will make ElI more attractive. After the new routing tables
have been installed, most of the East-West traffic will now go over El, loading this link.
Consequently, in the next update, CF will appear to be the shortest path. As a result, the routing
tables may oscillate wildly, leading to erratic routing and many potential problems.

A network in which the East and West parts are connected by two links.

If load is ignored and only bandwidth and propagation delay are considered, this problem does
not occur. Attempts to include load but change weights within a narrow range only slow down
routing oscillations. Two techniques can contribute to a successful solution. The first is multipath
routing, in which there can be multiple paths from a source to a destination. In our example this
means that the traffic can be spread across both of the East to West links. The second oneis for
the routing scheme to shift traffic across routes slowly enough that it is able to converge, asin the
scheme of Gallagher (1977).Given these difficulties, in the Internet routing protocols do not
generdly adjust their routes depending on the load. Instead, adjustments are made outside the
routing protocol by slowly changing itsinputs. Thisiscalled traffic engineering.

Admission Control

One technique that is widely used in virtual-circuit networks to keep congestion at bay is
admission control. Theideais simple: do not set up a new virtual circuit unless the network can
carry the added traffic without becoming congested. Thus, attempts to set up avirtual circuit may
fail. This is better than the alternative, as letting more people in when the network is busy just
makes matters worse. By anaogy, in the telephone system, when a switch gets overloaded it
practices admission control by not giving dial tones. The trick with this approach is working out
when a new virtual circuit will lead to congestion. The task is straightforward in the telephone
network because of the fixed bandwidth of calls (64 kbps for uncompressed audio). However,
virtual circuits in computer networks come in all shapes and sizes. Thus, the circuit must come
with some characterization of its traffic if we are to apply admission control. Traffic is often
described in terms of its rate and shape. The problem of how to describeit in asimple yet
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meaningful way is difficult because traffic is typically bursty—the average rate is only half the
story. For example, traffic that varies while browsing the Web is more difficult to handle than a
streaming movie with the same long-term throughput because the bursts of Web traffic are more
likely to congest routers in the network. A commonly used descriptor that captures this effect is
the leaky bucket or token bucket. A leaky bucket has two parameters that bound the average
rate and the instantaneous burst size of traffic. Since leaky buckets are widely used for quality of
service, we will go over them in detail in Sec. Armed with traffic descriptions, the network can
decide whether to admit the new virtua circuit. One possibility is for the network to reserve
enough capacity along the paths of each of its virtual circuits that congestion will not occur. In
this case, the traffic description is a service agreement for what the network will guarantee its
users. We have prevented congestion but veered into the related topic of quality of service alittle
too early; we will return to it in the next section. Even without making guarantees, the network
can use traffic descriptions for admission control. The task is then to estimate how many circuits
will fit within the carrying capacity of the network without congestion. Suppose that virtua
circuits that may blast traffic at rates up to 10 Mbps all pass through the same 100-Mbps physical
link. How many circuits should be admitted? Clearly, 10 circuits can be admitted without risking
congestion, but this is wasteful in the normal case since it may rarely happen that al 10 are
transmitting full blast at the same time. In real networks, measurements of past behavior that
capture the statistics of transmissions can be used to estimate the number of circuits to admit, to
trade better performance for acceptable risk. Admission control can also be combined with
traffic-aware routing by considering routes around traffic hotspots as part of the setup procedure.
For example, consider the network illustrated in Fig (), in which two routers are congested, as
indicated.

LN (B

(a) A congested network. (b) The portion of the network that is not congested. A virtual circuit
from A to B is also shown.

Suppose that a host attached to router A wants to set up a connection to a host attached to router
B. Normally, this connection would pass through one of the congested routers. To avoid this
situation, we can redraw the network as shown in Fig. 5-24(b), omitting the congested routers
and all of their lines. The dashed line shows a possible route for the virtual circuit that avoids the
congested routers. Shaikh et a. (1999) give adesign for this kind of load-sensitive routing.

108



UNIT -1V
I nter networking

Until now, we have implicitly assumed that there is a single homogeneous network, with each
machine using the same protocol in each layer. Unfortunately, this assumption is wildly
optimistic. Many different networks exist, including PANs, LANs, MANs, and WANs. We have
described Ethernet, Internet over cable, the fixed and mobile telephone networks, 802.11, 802.16,
and more. Numerous protocols are in widespread use across these networks in every layer. In the
following sections, we will take a careful 1ook at the issues that arise when two or more networks
are connected to form an inter networ k, or more simply an inter net.

It would be much simpler to join networks together if everyone used a single networking
technology, and it is often the case that there is a dominant kind of network, such as Ethernet.
Some pundits speculate that the multiplicity of technologies will go away as soon as everyone
realizes how wonderful [fill in your favorite network] is. Do not count on it. History shows this
to be wishful thinking. Different kinds of networks grapple with different problems, so, for
example, Ethernet and satellite networks are aways likely to differ. Reusing existing systems,
such as running data networks on top of cable, the telephone network, and power lines, adds
constraints that cause the features of the networks to diverge. Heterogeneity is here to stay. If
there will aways be different networks, it would be simpler if we did not need to interconnect
them. This dso is unlikely. Bob Metcalfe postulated that the value of a network with N nodes is
the number of connections that may be made between the nodes, or N2 (Gilder, 1993).

This means that |arge networks are much more valuable than small networks because they allow
many more connections, so there always will be an incentive to combine smaller networks. The
Internet is the prime example of this interconnection. (We will write Internet with a capital ““1”’
to distinguish it from other internets, or connected networks.)The purpose of joining al these
networks isto alow users on any of them to communicate with users on all the other ones. When
you pay an ISP for Internet service, you may be charged depending on the bandwidth of your
line, but what you are really paying for isthe ability to exchange packets with any other host that
is aso connected to the Internet. After dl, the Internet would not be very popular if you could
only send packets to other hosts in the same city. Since networks often differ in important ways,
getting packets from one network to another is not always so easy. We must address problems of
heterogeneity, and also problems of scale as the resulting internet grows very large. We will
begin by looking at how networks can differ to see what we are up against. Then we shall see the
approach used so successfully by IP (Internet Protocol), the network layer protocol of the
Internet, including techniques for tunneling through networks, routing in internetworks, and
packet fragmentation.

Tunneling

Handling the general case of making two different networks interwork is exceedingly difficult.
However, there is a common special case that is manageable even for different network
protocols. This case is where the source and destination hosts are on the same type of network,
but there is a different network in between. As an example, think of an international bank with
an IPv6 network in Paris, an IPv6 network in London and connectivity between the offices via
the IPv4 Internet. This situation is shown in Fig.
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Tunneling a packet from Paris to London.

The solution to this problem is a technique called tunneling. To send an IP packet to a host in
the London office, a host in the Paris office constructs the packet containing an 1Pv6 address in
London, and sends it to the multiprotocol router that connects the Paris IPv6 network to the IPv4
Internet. When this router gets the IPv6 packet, it encapsulates the packet with an IPv4 header
addressed to the IPv4 side of the multiprotocol router that connects to the London 1Pv6 network.

That is, the router puts a (IPv6) packet inside a (1Pv4) packet. When this wrapped packet arrives,
the London router removes the original 1Pv6 packet and sends it onward to the destination host.

The path through the IPv4 Internet can be seen as a big tunnel extending from one multiprotocol
router to the other. The IPv6 packet just travels from one end of the tunnel to the other, snug in
its nice box. It does not have to worry about dealing with IPv4 at all. Neither do the hosts in Paris
or London. Only the multiprotocol routers have to understand both IPv4 and IPv6 packets. In
effect, the entire trip from one multiprotocol router to the other islike ahop over asingle link.

An analogy may make tunneling clearer. Consider a person driving her car from Paris to London.
Within France, the car moves under its own power, but when it hits the English Channdl, it is
loaded onto a high-speed train and transported to England through the Chunnel (cars are not
permitted to drive through the Chunnel). Effectively, the car is being carried as freight, as
depicted in Fig. At the far end, the car is let loose on the English roads and once again continues
to move under its own power. Tunneling of packets through a foreign network works the same
way. Tunneling iswidely used to connect isolated hosts and networks using other networks. The
network that results is called an overlay since it has effectively been overlaid on the base
network. Deployment of a network protocol with a new feature is a common reason, as our
““IPv6 over IPv4’’ example shows. The disadvantage of tunneling isthat none of the hosts on the
network that are tunneled over can be reached because the packets cannot escape in the middle of
the tunnel.
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However, this limitation of tunnels is turned into an advantage with VPNs (Virtual Private
Networks). A VPN issimply an overlay that is used to provide a measure of security.

I nter networ k Routing

Routing through an internet poses the same basic problem as routing within a single network, but
with some added complications. To start, the networks may internally use different routing
algorithms. For example, one network may use link state routing and another distance vector
routing. Since link state algorithms need to know the topology but distance vector algorithms do
not, this difference alone would make it unclear how to find the shortest paths across the internet.
Networks run by different operators lead to bigger problems. First, the operators may have
different ideas about what is a good path through the network. One operator may want the route
with the least delay, while another may want the most inexpensive route. This will lead the
operators to use different quantities to set the shortest-path costs (e.g., milliseconds of delay vs.
monetary cost). The weights will not be comparable across networks, so shortest paths on the
internet will not be well defined. Worse yet, one operator may not want another operator to even
know the details of the paths in its network, perhaps because the weights and paths may reflect
sensitive information (such as the monetary cost) that represents a competitive business
advantage. Finaly, the internet may be much larger than any of the networks that comprise it. It
may therefore require routing algorithms that scale well by using a hierarchy; even if none of the
individual networks need to use a hierarchy. All of these considerations lead to a two-level
routing algorithm. Within each network, an intra domain or interior gateway protocol is used
for routing.(*‘Gateway’’ is an older term for “‘router.””) It might be a link state protocol of the
kind we have already described. Across the networks that make up the internet, an inter domain
or exterior gateway protocol isused. The networks may all use different intra domain protocols,
but they must use the same inter domain protocol. In the Internet, the inter domain routing
protocol iscaled BGP (Border Gateway Protocal).

We will there is one more important term to introduce. Since each network is operated
independently of al the others, it is often referred to as an AS (Autonomous System). A good
mental model for an ASis an ISP network. In fact, an ISP network may be comprised of more
than one AS, if it is managed, or, has been acquired, as multiple networks. But the difference is
usually not significant. The two levels are usually not strictly hierarchical, as highly suboptimal
paths might result if a large international network and a small regional network were both
abstracted to be a single network. However, relatively little information about routes within the
networks is exposed to find routes across the internetwork.

This helps to address al of the complications. It improves scaling and lets operators freely select
routes within their own networks using a protocol of their choosing. It aso does not require
weights to be compared across networks or expose sensitive information outside of networks.
However, we have said little so far about how the routes across the networks of the internet are
determined. In the Internet, a large determining factor is the business arrangements between
ISPs. Each ISP may charge or receive money from the other 1SPs for carrying traffic. Another
factor isthat if internetwork routing requires crossing international boundaries, various laws may
suddenly come into play, such as Sweden’s strict privacy laws about exporting persona data
about Swedish citizens from Sweden. All of these nontechnical factors are wrapped up inthe
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concept of arouting policy that governs the way autonomous networks select the routes that
they use. We will return to routing policies when we describe BGP.

Packet Fragmentation

Each network or link imposes some maximum size on its packets. These limits have
various causes, among them

1. Hardware (e.g., the size of an Ethernet frame).

2. Operating system (e.g., all buffers are 512 bytes).

3. Protocols (e.g., the number of bits in the packet length field).

4. Compliance with some (inter)national standard.

5. Desire to reduce error-induced retransmissions to some level.

6. Desire to prevent one packet from occupying the channel too long.

The result of all these factors is that the network designers are not free to choose any old
maximum packet size they wish. Maximum payloads for some common technologies are 1500
bytes for Ethernet and 2272 bytes for 802.11. IP is more generous, allows for packets as big as
65,515 bytes. Hosts usually prefer to transmit large packets because this reduces packet
overheads such as bandwidth wasted on header bytes. An obvious internetworking problem
appears when a large packet wants to travel through a network whose maximum packet size is
too small. This nuisance has been a persistent issue, and solutions to it have evolved aong with
much experience gained on the Internet. One solution isto make sure the problem does not occur
in the first place. However, thisis easier said than done. A source does not usually know the path
a packet will take through the network to a destination, so it certainly does not know how small
packets must be to get there. This packet size is called the Path MTU (Path Maximum
Transmission Unit). Even if the source did know the path MTU, packets are routed
independently in a connectionless network such as the Internet. This routing means that paths
may suddenly change, which can unexpectedly change the path MTU. The aternative solution to
the problem is to alow routers to break up packets into fragments, sending each fragment as a
separate network layer packet. However, as every parent of a small child knows, converting a
large object into small fragments is considerably easier than the reverse process. (Physicists have
even given this effect a name: the second law of thermodynamics.) Packet-switching networks,
too, have trouble putting the fragments back together again. Two opposing strategies exist for
recombining the fragments back into the origina packet. The first strategy is to make
fragmentation caused by a ‘*small packet’” network transparent to any subsequent networks
through which the packet must pass on its way to the ultimate destination. This option is shown
in Fig (a). In this approach, when an oversized packet arrives at G1, the router breaks it up into
fragments. Each fragment is addressed to the same exit router, G2, where the pieces are
recombined. In this way, passage through the small-packet network is made transparent.
Subsequent networks are not even aware that fragmentation has occurred.

Transparent fragmentation is straightforward but has some problems. For one thing, the exit
router must know when it has received all the pieces, so either a count field or an “‘end of
packet’” bit must be provided. Also, because all packets must exit via the same router so that they
can be reassembled, the routes are constrained. By not allowing some fragments to follow one
route to the ultimate destination and other fragments a digjoint route, some performance may be
lost. More significant isthe amount of work that the router may have to do. It may need to
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buffer the fragments as they arrive, and decide when to throw them away if not all of the
fragments arrive. Some of this work may be wasteful, too, as the packet may pass through a
series of small packet networks and need to be repeatedly fragmented and reassembled. The
other fragmentation strategy is to refrain from recombining fragments at any intermediate
routers. Once a packet has been fragmented, each fragment is
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(a) Transparent fragmentation. (b) Nontransparent fragmentation.
treated as though it were an original packet. The routers pass the fragments, as shown in Fig. (b),
and reassembly is performed only at the destination host. The main advantage of nontransparent
fragmentation is that it requires routers to do less work. 1P works this way. A complete design
requires that the fragments be numbered in such a way that the original data stream can be
reconstructed.

The design used by IP isto give every fragment a packet number (carried on al packets), an
absolute byte offset within the packet, and a flag indicating whether it is the end of the packet.
An example is shown in Fig. While simple, this design has some attractive properties. Fragments
can be placed in a buffer at the destination in the right place for reassembly, even if they arrive
out of order.

Fragments can also be fragmented if they pass over a network with a yet smaller MTU. Thisis
shown in Fig. (c). Retransmissions of the packet (if all fragments were not received) can be
fragmented into different pieces. Finaly, fragments can be of arbitrary size, down to a single
byte plus the packet header. In all cases, the destination simply uses the packet number and
fragment offset to place the data in the right position, and the end-of-packet flag to determine
when it has the complete packet. Unfortunately, this design still has problems. The overhead can
be higher than with transparent fragmentation because fragment headers are now carried over
some links where they may not be needed. But the real problem is the existence of fragmentsin
the first place. Kent and Mogul (1987) argued that fragmentation is detrimental to performance
because, as well as the header overheads, a whole packet islost if any of its fragments are lost
and because fragmentation is more of a burden for hosts than was originally realized.
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This leads us back to the original solution of getting rid of fragmentation in the network, the
strategy used in the modern Internet. The process is called path MTU discovery (Mogul and
Deering, 1990). It works as follows. Each IP packet is sent with its header bits set to indicate that
no fragmentation is allowed to be performed. If a router receives a packet that is too large, it
generates an error packet, returns it to the source, and drops the packet. This is shown in Fig.
When the source receives the error packet, it uses the information inside to refragment the packet
into pieces that are small enough for the router to handle. If a router further down the path has an
even smaller MTU, the process is repeated.
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Path MTU discovery.

The advantage of path MTU discovery is that the source now knows what length packet to send.
If the routes and path MTU change, new error packets will be triggered and the source will adapt
to the new path. However, fragmentation is still needed between the source and the destination
unless the higher layers learn the path MTU and pass the right amount of datato IP. TCP and IP
are typically implemented together (as ““TCP/IP’*) to be able to pass this sort of information.
Even if this is not done for other protocols, fragmentation has still been moved out of the
network and into the hosts. The disadvantage of path MTU discovery is that there may be added
startup delays simply to send a packet. More than one round-trip delay may be needed to probe
the path and find the MTU before any datais delivered to the destination. This begs the question
of whether there are better designs. The answer isprobably ““Yes.”” Consider the design in which
each router simply truncates packets that exceed its MTU. This would ensure that the destination
learns the MTU as rapidly as possible (from the amount of data that was delivered) and receives
some of the data.
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ThelP Version 4 Protocol

An appropriate place to start our study of the network layer in the Internet is with the format of
the IP datagrams themselves. An IPv4 datagram consists of a header part and a body or payload
part. The header has a 20-byte fixed part and a variable-length optional part. The header format
isshown in Fig. 5-46. The bits are transmitted from left to right and top to bottom, with the high-
order bit of the Version field going first. (Thisisa ‘‘big-endian’” network byte order. On little
endian machines, such as Intel x86 computers, a software conversion is required on both
transmission and reception.) In retrospect, little endian would have been a better choice, but at
the time IP was designed, no one knew it would come to dominate computing.
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The IPv4 (Internet Protocol) header.

The Version field keeps track of which version of the protocol the datagram belongs to. Version
4 dominates the Internet today, and that is where we have started our discussion. By including
the version at the start of each datagram, it becomes possible to have a transition between
versions over along period of time. In fact, IPv6, the next version of IP, was defined more than a
decade ago, yet isonly just beginning to be deployed. We will describe it later in this section. Its
use will eventualy be forced when each of China’s almost 231 people has a desktop PC, a
laptop, and an IP phone. As an aside on numbering, IPv5 was an experimental real-time stream
protocol that was never widely used.

Since the header length is not constant, afield in the header, IHL, is provided to tell how long the
header is, in 32-bit words. The minimum value is 5, which applies when no options are present.
The maximum value of this 4-bit field is 15, which limits the header to 60 bytes, and thus the
Options field to 40 bytes. For some options, such as one that records the route a packet has taken,
40 bytesis far too small, making those options useless. The Differentiated services field is one of
the few fields that has changed its meaning (slightly) over the years. Originally, it was called the
Type of service field. It was and still is intended to distinguish between different classes of
service.

Various combinations of reliability and speed are possible. For digitized voice, fast delivery
beats accurate delivery. For file transfer, error-free transmission is more important than fast
transmission. The Type of service field provided 3 bits to signal priority and 3 bits to signa
whether a host cared more about delay, throughput, or reliability. However, no one really knew
what to do with these bits at routers, so they were left unused for many years. When
differentiated services were designed, IETF threw in the towel and reused this field. Now, the top
6 bits are used to mark the packet with its service class; we described the expedited and assured
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services earlier in this chapter. The bottom 2 bits are used to carry explicit congestion
notification information, such as whether the packet has experienced congestion; we described
explicit congestion notification as part of congestion control earlier in this chapter. The Total
length includes everything in the datagram—both header and data. The maximum length is
65,535 bytes. At present, this upper limit is tolerable, but with future networks, larger
datagram’s may be needed. The Identification field is needed to alow the destination host to
determine which packet a newly arrived fragment belongs to. All the fragments of a packet
contain the same Identification value.

Next comes an unused bit, which is surprising, as available rea estate in the IP header is
extremely scarce. As an April fool’s joke, Bellovin (2003) proposed using this bit to detect
malicious traffic. This would greatly simplify security, as packets with the *‘evil’” bit set would
be known to have been sent by attackers and could just be discarded. Unfortunately, network
security is not this simple. Then come two 1-bit fields related to fragmentation. DF stands for
Don’t Fragment. It is an order to the routers not to fragment the packet. Originaly, it was
intended to support hosts incapable of putting the pieces back together again. Now it is used as
part of the process to discover the path MTU, which is the largest packet that can travel along a
path without being fragmented. By marking the datagram with the DF bit, the sender knows it
will either arrive in one piece, or an error message will be returned to the sender. MF stands for
More Fragments. All fragments except the last one have this bit set. It is needed to know when
all fragments of a datagram have arrived. The Fragment offset tells where in the current packet
this fragment belongs.

All fragments except the last one in a datagram must be a multiple of 8 bytes, the elementary
fragment unit. Since 13 hits are provided, there is a maximum of 8192 fragments per datagram,
supporting a maximum packet length up to the limit of the Total length field. Working together,
the Identification, MF, and Fragment offset fields are used to implement fragmentation as
described in Sec. 5.5.5.The TtL (Time to live) field is a counter used to limit packet lifetimes. It
was originally supposed to count time in seconds, allowing a maximum lifetime of 255 sec. It
must be decremented on each hop and is supposed to be decremented multiple times when a
packet is queued for along time in arouter. In practice, it just counts hops. When it hits zero, the
packet is discarded and a warning packet is sent back to the source host. This feature prevents
packets from wandering around forever, something that otherwise might happen if the routing
tables ever become corrupted.

When the network layer has assembled a complete packet, it needs to know what to do with it.
The Protocol field tells it which transport process to give the packet to. TCP is one possibility,
but so are UDP and some others. The numbering of protocols is global across the entire Internet.
Protocols and other assigned numbers were formerly listed in RFC 1700, but nowadays they are
contained in an online database located at www.iana.org. Since the header carries vita
information such as addresses, it rates its own checksum for protection, the Header checksum.
The algorithm isto add up all the 16-bit half words of the header as they arrive, using one’s
complement arithmetic, and then take the one’s complement of the result. For purposes of this
algorithm, the Header checksum is assumed to be zero upon arrival. Such a checksum is useful
for detecting errors while the packet travels through the network. Note that it must be
recomputed at each hop because at least one field always changes (the Time to live field), but
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tricks can be used to speed up the computation. The Source address and Destination address
indicate the IP address of the source and destination network interfaces. The Options field was
designed to provide an escape to alow subsequent versions of the protocol to include
information not present in the original design, to permit experimenters to try out new ideas, and
to avoid allocating header bits to information that is rarely needed. The options are of variable
length. Each begins with a 1-byte code identifying the option. Some options are followed by a 1-
byte option length field, and then one or more data bytes. The Options field is padded out to a
multiple of 4 bytes. Originaly, the five options listed in Fig. were defined.

The Security option tells how secret the information is. In theory, a military router might use this
field to specify not to route packets through certain countries the military considers to be “‘bad
guys.”” In practice, all routers ignoreit, so its only practical function isto help spies find the good
stuff more easily. The Strict source routing option gives the complete path from source to
destination as a sequence of |P addresses. The datagram is required to follow that
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exact route. It is most useful for system managers who need to send emergency packets when the
routing tables have been corrupted, or for making timing measurements. The Loose source
routing option requires the packet to traverse the list of routers specified, in the order specified,
but it is alowed to pass through other routers on the way. Normally, this option will provide only
afew routers, to force a particular path. For example, to force a packet from London to Sydney to
go west instead of east, this option might specify routers in New York, Los Angeles, and
Honolulu. This option is most useful when political or economic considerations dictate passing
through or avoiding certain countries.

The Record route option tells each router along the path to append its IP address to the Options
field. This alows system managers to track down bugs in the routing algorithms (‘*Why are
packets from Houston to Dallas visiting Tokyo first?’”). When the ARPANET was first set up, no
packet ever passed through more than nine routers, so 40 bytes of options was plenty. As
mentioned above, now it is too small. Finally, the Timestamp option is like the Record route
option, except that in addition to recording its 32-bit |P address, each router aso records a 32-bit
timestamp. This option, too, is mostly useful for network measurement. Today, IP options have
fallen out of favor. Many routers ignore them or do not process them efficiently, shunting them
to the side as an uncommon case. That is, they are only partly supported and they are rarely used.

IPVersion 6

IP has been in heavy use for decades. It has worked extremely well, as demonstrated by the
exponential growth of the Internet. Unfortunately, IP has become a victim of its own popularity:
itiscloseto running out of addresses. Even with CIDR and NAT using addresses more
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sparingly, the last IPv4 addresses are expected to be assigned by ICANN before the end of 2012.
This looming disaster was recognized aimost two decades ago, and it sparked a great dea of
discussion and controversy within the Internet community about what to do about it. In this
section, we will describe both the problem and several proposed solutions. The only long-term
solution isto moveto larger addresses. | Pv6 (I P version 6) isa replacement design that does just
that. It uses 128-bit addresses; a shortage of these addresses is not likely any time in the
foreseeable future. However, IPv6 has proved very difficult to deploy. It is a different network
layer protocol that does not realy interwork with 1Pv4, despite many similarities. Also,
companies and users are not really sure why they should want IPv6 in any case. The result is that
IPv6 is deployed and used on only a tiny fraction of the Internet (estimates are 1%) despite
having been an Internet Standard since 1998. The next several years will be an interesting time,
as the few remaining IPv4 addresses are allocated. Will people start to auction off their 1Pv4
addresses on eBay? Will a black market in them spring up? Who knows? In addition to the
address problems, other issues loom in the background. In its early years, the Internet was largely
used by universities, high-tech industries, and the U.S. Government (especially the Dept. of
Defense). With the explosion of interest in the Internet starting in the mid-1990s, it began to be
used by a different group of people, often with different requirements. For one thing, numerous
people with smart phones use it to keep in contact with their home bases. For another, with the
impending convergence of the computer, communication, and entertainment industries, it may
not be that long before every telephone and television set in the world is an Internet node,
resulting in a billion machines being used for audio and video on demand. Under these
circumstances, it became apparent that 1P had to evolve and become more flexible. Seeing these
problems on the horizon, in 1990 IETF started work on a new version of IP, one that would never
run out of addresses, would solve a variety of other problems, and be more flexible and efficient
aswell. Its mgjor goals were:

1. Support billions of hosts, even with inefficient address allocation.

2. Reduce the size of the routing tables.

3. Simplify the protocol, to allow routers to process packets faster.

4. Provide better security (authentication and privacy).

5. Pay more attention to the type of service, particularly for real-time data.

6. Aid multicasting by allowing scopes to be specified.

7. Make it possible for a host to roam without changing its address.

8. Allow the protocol to evolve in the future.

9. Permit the old and new protocols to coexist for years.

The design of 1Pv6 presented a major opportunity to improve all of the features in IPv4 that fall
short of what is now wanted. To develop a protocol that met all these requirements, IETF issued
acal for proposas and discussion in RFC 1550. Twenty-one responses were initially received.
By December 1992, seven serious proposals were on the table. They ranged from making minor
patches to 1P, to throwing it out altogether and replacing it with a completely different protocol.
One proposal was to run TCP over CLNP, the network layer protocol designed for OSI. With its
160-bit addresses, CLNP would have provided enough address space forever as it could give
every molecule of water in the oceans enough addresses (roughly 25) to set up a small network.
This choice would also have unified two major network layer protocols. However, many people
felt that this would have been an admission that something in the OSI world was actually done
right, a statement considered Politically Incorrect in Internet circles. CLNP was patterned closely
on IP, so the two are not really that different. In fact, the protocol ultimately chosen differsfrom
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IP far more than CLNP does. Another strike against CLNP was its poor support for servicetypes,
something required to transmit multimedia efficiently.

Three of the better proposals were published in IEEE Network (Deering, 1993; Francis, 1993;
and Katz and Ford, 1993). After much discussion, revision, and jockeying for position, a
modified combined version of the Deering and Francis proposals, by now caled SIPP (Simple
Internet Protocol Plus) was selected and given the designation | Pv6. IPv6 meets IETF’s goals
fairly well. It maintains the good features of |1P, discards or deemphasizes the bad ones, and adds
new ones where needed. In general, IPv6 is not compatible with 1Pv4, but it is compatible with
the other auxiliary Internet protocols, including TCP, UDP, ICMP, IGMP, OSPF, BGP, and
DNS, with small modifications being required to deal with longer addresses. The main features
of IPv6 are discussed below. More information about it can be found in RFCs 2460 through
2466.First and foremost, 1Pv6 has longer addresses than IPv4. They are 128 bits long, which
solves the problem that 1Pv6 set out to solve: providing an effectively unlimited supply of
Internet addresses. We will have more to say about addresses shortly. The second major
improvement of IPv6 is the simplification of the header. It contains only seven fields (versus 13
in IPv4). This change allows routers to process packets faster and thus improves throughput and
delay. We will discuss the header shortly, too. The third mgor improvement is better support for
options. This change was essential with the new header because fields that previously were
required are now optional (because they are not used so often). In addition, the way options are
represented is different, making it ssimple for routers to skip over options not intended for them.
This feature speeds up packet processing time.

A fourth area in which IPv6 represents a big advance is in security. IETF had its fill of
newspaper stories about precocious 12-year-olds using their personal computers to break into
banks and military bases all over the Internet. There was a strong feeling that something had to
be done to improve security. Authentication and privacy are key features of the new IP. These
were later retrofitted to IPv4, however, so in the area of security the differences are not so great
any more. Finally, more attention has been paid to quality of service. Various halfhearted efforts
to improve QoS have been made in the past, but now, with the growth of multimedia on the
Internet, the sense of urgency isgreater.

The Main I Pv6 Header

The IPv6 header is shown in Fig. 5-56. The Version field is always 6 for IPv6 (and 4 for IPv4).
During the transition period from IPv4, which has aready taken more than a decade, routers will
be able to examine this field to tell what kind of packet they have. As an aside, making this test
wastes afew instructions in the critical path, given that the data link header usually indicates the
network protocol for de-multiplexing, so some routers may skip the check. For example, the
Ethernet Type field has different values to indicate an IPv4 or an IPv6 payload. The discussions
between the ““Do it right’” and ‘“Make it fast’” camps will no doubt be lengthy and vigorous.
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The Differentiated services field (originally called Traffic class) is used to distinguish the class
of service for packets with different rea-time delivery requirements. It is used with the
Differentiated service architecture for quality of service in the same manner as the field of the
same name in the 1Pv4 packet. Also, the low-order 2 bits are used to signal explicit congestion
indications, again in the same way as with IPv4.

The Flow label field provides a way for a source and destination to mark groups of packets that
have the same requirements and should be treated in the same way by the network, forming a
pseudo connection. For example, a stream of packets from one process on a certain source host to
a process on a specific destination host might have stringent delay requirements and thus need
reserved bandwidth. The flow can be set up in advance and given an identifier. When a packet
with a nonzero Flow label shows up, all the routers can look it up in internal tables to see what
kind of special treatment it requires. In effect, flows are an attempt to have it both ways: the
flexibility of a datagram network and the guarantees of a virtual-circuit network. Each flow for
quality of service purposes is designated by the source address, destination address, and flow
number. This design means that up to 220 flows may be active at the same time between a given
pair of |P addresses. It also means that even if two flows coming from different hosts but with the
same flow label pass through the same router, the router will be able to tell them apart using the
source and destination addresses. It is expected that flow labels will be chosen randomly, rather
than assigned sequentially starting at 1, so routers are expected to hash them. The Payload length
field tells how many bytes follow the 40-byte header of Fig. The name was changed from the
IPv4 Total length field because the meaning was changed dlightly: the 40 header bytes are no
longer counted as part of the length (as they used to be). This change means the payload can now
be 65,535 bytesinstead of a mere 65,515 bytes.

The Next header field lets the cat out of the bag. The reason the header could be simplified is that
there can be additional (optional) extension headers. This field tells which of the (currently) six
extension headers, if any, follow this one.

If this header is the last IP header, the Next header field tells which transport protocol handler

(e.g., TCP, UDP) to pass the packet to. The Hop limit field is used to keep packets from living
forever. It is, in practice, the same asthe Timeto live field in IPv4, namely, afield that is
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decremented on each hop. In theory, in IPv4 it was a time in seconds, but no router used it that
way, so the name was changed to reflect the way it is actually used. Next come the Source
address and Destination address fields. Deering’s original proposal, SIP, used 8-byte addresses,
but during the review process many people felt that with 8-byte addresses IPv6 would run out of
addresses within a few decades, whereas with 16-byte addresses it would never run out. Other
people argued that 16 bytes was overkill, whereas still others favored using 20-byte addresses to
be compatible with the OSI datagram protocol. Still another faction wanted variable-sized
addresses. After much debate and more than a few words unprintable in an academic textbook, it
was decided that fixed-length 16-byte addresses were the best compromise.

A new notation has been devised for writing 16-byte addresses. They are written as eight groups of
four hexadecimal digits with colons between the groups, like this:
8000:0000:0000:0000:0123:4567:89AB: CDEF Since many addresses will have many zeros inside
them, three optimizations have been authorized. First, leading zeros within a group can be omitted, so
0123 can be written as 123. Second, one or more groups of 16 zero bits can be replaced by a pair of
colons. Thus, the above address now becomes 8000::123:4567:89AB:CDEF Finally, IPv4 addresses
can be written as a pair of colons and an old dotted decimal number, for example: ::192.31.20.46
Perhaps it is unnecessary to be so explicit about it, but there are alot of 16-

byte addresses. Specifically, there are 2128 of them. which is approximately 3 ~ [11038. If

the entire earth, land and water, were covered with computers, [Pv6 would allow 7 11771023 [P
addresses per sguare meter. Students of chemistry will notice that this number is larger than
Avogadro’s number. While it was not the intention to give every molecule on the surface of the
earth its own IP address, we are not that far off. In practice, the address space will not be used
efficiently, just as the telephone number address space is not (the area code for Manhattan, 212,
is nearly full, but that for Wyoming, 307, is nearly empty). In RFC 3194, Durand and Huitema
calculated that, using the allocation of telephone numbers as a guide, even in the most pessimistic
scenario there will still be well over 1000 IP addresses per square meter of the entire earth’s
surface (land and water). In any likely scenario, there will be trillions of them per square meter.
In short, it seems unlikely that we will run out in the foreseeable future. It is instructive to
compare the IPv4 header (Fig.) with the IPv6 header (Fig) to see what has been left out in IPv6.
The IHL field is gone because the 1Pv6 header has a fixed length. The Protocol field was taken
out because the Next header field tells what follows the last IP header (e.g., a UDP or TCP
segment).All the fields relating to fragmentation were removed because IPv6 takes a different
approach to fragmentation. To start with, all 1Pv6-conformant hosts are expected to dynamically
determine the packet size to use. They do this using the path MTU discovery procedure we
described in Sec. 5.5.5. In brief, when a host sends an 1Pv6 packet that is too large, instead of
fragmenting it, the router that is unable to forward it drops the packet and sends an error message
back to the sending host. This message tells the host to break up al future packets to that
destination. Having the host send packets that are the right size in the first place is ultimately
much more efficient than having the routers fragment them on the fly. Also, the minimum-size
packet that routers must be able to forward has been raised from 576 to 1280 bytes to allow 1024
bytes of data and many headers. Finally, the Checksum field is gone because calculating it greatly
reduces performance. With the reliable networks now used, combined with the fact that the data
link layer and transport layers normally have their own checksums, the value of yet another
checksum was deemed not worth the performance price it extracted. Removing al these
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features has resulted in a lean and mean network layer protocol. Thus, the goal of IPv6—a fast,
yet flexible, protocol with plenty of address space—is met by this design.

Extension Headers

Some of the missing IPv4 fields are occasionadly still needed, so IPv6 introduces the concept of
(optional) extension headers. These headers can be supplied to provide extra information, but
encoded in an efficient way. Six kinds of extension headers are defined at present, as listed in
Fig. Each oneisoptional, but if more than one is present they must appear directly after the fixed
header, and preferably in the order listed.

Extension header Description
Hop-by-hop options Misceflaneaus informabon for routers
Destination cptions Addstional imormation for the destination
Houting Locee list of routers to vist
Fragmentaticon Manzgement of datagram fragments
Authentication Verfication of the sender's identity
Encrypted secunty pavioad | Information abowt the encrypied contends

|Pv6 extension headers

Some of the headers have a fixed format; others contain a variable number of variable-length
options. For these, each item is encoded as a (Type, Length, Value) tuple. The Type is a 1-byte
field telling which option this is. The Type values have been chosen so that the first 2 bits tell
routers that do not know how to process the option what to do. The choices are: skip the option;
discard the packet; discard the packet and send back an ICMP packet; and discard the packet but
do not send ICMP packets for multicast addresses (to prevent one bad multicast packet from
generating millions of ICMP reports). The Length is aso a 1-byte field. It tells how long the
valueis (0 to 255 bytes). The Value isany information required, up to 255 bytes. The hop-by-hop
header is used for information that all routers along the path must examine. So far, one option has
been defined: support of datagrams exceeding 64 KB. The format of this header is shown in.
When it isused, the Payload length field in the fixed header is set to 0.

Mext heager | o | 194 | [}

Jumba paytoad lengtn

The hop-by-hop extension header for large data grams (jumbo grams)

As with all extension headers, this one starts with a byte telling what kind of header comes next.
This byte is followed by one telling how long the hop-by-hop header is in bytes, excluding the
first 8 bytes, which are mandatory. All extensions begin this way. The next 2 bytes indicate that
this option defines the datagram size (code 194) and that the size is a 4-byte number. The last 4
bytes give the size of the datagram. Sizes less than 65,536 bytes are not permitted and will result
in the first router discarding the packet and sending back an ICMP error message. Datagram’s
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using this header extension are caled jumbo grams. The use of jumbo grams is important for
supercomputer applications that must transfer gigabytes of data efficiently across the Internet.
The destination options header is intended for fields that need only be interpreted at the
destination host. In the initial version of 1Pv6, the only options defined are null options for
padding this header out to a multiple of 8 bytes, so initialy it will not be used. It was included to
make sure that new routing and host software can handle it, in case someone thinks of a
destination option some day. The routing header lists one or more routers that must be visited on
the way to the destination. It is very similar to the IPv4 loose source routing in that all addresses
listed must be visited in order, but other routers not listed may be visited in between. The format
of the routing header is shown in Fig.

Header axtension

Hexd haadear | lengtn

Aoutng typa

Sagmants let

Type-speciiic data ok

T

The extension header for routing

The first 4 bytes of the routing extension header contain four 1-byte integers. The Next header
and Header extension length fields were described above. The Routing type field gives the format
of the rest of the header. Type O says that a reserved 32-bit word follows the first word, followed
by some number of IPv6 addresses. Other types may be invented in the future, as needed.
Finally, the Segments left field keeps track of how many of the addresses in the list have not yet
been visited. It is decremented every time one isvisited. When it hits O, the packet is on its own
with no more guidance about what route to follow. Usually, at this point it is so close to the
destination that the best route is obvious. The fragment header deals with fragmentation similarly
to the way IPv4 does. The header holds the datagram identifier, fragment number, and a bit
telling whether more fragments will follow.

THE TRANSPORT LAYER
THE TRANSPORT SERVICE

Services Provided to the Upper Layers

The ultimate goa of the transport layer is to provide efficient, reliable, and cost-effective data
transmission service to its users, normally processes in the application layer. To achieve this, the
transport layer makes use of the services provided by the network layer. The software and/or
hardware within the transport layer that does the work is called the transport entity. The
transport entity can be located in the operating system kernel, in a library package bound into
network applications, in a separate user process, or even on the network interface card. The first
two options are most common on the Internet. The (logical) relationship of the network,
transport, and application layersisillustrated in Fig.
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there are also two types of transport service. The connection-oriented transport service is similar
to the connection-oriented network service in many ways. In both cases, connections have three
phases. establishment, data transfer, and release. Addressing and flow control are also similar in
both layers. Furthermore, the connectionless transport service is also very similar to the
connectionless network service. However, note that it can be difficult to provide a connectionless
transport service on top of a connection-oriented network service, since it is inefficient to set up a
connection to send a single packet and then tear it down immediately afterwards. The obvious
question is this: if the transport layer service is so similar to the network layer service, why are
there two distinct layers? Why is one layer not Problems occur, that’s what? The users have no
real control over the network layer, so they cannot solve the problem of poor service by using
better routers or putting more error handling in the data link layer because they don’t own the
routers. The only possibility is to put on top of the network layer another layer that improves the
quality of the service. If, in a connectionless network, packets are lost or mangled, the transport
entity can detect the problem and compensate for it by using retransmissions. If, in a connection-
oriented network, a transport entity is informed halfway through a long transmission that its
network connection has been abruptly terminated, with no indication of what has happened to the
data currently in transit, it can set up a new network connection to the remote transport entity.
Using this new network connection, it can send a query to its peer asking which data arrived and
which did not, and knowing where it was, pick up from where it |eft off.

Transport Service Primitives

To allow users to access the transport service, the transport layer must provide some operations
to application programs, that is, a transport service interface. Each transport service has its own
interface. In this section, we will first examine a ssimple (hypothetical) transport service and its
interface to see the bare essentials. In the following section, we will look at area example. The
transport service is similar to the network service, but there are aso some important differences.
The main difference is that the network service is intended to model the service offered by red
networks, warts and all. Real networks can lose packets, so the network service is generally
unreliable.
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Primwtive Packet sent Meaning

LISTEN (none | Hlock untll some process ines 1o connect
CONNECT CONNECTION REQ Aztvely atempt 10 ostablsh a Connection
SEND DATA Send! nfcemation

RECEIVE (o | Slock untl a DATA packet amves

DISCONNECT | DISCONNECTION REQ. | Request a redease of the connechon

I he pomatives for & simnplc Fasspon sCrvice

A quick note on terminology is now in order. For lack of a better term, we will use the term
segment for messages sent from transport entity to transport entity. TCP, UDP and other Internet
protocols use this term. Some older protocols used the ungainly name TPDU (Transport
Protocol Data Unit). That term is not used much anymore now but you may see it in older
papers and books the network entity similarly processes the packet header and then passes the
contents of the packet payload up to the transport entity. This nesting isillustrated in Fig. 6-3
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Connection Establishment

Establishing a connection sounds easy, but it is actualy surprisingly tricky. At first glance, it
would seem sufficient for one transport entity to just send a CONNECTION REQUEST segment
to the destination and wait for a CONNECTION ACCEPTED reply. The problem occurs when
the network can lose, delay, corrupt, and duplicate packets. This behaviour causes serious
complications. Imagine a network that is so congested that acknowledgements hardly ever get
back in time and each packet times out and is retransmitted two or three times. Suppose that the
network uses datagrams inside and that every packet follows a different route. Some of the
packets might get stuck in atraffic jam inside the network and take a long time to arrive. That is,
they may be delayed in the network and pop out much later, when the sender thought that they
had been lost. The worst possible nightmare is as follows. A user establishes a connection with a
bank, sends messages telling the bank to transfer a large amount of money to the account of a
not-entirely-trustworthy person. Unfortunately, the packets decide to take the scenic route to the
destination and go off exploring a remote corner of the network. The sender then times out and
sends them all again. This time the packets take the shortest route and are delivered quickly so
the sender releases the connection.

Packet lifetime can be restricted to a known maximum using one (or more) of the following

techniques:
1. Restricted network design.
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2. Putting a hop counter in each packet.
3. Time stamping each packet.

The first technique includes any method that prevents packets from looping, combined with some
way of bounding delay including congestion over the (now known) longest possible path. It is
difficult, given that internets may range from a single city to international in scope. The second
method consists of having the hop count initialized to some appropriate value and decremented
each time the packet is forwarded. The network protocol simply discards any packet whose hop
counter becomes zero. The third method requires each packet to bear the time it was created,
with the routers agreeing to discard any packet older than some agreed-upon time. This latter
method requires the router clocks to be synchronized, which itself is a nontrivial task, and in
practice a hop counter is a close enough approximation to age.

TCP uses this three-way handshake to establish connections. Within a connection, atimestamp is
used to extend the 32-bit sequence number so that it will not wrap within the maximum packet
lifetime, even for gigabit-per-second connections. This mechanism is a fix to TCP that was
needed as it was used on faster and faster links. It is described in RFC 1323 and called PAWS
(Protection Against Wrapped Sequence numbers). Across connections, for the initia
sequence numbers and before PAWS can come into play, TCP originaly use the clock-based
scheme just described. However, this turned out to have security vulnerability. The clock made it
easy for an attacker to predict the next initial sequence number and send packets that tricked the
three-way handshake and established a forged connection. To close this hole, pseudorandom
initial sequence numbers are used for connections in practice.
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the initial sequence numbers not repeat for an interval even though they appear random to an
observer. Otherwise, delayed duplicates can wreak havoc.

Connection Release

Releasing a connection is easier than establishing one. Nevertheless, there are more pitfalls than
one might expect here. Aswe mentioned earlier, there are two styles of terminating a connection:
asymmetric release and symmetric release Asymmetric release is the way the telephone system
works: when one party hangs up, the connection is broken. Symmetric release treats the
connection as two separate unidirectional connections and requires each one to be released
separately. Asymmetric release is abrupt and may result in data loss. Consider the scenario of
Fig. After the connection is established, host 1 sends a segment that arrives properly a host 2.
Then host 1 sends another segment. Unfortunately, host 2 issues a DISCONNECT before the
second segment arrives. The result isthat the connection isreleased and data are lost.

Host 1 Hiost 2

Crash Recovery

If hosts and routers are subject to crashes or connections are long-lived (e.g., large software or
media downloads) recovery from these crashes becomes an issue. If the transport entity is
entirely within the hosts, recovery from network
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and router crashes is straightforward. The transport entities expect lost segments all the time and
know how to cope with them by using retransmissions. A more troublesome problem is how to
recover from host crashes. In particular, it may be desirable for clients to be able to continue
working when servers crash and quickly reboot. To illustrate the difficulty, let us assume that one
host, the client, is sending along file to another host, the file server, using a simple Stop-and-wait
protocol. The transport layer on the server just passes the incoming segments to the transport
user, one by one. Partway through the transmission, the server crashes. When it comes
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back up, its tables are reinitialized, so it no longer knows precisely where it was. In an attempt to
recover its previous status, the server might send a broadcast segment to al other hosts,
announcing that it has just crashed and requesting that its clients inform it of the status of all
open connections. Each client can be in one of two states. one segment outstanding, Sl, or no
segments outstanding, S0. Based on only this state information, the client must decide whether to
retransmit the most recent segment.
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UNIT-V

The Internet Transport Protocols, The Internet Transport Protocols and Application
Layer

UDP Protocol

UDP provides connectionless, unreliable, datagram service. Connectionless service means that
there is no logical connection between the two ends exchanging messages. Each message is an
independent entity encapsulated in a datagram.

UDP does not see any relation (connection) between consequent datagram coming from the same
source and going to the same destination.

UDP has an advantage: it is message-oriented. It gives boundaries to the messages exchanged.
An application program may be designed to use UDP if it is sending small messages and the
simplicity and speed is more important for the application than reliability.

User Datagram

UDP packets, called user datagram, have a fixed-size header of 8 bytes made of four fields, each
of 2 bytes (16 bits).

. The 16 bits can define atotal length of 0 to 65,535 bytes. However, the total length needs to be
less because a UDP user datagram is stored in an IP datagram with the total length of 65,535
bytes. Thelast field can carry the optional checksum

User datagram packet format

8 to 65,535 bytes

L«

[ 8 Dbytes
e e
| S
a. UDP user datagram
9 — : 31
Source port number Destination port number
Total length Checksum

b. Header format

UDP Services
Process-to-Process Communication

UDP provides process-to-process communication using socket addr esses, a combination of | P
addresses and port numbers.
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Connectionless Services

As mentioned previously, UDP provides a connection less service. This means that each user
datagram sent by UDP is an independent datagram. There is no relationship between the
different user data grams even if they are coming from the same source process and going to the
same destination program.

Flow Control
UDPisavery simple protocol. Thereis no flow control, and hence no window mechanism.
The receiver may overflow with incoming messages.

Error Control
Thereisno error control mechanism in UDP except for the checksum. This means that
the sender does not know if a message has been lost or duplicated.

Checksum

UDP checksum calculation includes three sections. a pseudo header, the UDP header, and the
data coming from the application layer. The pseudo header is the part of the header of the IP
packet in which the user datagram is to be encapsul ated with some fields filled with Os

Psesdolheader for checksum caleulation

A1 hit sonree TP address

32-hit destination 1P address

All s H-hit protocol I6-bit UM total length

Pewd oheader

Source port address Destination port adidress
16y bits 16 bits
UDP wal length Chech=nm
16 hits 16 hits

Header

Il'url:l'illg md he pdded 1o make
thee dhiatan i muleiphe of 10 hits)

UDP Applications
UDP Features

Connectionless Service

Aswe mentioned previously,
UDP is a connectionless protocol. Each UDP packet is independent from other packets
sent by the same application program. This feature can be considered as an advantage
or disadvanta8e depending on the application requirements.
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UDP does not provide error control; it provides an unreliable service. Most
applications expect reliable service from atransport-layer protocol. Although areliable
serviceis desirable.

Typical Applications
The following shows some typical applications that can benefit more from the services of UDP

UDP is suitable for a process that requires simple regquest-response communication
with little concern for flow and error control

UDP issuitable for a process with internal flow- and error-control mechanisms.
For example, the Trivia File Transfer Protocol (TFIP)

UDP is asuitable transport protocol for multicasting. Multicasting capability is
embedded in the UDP software

UDP is used for management processes such as SNMP

UDP is used for some route updating protocols such as Routing Information
Protocol (RIP)

UDPisnormally used for interactive rea -time applications that cannot tolerate
uneven delay between sections of areceived message

TRANSMISSION CONTROL PROTOCOL

Transmission Control Protocol (TCP) is a connection-oriented, reliable protocol. TCP
explicitly defines connection establishment, data transfer, and connection teardown phases to
provide a connection-oriented service.

TCP Services

Process-to-Process Communication

Aswith UDP, TCP provides process-to-process communication using port numbers. We have
aready given some of the port numbers used by TCP.

Stream Delivery Service

In UDP, a process sends messages with predefined boundaries to UDP for delivery. UDP adds
its own header to each of these messages and deliversit to IP for transmission.

TCP, on the other hand, allows the sending process to deliver data as a stream of bytes
and allows the receiving process to obtain data as a stream of bytes.

TCP creates an environment in which the two processes seem to be connected by an imaginary
"tube" that carries their bytes across the Internet.
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Stream delivery
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Sending and Receiving Buffers
Because the sending and the receiving processes may not necessarily write or read data at
the same rate, TCP needs buffers for storage.

There are two buffers, the sending buffer and the receiving buffer, one for each direction.

At the sender, the buffer has three types of chambers. The white section contains empty
chambers that can be filled by the sending process (producer).

The colored area holds bytes that have been sent but not yet acknowledged.

The TCP sender keeps these bytes in the buffer until it receives an acknowledgment. The
shaded area contains bytes to be sent by the sending TCP.

The operation of the buffer at the receiver issimpler. The circular buffer is divided into
two areas (shown as white and col ored).

The white area contains empty chambers to be filled by bytes received from the network.
The colored sections contain received bytes that can be read by the receiving process.

When a byte is read by the receiving process, the chamber is recycled and added to the
pool of empty chambers.

Sending and receiving buffers
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Segments
Although buffering handles the disparity between the speed of the producing and

consuming Processes, we need one more step before we can send data.

The network layer, as a service provider for TCP, needs to send data in packets, not as a
stream of bytes. At the transport layer, TCP groups a number of bytes together into a
packet called a segment.

The segments are encapsulated in an IP datagram and transmitted. This entire operation is
transparent to the receiving process.

Format

The segment consists of a header of 20 to 60 bytes, followed by data from the
application program.

The header is 20 bytesif there are no options and up to 60 bytes if it contains options.

TCF segment formal

|20 w6} bytes

i Segment
I 1 11
Source port address [ Destination port address
16 bils | 1% bits
Sequence number
A2 bits
Acknowledzment number
32 bdis
HLEN LUTATRIRISTE Window size
e RiCIS1S1Y|1 2
4 s ClEIRITININ 16 bits
Checksum Urgent pointer
16 bits 16 byits

Options wnd padding

(g A K hoyles)

|1. i II.!:I (1:'1

Source port address Thisis a 16-hit field that defines the port number of the application
program in the host that is sending the segment.

Destination port address Thisis a 16-bit field that defines the port number of the
application program in the host that is receiving the segment.

Sequence number This 32-bit field defines the number assigned to the first byte of
data contained in this segment.
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Acknowledgment number This 32-bit field defines the byte number that the receiver of the
segment is expecting to receive from the other party.

Header length This 4-bit field indicates the number of 4-byte words in the TCP header. The
length of the header can be between 20 and 60 bytes.

A TCP Connection

TCP is connection-oriented. a connection-oriented transport protocol establishes a
logical path between the source and destination.

All of the segments belonging to a message are then sent over thislogical path.

TCP operates at a higher level. TCP uses the services of P to deliver individual
segments to the receiver, but it controls the connection itself.

In TCP, connection-oriented transmission requires three phases. connection
establishment, data transfer, and connection termination.

Comnection extaliishment wsing three-way handshaking
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Connection Establishment

TCP transmits datain full-duplex mode. When two TCPsin two machines are connected,
they are able to send segments to each other simultaneously.

Three- Way Handshaking

The connection establishment in TCP is called three-way handshaking. an application program,
called the client, wants to make a connection with another application program, called the server,
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using TCP as the transport-layer protocol The process starts with the server. The server program
tellsits TCP that it isready to accept a connection. This request iscalled a passive open.

Although the server TCP is ready to accept a connection from any machine in the world, it
cannot make the connection itself.

The client program issues a request for an active open. A client that wishes to
connect to an open server tellsits TCP to connect to a particular server.

A SYN segment cannot carry data, but it consumes one sequence number.
— A SYN + ACK segment cannot carry data, but it does consume one sequence number.

An ACK segment, if carrying no data, consumes no sequence humber.

Connection fermination using threg-way handshaking
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The FIN + ACK segnvent consumes only one sequence
number if it does not carry dala,
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HTTP
The Hyper Text Transfer Protocol (HTTP) is used to define how the client-server programs can
be written to retrieve web pages from the Web.

An HTTP client sends arequest; an HTTP server returns aresponse. The server uses the
port number 80; the client uses atemporary port number.

Non persistent versus Persistent Connections

If the web pages, objects to be retrieved, are located on different servers, we do not have any
other choice than to create a new TCP connection for retrieving each object. If some of the
objects are located on the same server, we have two choices: to retrieve each object using a new
TCP connection

Non persistent Connections
In anon persistent connection, one TCP connection is made for each request/response.
The following lists the stepsin this strategy:

1. The client opens a TCP connection and sends a request.

2. The server sends the response and closes the connection.

3. Theclient reads the data until it encounters an end-of-file marker; it then closes
the connection.
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Persistent Connections

HTTP version 1.1 specifies a persistent connection by default. In a persistent connection, the
server leaves the connection open for more requests after sending a response.

The server can close the connection at the request of aclient or if atime-out has been reached.
The sender usually sends the length of the data with each response.

137



ey
e Q — T Image File .
) — Tinst handshake g :
! - —— '
: Secomd handshubke —=
—————————————
T — Third handsbake + requsit
File : Requiest : g
H ‘ :
£
= — First handshake :
Image —First handshake ]
Second handshake }
_ Thind handshake :
H — _Thind handshake :
e
; ¥
Time X

Message Formats

The first section in the request message is called the request line; the first section in the response

message is called the status line.
The other three sections have the same names in the request and response messages.

Formats of the reguest and response messages

Legend (!-ip: Space o Camrisge Reum I Line T-xdj
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lines | ***® i lirves
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o Variahde nanher of lines Variuble mumber of lnes
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Request Message

There are three fields in this line separated by one space and terminated by two
characters (carriage return and line feed)

Metiods

Method

Action
GET Requests o document from the server
HEAD Requests information abou a docurent but not the document itsell
PLT Sends w document from the chient o the server
POST | Sends some informatson fram the client ta the server
TRACE Echocs 1Mcnnlll'}: RQUCSt e R l
DELETE Remioves the web page |
CONNECT Reserved BT S e
OPTIONS | Inguires about availuble oplioss

FTP

File Transfer Protocol (FTP) isthe standard protocol provided by TCP/IP for copying afile from
one host to another.

Two systems may have different directory structures. All of these problems have been solved by
FTPinavery smple and elegant approach.

FTP

Chient
Lser
intertace
¢ Control

Control connection Control
_ Loeal process | Process Remote
file system ! file system

ata transfer
PEGLESS Datﬂ
connection
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Two Connections

» The control connection remains connected during the entire interactive FTP session.

> When auser starts an FTP session, the control connection opens. While thecontrol
connection is open, the data connection can be opened and closed multiple times if
several files are transferred.

» FTP usestwo well-known TCP ports: port 21 isused for the control connection, and port
20 isused for the data connection.

ELECTRONIC MAIL
Electronic mail (or e-mail) allows users to exchange messages.

In an application such as HTTP or FTP, the server program isrunning al the
time, waiting for a
request from aclient.

When the request arrives, the server provides the service. Thereis arequest and thereis
aresponse.

In the case of €ectronic mail, the situation is different. First, e-mail is considered a
one-way transaction

The users run only client programs when they want and the intermediate servers apply
the client/server paradigm.

Arcnitecﬂre_

C P rpard i 3L K0T R ey

e Ll
o —o—-[ |
LA user agent
e A BITAC srresyaze s ler apent it <
b " WA A MESSAEE ACCESS agenl . b
Aldice i o e ol
N T ~ S S or 3

—

Trvte roest }

Belail serwer MEail serwver

In the common scenario, the sender and the receiver of the e-mail, are connected via
aLAN or aWAN to two mail servers.

The administrator has created one mailbox for each user where the received messages
are stored

A mailbox is part of aserver hard drive, aspecia file with permission restrictions.

140



Only the owner of the mailbox has access to it. The administrator has also created
aqueue (spool) to store messages waiting to be sent.

A simple e-mail use three different agents. a user agent (UA), a message transfer
agent (MTA), and a message access agent (MAA).

TELNET
One of the original remote logging protocolsis TELNET, which is an abbreviation for Terminal
Network.

A hacker can eavesdrop and obtain the logging name and password. Because of this security
issue, the use of TELNET has diminished in favor of another protocol, Secure Shell (SSH),

L ocal ver sus Remote L ogging

) Lacal versus remote logging

Application programs

Terminal i 4
1 | 1 W——
W it | Terminal driver —l SPRASOy
= system

a. Local logging

Application programs

i EEh Be-B

B4 | il
_1 TCP TCP
Terminal 1 . IP_ 1]"_
A | Terminal Data-link Data-link Psendoterminal
o | driver Physical | Physical driver
| 7 3 L

Operating (l"_'_ = COperating
system —,._\ Internet system

b. Remote logging

When a user logsinto alocal system, itiscalled local logging. Asauser types a aterminal or
at aworkstation running aterminal emulator, the keystrokes are accepted by the terminal driver.

When a user wants to access an application program or utility located on a remote machine, she
performs remote logging.

The characters are sent to the TELNET client, which transforms the charactersinto a
universal character set called Network Virtual Terminal (NVT) characters
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Network Virtual Terminal (NVT)

Concept of NVT

TELNET TELNET
Terminal client server
e\ | ) Pseudoterminal
k. | s driver
u ‘] s Lt
+ + +_'-l|\- Intemet -(—* +
O NN —
Local computer NVT charaeter set Remote computer
character set character set
\D [[1] WL
a. Dat.l Lh aracter b. ( nn|1m Lhdl’af_ll.,r

NVT chamﬂtr format

The mechanism to access a remote computer is complex. This is because every computer and its
operating system accept a specia combination of characters as tokens .We is dealing with
heterogeneous systems. If we want to access any remote computer in the world TELNET solves
this problem by defining a universal interface called the Network Virtual Terminal (NVT)
character set.

The server TELNET, on the other hand, translates data and commands from NV T form into the
form acceptable by the remote computer.

SECURE SHELL (SSH)

Secure Shell (SSH) is a secure application program that can be used today for several purposes
such as remote logging and file transfer; it was originally designed to replace TELNET.

There are two versions of SSH: SSH-I and SSH-2
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Components

SSH Transport-Layer Protocol (SSH-TRANS)
Components of S5H

Application 1

iy ~ SSH-CONN |

S5H SSH-AUTH e ]

SSH first uses a protocol that creates secured channel on top of the TCP.

When the procedure implementing this protocol is called, the client and server first use the TCP
protocol to establish an insecure connection.

SSH Authentication Protocol (SSH-AUTH)

I After a secure channél is established between the client and the server and the server is
authenticated for the client

' SSH can call another procedure that can authenticate the client for the server. The client
authentication process in SSH is very similar to what is done in Secure Socket Layer
(SSL)

' The request includes the user name, server name, the method of authentication, and the
required data.

The server responds with either a success message, which confirms that the client
is authenticated, or afailed message

SSH Connection Protocol (SSH-CONN)
One of the services provided by the SSH-CONN protocol is multiplexing. SSH-CONN takes the

secure channel established by the two previous protocols and lets the client create multiple
logical channels over it.

Each channel can be used for a different purpose, such as remote logging, file transfer, and so on
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DOMAIN NAME SYSTEM (DNS)

The host that needs mapping can contact the closest computer holding the needed information.
This method is used by the Domain Name System (DNS).

Purpase af DNS

User

Host
fEme

Host
name

[ Query |
—

Application File
laver ransfer
) chient —<| Response
P
r-  address

tT!P" address

Network layer

A user wantsto use afile transfer client to access the corresponding file transfer server
running on aremote host.

The user knows only the file transfer server name, such as afilesource.com.

Name Space

A name space that maps each address to a unique name can be organized in two ways. flat
or hierarchical.

In aflat name space, anameis assigned to an address. A name in this space is a sequence
of characters without structure.

In ahierarchical name space, each name is made of several parts.

144



Domain Name Space

Domain name space

Root

Top-level nodes &

Domain Name Space
To have a hierarchical name space, a domain name space was designed. In this design the names
are defined in an inverted-tree structure with the root at the top.

Label
Each node in the tree has alabel, which is a string with a maximum of 63 characters. The root
label isanull string (empty string).

Domain Name

If alabel isterminated by anull string, itiscalled afully qualified domain name (FQDN).
If alabel isnot terminated by anull string, it is called apartially qualified domain name PQDN).

Domain
A domain is asub tree of the domain name space. The name of the domain is the name of
the node at the top of the sub tree.
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Domain names and labels

Domain
name

topUniversity.edu.

\ Domain name

m topUniversity
m aComputer

bDept.topUniversity.edu. ]

Domain name

aComputer.bDept.ropUniversityedu. |
et

Domain name

- Domains

Root

Domain \
Dx i \\ 5 e T Domain
amaim
\4-—-_.__ - ) S '
i & .

Distribution of Name Space
The information contained in the domain name space must be stored.

However, it is very inefficient and also not reliable to have just one computer store such a huge
amount of information. It is inefficient because responding to requests from all over the world
places a heavy load on the system it is not reliable because any failure makes the data

inaccessible.
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Zone

Zone

Root

mhhe = Long
L3

‘. Zoneand
5, domain

Since the complete domain name hierarchy cannot be stored on a single server, it is divided

among many servers. What a server is responsible for or has authority over is called a zone.

The server makes a database called a zone file and keeps al the information for every node under
that domain.
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Content beyond Syllabus

CST303 — Computer Networks
What is an Optical Fiber?

Optica fiber is the technology associated with data transmission using light pulses
travelling along with a long fiber which is usually made of plastic or glass. Metal
wires are preferred for transmission in optical fiber communication as signals travel
with fewer damages. Optical fibers are also unaffected by electromagnetic
interference. The fiber optical cable uses the application of total internal reflection of
light. The fibers are designed such that they facilitate the propagation of light along
with the optical fiber depending on the requirement of power and distance of
transmission. Single-mode fiber is used for long-distance transmission, while

multimode fiber is used for shorter distances. The outer cladding of these fibers needs
better protection than metal wires.

OPTICAL FIBER BJBYJU'S

Cladding

. \
Light ray——

Plastic
Core coating

Types of Optical Fibers

The types of optical fibers depend on the refractive index, materias used, and mode
of propagation of light.

The classification based on the refractive index is as follows:

Step Index Fibers: It consists of a core surrounded by the cladding, which has
asingle uniform index of refraction.
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Graded Index Fibers: The refractive index of the optical fiber decreases as the
radial distance from the fiber axisincreases.

The classification based on the materials used is as follows:

Plastic Optical Fibers: The polymethylmethacrylate is used as a core materia
for the transmission of the light.

Glass Fibers: It consists of extremely fine glass fibers.
The classification based on the mode of propagation of light is as follows:

Single-Mode Fibers. These fibers are used for long-distance transmission of
signals.
Multimode Fibers: These fibers are used for short-distance transmission of
signals.
The mode of propagation and refractive index of the core is used to form four
combination types of optic fibers as follows:

Step index-single mode fibers
Graded index-Single mode fibers
Step index-Multimode fibers
Graded index-Multimode fibers

How Does an Optical Fibre Work?

The optical fiber works on the principle of total internal reflection. Light rays can be
used to transmit a huge amount of data, but there is a problem here — the light rays
travel in straight lines. So unless we have along straight wire without any bends at all,
harnessing this advantage will be very tedious. Instead, the optical cables are designed
such that they bend all the light rays’ inwards (using TIR). Light rays travel
continuously, bouncing off the optica fiber walls and transmitting end to end data.
Although light signals do degrade over progressing distances, depending on the purity
of the material used, the loss is much less compared to using metal cables. A Fibre
Optic Relay System consists of the following components:

The Transmitter — It produces the light signals and encodes them to fit to
transmit.

The Optical Fibre— The medium for transmitting the light pulse (signal).
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The Optical Receiver — It receives the transmitted light pulse (signal) and
decodes them to be fit to use.

The Optical Regenerator — Necessary for long-distance data transmission.
Advantages of Optical Fibre Communication

Economical and cost-effective
Thin and non-flammable

L ess power consumption

Less signal degradation
Flexible and lightweight

A photonic  crystal is  anoptical nanostructurein ~ which  therefractive
index changes periodically. This affects the propagation of light in the same way
that the structure of natural crystalsgives rise to X-ray diffraction and that the
atomic lattices (crystal structure) of semiconductors affect their conductivity
of electrons. Photonic crystals occur in nature in the form of structura
coloration and animal reflectors, and, as artificially produced, promise to be useful
in arange of applications.

Photonic crystals can be fabricated for one, two, or three dimensions. One-
dimensional photonic crystals can be made of thin film layers deposited on each
other. Two-dimensional ones can be made by photolithography, or by drilling
holes in a suitable substrate. Fabrication methods for three-dimensional ones
include drilling under different angles, stacking multiple 2-D layers on top of
each other, direct laser writing, or, for example, instigating self-assembly of
spheresin amatrix and dissolving the spheres.

Photonic crystals can, in principle, find uses wherever light must be
manipulated. Existing applications include thin-film optics with coatings for
|ensegdubious-discusy - Tyyo-dimensional photonic-crystal  fibersare used in
nonlinear devices and to guide exotic wavelengths. Three-dimensional crystals
may one day be used in optical computers. Three-dimensional photonic crystals
could lead to more efficient photovoltaic cells.2

Although the energy of light (and all electromagnetic radiation) is quantized in
units called photons, the analysis of photonic crystals requires only classical
physics. "Photonic” in the name is a reference to photonics, a modern
designation for the study of light (optics) and optical engineering. Indeed, the
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first research into what we now call photonic crystals may have been as early as
1887 when the English physicist Lord Rayleigh experimented with periodic
multi-layer dielectric stacks, showing they can effect a photonic band-gap in
one dimension. Research interest grew with work in 1987 by Eli
Y ablonovitch and Sajeev _John on periodic optical structures with more than
one dimension—now called photonic crystals.

Wi-Fi Definition

Wi-Fi isthe wireless technology used to connect computers, tablets, smartphones
and other devicesto theinternet.

Wi-Fi is the radio signa sent from a wireless router to a nearby device, which
trandates the signal into data you can see and use. The device transmits a radio signal
back to the router, which connectsto the internet by wire or cable.

What is aWi-Fi network?
A WiFi network is simply an internet connection that’s shared with multiple devices
In a home or business via a wireless router. The router is connected directly to your
internet modem and acts as a hub to broadcast the internet signal to all your Wi-Fi
enabled devices. This gives you flexibility to stay connected to the internet as long as
you’re within your network coverage area.

What does Wi-Fi stand for?

Ironically, it doesn’t stand for anything. Wi-Fi, often referred to as WiFi, wifi, wi-fi or
wi fi, is often thought to be short for Wireless Fidelity but there is no such thing. The
term was created by a marketing firm because the wireless industry was looking for a
user-friendly name to refer to some not so user-friendly technology known as |[EEE
802.11. And the name stuck.

How does Wi-Fi work?

Wi-Fi uses radio waves to transmit data from your wireless router to your Wi-Fi
enabled devices like your TV, smartphone, tablet and computer. Because they
communicate with each other over airwaves, your devices and persona information
can become vulnerable to hackers, cyber-attacks and other threats. This is especially

151



true when you connect to a public Wi-Fi network at places like a coffee shop or
airport. When possible, it’s best to connect to a wireless network that is password-
protected or a personal hotspot.

What is WiMAX Technology & Its Working

Technology like wireless broadband provides a connection with high-speed over the
air. This kind of technology utilizes radio signals to send & receive data from the
users directly whenever they desire it. Different wireless technologies work together
like WiFI, 3G, UWB & WiMax technology to meet up customer requirements.
Wireless broadband (WBA) is a point to multipoint system that is made up of
subscriber equipment & base station. The base station works through an external
antennainstead of working with the physical connection among the subscriber as well
as the base station to transmit & receive data with high-speed & equipment from
voice to the subscriber. So, wireless broadband access provides an efficient,
complementary solution for wire-line broadband, so it is recognized globally by the
population. This article discusses an overview of a wireless broadband
access technology namely WiMax.

What isWiMax Technology?

WiIMAX is awireless broadband access technology based on an internet protocol and
its performance is equivalent to Wi-Fi networks/802.11 by the coverage & quality of
service of celular networks. WiMAX full form is “Worldwide Interoperability for
Microwave Access. A wireless digital communication system like WIMAX is aso
called |[EEE 802.16 that is designed for wireless MANSs (metropolitan area networks).

WiIMAX communication system provides BWA (broadband wireless access) up to 50
kilometers for fixed stations and also for mobile stations from 5 to 15 km. WiMAX is
a broadband wireless technology that provides broadband access services for
enterprise & residential customers in a reasonable method.
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WiIMAX Modem

WiMax replaces DSL services and cables by providing internet access universally.
The architecture used in WiMax is the point to multipoint, which is an ideal technique
for carriers to deliver broadband to locations wherever wired connections are costly
and difficult. A WiMax connection can also be routed or bridged toward a standard
wired otherwise wireless LAN.

The operation of WiMax is similar to WiFi, however at high speeds above larger
distances for severa users. This wireless broadband has the capacity to provide
service even in difficult areas to reach & the capability to defeat the physical
boundaries of usually wired infrastructure.

Parts of WiMax
The WiMax system includes two parts like WiMAX tower and the WiMAX receiver.

WiIMAX tower is similar to a cell phone tower and it provides signal coverage
to avery large arealike 3,000 square miles.

InaWiMAX receiver, the antenna and the receiver could be atiny box that can
be built into alaptop like the WiFi access at present.

WiMax Speed and Range

WiIMAX offers up to 40 Mbps capacity for each wireless channel in both fixed &
handy applications based on the specific technical design selected, sufficient to hold
the number of businesses through T-1 speed connectivity as well as houses through
DSL speed connectivity. This broadband wireless technology support video, voice,
and voice as well as Internet data.

WiMax provideswireless broadband access to buildings, wired networks, rural

otherwise populated regions. It connects WLAN hotspots toward the Internet and also
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it provides connectivity of broadband for mobile devices. The expected speed is about
15 Mbpsin a3 km cell coverage region.

From current internet access arrangements, WiMAX, users could actually cut free and
it could be potentially arranged in different spectrum bands like 2.3Giga Hz, 2.5Giga
Hz, 3.5GigaHz & 5.8GigaHz

What Does | nter networ k Packet Exchange (I PX) M ean?
Internetwork Packet Exchange (IPX) is a set of packet-switching and packet-
sequencing protocols designed to function in small and large networks. In the OS|
model, IPX is the network layer protocol in the Internetwork Packet
Exchange/Sequenced Packet Exchange (IPX/SPX) protocol stack, which is primarily
used on Novell Netware operating systems.

IPX provides peer-to-peer support connectivity.

IPX follows a layered structure of protocols. These layers allow applications to
control the application layer, presentation and session layer. Each layer services the
layer above it and is provided by the Jlayer below it.

IPX/SPX issimilar to TCP/IP and other Internet protocols, but IPX/SPX was designed
as a TCP/IP aternative. IPX/SPX isideal for local area networks or private networks
with different protocol and communication functions. Like IP, IPX is connectionless
and contains end user data, such as IP and network addresses. SPX is connection-
oriented, and is used for connection-related functions and data routing.

High-Latency Anonymity Systems The first anonymity systems actually deployed on
the Internet were high-latency anonymity systems like Babel [4], Mixminion [5], and
Mixmaster [6], which are message-oriented and largely based on the principles
proposed by Chaum. With the goa of maximizing anonymity, high-latency systems
deliver messages after a significant delay, around four hours on average; the effective
delay of message delivery can even amount to as much as several days. Additionaly,
servers reorder messages before forwarding 2 them in batch to their intended
destinations. Hiding real messages among random noise, continuously generated
random cover traffic helps to defend against traffic analysis, which can be used to
identify a sender. Some high-latency systems use such cover traffic methods, despite
its vast use of additional networking resources. With these large and variable delays,
high-latency networks are able to a very large degree impede strong adversaries from
inferring the sender and recipient of a message, even if an adversary is assumed to be
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capable of monitoring al communication links globally. In the literature, such
powerful attackers are called global passive adversaries. Although high-latency
anonymity techniques provide very high levels of security by attempting to concedl
timing information and thereby frustrate traffic analysis, they are still vulnerable
under certain conditions: if a user’s habits are sufficiently distinct and his or her
message volume is high enough. [see 7, 8] Because their optimization for anonymity
entails delays of variable length, high-latency systems are in practice usable only for
non-interactive applications, such as email communication. They simply produce too
much lag for interactive tasks like web browsing, Internet chat, or Secure Shell (SSH)
connections.

Low-Latency Anonymity Systems In contrast to high-latency systems, which attempt
to distort timing patterns, low-latency systems like Crowds [9], Freedom [10], and
The Onion Router (Tor) [11] are able to provide higher speed by actively seeking to
limit processing delay and bandwidth overhead. This allows lowlatency anonymity
systems to facilitate anonymous use of interactive real-time applications like web
browsing, instant messaging or SSH connections. However, the increased speed
comes at the cost of compromised anonymity. There exists an inherent trade-off
between performance2 and security: Low-latency anonymity systems are far less
resistant to traffic analysis by a globa passive adversary capable of monitoring all
communication links. Such an adversary can analyze the timing and volume of traffic
entering and leaving the anonymity network, and thus deduce which parties are
communicating with one another and successfully deanonymize users. [cf. 12]
Despite the lower theoretical limit to the anonymity such systems can achieve, it is
still possible in practice for users of low-latency systems to reach a higher degree of
anonymity, then can be reached by users of high-latency anonymity systems. Though
this may be counter-intuitive at first glance, it should become clear, in the context of
the common definition of anonymity: "Anonymity of a subject means that the subject
is not identifiable within a set of subjects, the anonymity set." [13, p. 9] Following to
this definition, to an attacker an anonymous subject is indistinguishable from other
subjects within the anonymity set. [see 13, p. 9] Because anonymity systems hide
users among users, the degree of anonymity for each person using an anonymity
system is closely tied to the size of the anonymity set. Therefore, athough low-
latency systems lack the exceptional anonymity properties of high-latency systems,
they can still provide greater anonymity in practice, as long as the anonymity set is
sufficiently large.

The Onion Router Among the very few systems that are of practica relevance for
providing anonymity is Tor, short for The Onion Router, which is loosely based on

the onion routing [14] principle. In operation since 2003, the Tor network first gained
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public attention in 2004. Since then, it has become with millions of daily users [see
15] from over 120 different countries [see 16, p. 51] the most widespread low-latency
anonymity network and the platform for research in anonymous communications.
Like other low-latency anonymity designs, Tor seeks to hide the relationships
between communicating parties both from network observers and from the
anonymization infrastructure itself. At the same time, Tor developers strive to achieve
a reasonabl e balance between the conflicting demands of performance and security in
order to enable the use of interactive rea-time applications, such as web browsing,
and thus encourage use of the network in general.

What is Protocol Independent Multicast (PIM)?

Protocol Independent Multicast (PIM) is a collection of multicast routing protocols,
each optimized for a different environment. There are two main PIM protocols, PIM
Sparse Mode and PIM Dense Mode. A third PIM protocol, Bi-directional PIM, is less
widely used.

Typicdly, either PIM Sparse Mode or PIM Dense Mode will be used throughout a
multicast domain. However, they may also be used together within a single domain,
using Sparse Mode for some groups and Dense Mode for others. This mixed-mode
configuration is known as Sparse-Dense Mode. Similarly, Bi-directional PIM may be
used on its own, or it may be used in conjunction with one or both of PIM Sparse
Mode and PIM Dense Mode.

All PIM protocols share a common control message format. PIM control messages are
sent as raw |P datagrams (protocol number 103), either multicast to the link-local
ALL PIM ROUTERS multicast group, or unicast to a specific destination.

PIM Sparse Mode

PIM Sparse Mode (PIM-SM) is a multicast routing protocol designed on the
assumption that recipients for any particular multicast group will be sparsely
distributed throughout the network. In other words, it is assumed that most subnets in
the network will not want any given multicast packet. In order to receive multicast
data, routers must explicitly tell their upstream neighbors about ther interest in
particular groups and sources. Routers use PIM Join and Prune messages to join and
leave multicast distribution trees.

PIM-SM by default uses shared trees, which are multicast distribution trees rooted at

some selected node (in PIM, this router is called the Rendezvous Point, or RP) and
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used by all sources sending to the multicast group. To send to the RP, sources must
encapsulate data in PIM control messages and send it by unicast to the RP. This is
done by the source's Designated Router (DR), which is a router on the source's local
network. A single DR is elected from all PIM routers on a network, so that
unnecessary control messages are not sent.

One of the important requirements of PIM Sparse Mode, and Bi-directional PIM, is
the ability to discover the address of a RP for a multicast group using a shared tree.
Various RP discovery mechanisms are used, including static configuration, Bootstrap
Router, Auto-RP, Anycast RP, and Embedded RP.

PIM-SM also supports the use of source-based trees, in which a separate multicast
distribution tree is built for each source sending data to a multicast group. Each treeis
rooted at a router adjacent to the source, and sources send data directly to the root of
the tree. Source-based trees enabl e the use of Source-Specific Multicast (SSM), which
allows hosts to specify the source from which they wish to receive data, as well as the
multicast group they wish to join. With SSM, a host identifies a multicast data stream
with a source and group address pair (S,G), rather than by group address aone (*,G).

PIM-SM may use source-based trees in the following circumstances.

For SSM, alast-hop router will join a source-based tree from the outset.

To avoid data sent to an RP having to be encapsulated, the RP may join a
source-based tree.

To optimize the data path, a last-hop router may choose to switch from the
shared tree to a source-based tree.

PIM-SM is a soft-state protocol. That is, al state is timed-out a while after receiving
the control message that instantiated it. To keep the state alive, al PIM Join messages
are periodically retransmitted.

Version 1 of PIM-SM was created in 1995, but was never standardized by the IETF. It
Is now considered obsolete, though it is still supported by Cisco and Juniper routers.
Version 2 of PIM-SM was standardized in RFC 2117 (in 1997) and updated by RFC
2362 (in 1998). Version 2 is significantly different from and incompatible with
version 1. However, there were a number of problems with RFC 2362, and a new
gpecification of PIM-SM version 2 is currently being produced by the IETF. There
have been many implementations of PIM-SM and it iswidely used.
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PIM Dense Mode

PIM Dense Mode (PIM-DM) is a multicast routing protocol designed with the
opposite assumption to PIM-SM, namely that the receivers for any multicast group are
distributed densely throughout the network. That is, it is assumed that most (or at least
many) subnets in the network will want any given multicast packet. Multicast datais
initially sent to al hosts in the network. Routers that do not have any interested hosts
then send PIM Prune messages to remove themselves from the tree.

When a source first starts sending data, each router on the source's LAN receives the
data and forwards it to all its PIM neighbors and to all links with directly attached
receivers for the data. Each router that receives a forwarded packet also forwards it
likewise, but only after checking that the packet arrived on its upstream interface. If
not, the packet is dropped. This mechanism prevents forwarding loops from
occurring. In thisway, the datais flooded to al parts of the network.

Some routers will have no need of the data, either for directly connected receivers or
for other PIM neighbors. These routers respond to receipt of the data by sending a
PIM Prune message upstream, which instantiates Prune state in the upstream router,
causing it to stop forwarding the data to its downstream neighbor. In turn, this may
cause the upstream router to have no need of the data, triggering it to send a Prune
message to its upstream neighbor. This 'broadcast and prune' behavior means that
eventually the data is only sent to those parts of the network that require it.

Eventually, the Prune state at each router will time out, and data will begin to flow
back into the parts of the network that were previously pruned. This will trigger
further Prune messages to be sent, and the Prune state will be instantiated once more.

PIM-DM only uses source-based trees. As aresult, it does not use RPs, which makes
it smpler than PIM-SM to implement and deploy. It is an efficient protocol when
most receivers are interested in the multicast data, but does not scale well across
larger domains in which most receivers are not interested in the data.

The development of PIM-DM has paralleled that of PIM-SM. Version 1 was created
in 1995, but was never standardized. It is now considered obsolete, though it is still
supported by Cisco and Juniper routers. Version 2 of PIM-DM s currently being
standardized by the IETF. As with PIM-SM, version 2 of PIM-DM is significantly
different from and incompatible with version 1. PIM Dense Mode (PIM DM) is less

common than PIM-SM, and is mostly used for individual small domains.
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Bi-directiona PIM

Bi-directional PIM (BIDIR-PIM) is a third PIM protocol, based on PIM-SM. The
main way BIDIR-PIM differs from PIM-SM isin the method used to send data from a
source to the RP. Whereas in PIM-SM data is sent using either encapsulation or a
source-based tree, in BIDIR-PIM the data flows to the RP aong the shared tree,
which is bi-directional - data flows in both directions along any given branch.

BIDIR-PIM's major differences from PIM-SM are as follows.

There are no source-based trees, and in fact no (S,G) state at all. Therefore there
IS no option for routers to switch from a shared tree to a source-based tree, and
Source-Specific Multicast is not supported.

To avoid forwarding loops, for each RP one router on each link is elected the
Designated Forwarder (DF). This is done at RP discovery time using the DF
el ection message.

Thereis no concept of a Designated Router.
No encapsulation is used.

The forwarding rules are very much simpler than in PIM-SM, and there are no
data-driven eventsin the control plane at all.

The main advantage of BIDIR-PIM is that it scales very well when there are many
sources for each group. However, the lack of source-based trees means that traffic is
forced to remain on the possibly inefficient shared tree.

There have been two proposed specifications for Bi-directional PIM. The first was
described in draft-farinacci-bidir-pim, which dates from 1999. The protocol described
here is a replacement, simpler than and with some improvements over the first. It is
described in draft-ietf-pim-bidir.

Mixed-mode PIM Configurations

Typicdly, PIM-SM, PIM-DM or BIDIR-PIM would be used alone throughout a
multicast domain. However it is possible to use a combination of the three by
distributing multicast groups between the different protocols. Each group must
operate in either sparse, dense or bi-directional mode; it is not possible to use asingle
group in more than one mode at once. Given such a division, the protocols coexist
largely independent of one another.

159



The one way in which the protocols interact is that the same PIM Hello protocol is
used by each, and is only run once on each link. The information learned from the
Hello message exchange must be shared among the three routing protocols.

The method used to distribute groups between the three protocols is outside the scope
of the PIM protocols and is a matter of local configuration. Note that it is important
that every router in the domain has the same assignment of groups to protocols. The
following techniques are used.

The Bootstrap Router (BSR) protocol, used for RP discovery, has been
extended to add a "Bi-directiona" bit for each group range. This method may
be used to assign groups between sparse and bi-directional modes if using BSR.

Routers may be configured to use dense mode if the RP discovery mechanism
(whatever that may be) fails to find an available RP for a group, and to use
sparse or bi-directional mode otherwise.

Router may be manually configured with group ranges for sparse, dense and bi-
directional modes.

Routing Information Protocol (RIP)

Routing Information Protocol (RIP) is a dynamic routing protocol that uses hop
count as a routing metric to find the best path between the source and the destination
network. It is a distance-vector routing protocol that has an AD vaue of 120 and
works on the Network layer of the OSI model. RIP uses port number 520.
Hop Count

Hop count is the number of routers occurring in between the source and destination
network. The path with the lowest hop count is considered as the best route to reach a
network and therefore placed in the routing table. RIP prevents routing loops by
limiting the number of hops allowed in a path from source and destination. The
maximum hop count alowed for RIP is 15 and a hop count of 16 is considered as
network unreachable.

Featuresof RIP
1. Updates of the network are exchanged periodically.
2. Updates (routing information) are always broadcast.
3. Full routing tables are sent in updates.
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4. Routers aways trust routing information received from neighbor routers. Thisis
also known as Routing on rumors.

RIP versions:
There are three versions of routing information protocol —RIP Versionl, RIP
Version2, and RIPng.

What Does Lightweight User Datagram Protocol (UDP Lite) Mean?
Lightweight User Datagram Protocol (UDP-Lite) is a connectionless protocol similar
to User Datagram Protocol (UDP).

However, it aso may serve applications in error-prone network environments where
partially damaged payloads are preferred to be delivered rather than discarded by the
station receiving it
This saves on bandwidth and time since data does not need to be sent again and
decisions about data integrity are left to the receiving application or codec.

Aside from this feature, it is functionally and semantically similar to regular UDP.
UDP-Liteis, as the name suggests, based on UDP.

However, there is akey difference: Unlike UDP, which either protects none or al of a
packet with a checksum, UDP-Lite alows implementation of partia checksums that
cover only a part of the datagram, and therefore delivers partially corrupted packets.

This protocol was meant for multimedia functions such as streamed video or VolP
where receiving partialy corrupted or damaged packets are beneficial compared with
not receiving any at all.

When using conventional UDP, an error in a single bit will cause a different or bad
checksum and will invalidate and then discard the packet. In this scheme, no error is
considered minor so even if the error istrivial, the packet is still discarded, which then
requires resending that packet from the source, taking up time and bandwidth.

The checksum algorithm for both types of UDP is the same, but for Lite, it is only
implemented partially starting from the UDP-Lite header which must always be
covered by the checksum.

This does not mean that some UDP-Lite packets are not discarded. For example,
packets with a checksum coverage value of 1-7 must be discarded (it must be O or 8+)

and those with coverage greater than the I P length also must be discarded.
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UTP (Micro Transport Protocol)

Micro Transport Protocol (UTP) - is an open UDP-based protocol option for P2P-
sharing BitTorrent files , which is intended to mitigate the lack of delays and other
congestion issues, which appear in the basic torrent file using the TCP, while
ensuring the reliable delivery of information.
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Visualisation of pTP

It was created for the automated speed-decrease at which the files are transferred
between the P2P torrent-users , when the clash with other applications do happen. For
example , the protocol should automaticaly enable the usage of ADSL line
of BitTorrent and the web-browser [

UTP is used for faster file-downloading as it operates on the UTP protocol , in which
data exchange is more rapid than in TCP protocol. The speed acceleration happens
due to the fact that the torrent-assistant undertakes the implementation of the
necessary functions that are absent in UDP. As for example , when the client checks
the data and it's incorrect - the download goes again. Also , for the providersit's much
more difficult to stop the data transmission via uTP , due to the fact that some of the
information is absent.

For providers it's harder to block data-transmission via uTP because UDP package
and UTP protocol are similar to the traffic generated by (e.g) online games. P2P traffic
Is transmitted over the TCP, and it is often blocked. But now in early 2015 the
reliable methods were developed in order to identify the uTP traffic , regardless of
variablesin the protocol.
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